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HONORING OUR ARMED FORCES 
CHIEF PETTY OFFICER GREGORY J. BILLITER 
Mr. MCCONNELL. Madam President, 

I rise today to pay tribute to a 15-year 
veteran of the U.S. Navy who was lost 
in service to his country. That man is 
CPO Gregory J. Billiter of Villa Hills, 
KY. He was 36 years old. 

Chief Billiter was serving near 
Kirkuk, Iraq, as part of a Navy Explo-
sive Ordnance disposal unit charged 
with defusing the many improvised ex-
plosives and booby traps that terrorists 
have set in Iraq. He was the tactical 
commander of the third vehicle in a 
five-vehicle convoy patrolling the area. 
On April 6, 2007, his vehicle was struck 
by explosives, tragically taking Chief 
Billiter’s life. 

Assigned to Explosive Ordnance Dis-
posal Unit 11, based out of Whidbey Is-
land, WA, this was Chief Billiter’s third 
tour of duty in Iraq. For bravery and 
valor while wearing the uniform, he re-
ceived numerous medals and awards, 
including the Bronze Star Medal with 
Combat Distinguishing Device for 
Valor and the Purple Heart. 

To recount Chief Billiter’s life and 
career is to recount one achievement 
after another, because Greg was no 
stranger to success. ‘‘The driving force 
in all those things was competition,’’ 
says Barry Billiter, his father. ‘‘He was 
very competitive.’’ 

Growing up, Greg led his friends in 
whiffleball games, racing Big Wheels, or 
swinging over the creek on a vine, Tarzan- 
style. He played basketball and soccer in 
high school, and whatever they played, Greg 
often declared himself the winner or de-
manded a rematch. He was a ‘‘dyed-in-the- 
wool’’ Cincinnati Bengals fan. 

He was a good kid—the police only 
had to visit Greg’s parents once. That 
was the time Greg, his brother Jeff, 
and some neighborhood friends sat on a 
rock in the woods and refused to budge 
for the bulldozers that had come to 
clear the way for a new shopping cen-
ter. 

‘‘Greg was all of 6 years old at the 
time,’’ the Billiter family writes in a 
letter about Greg sent to family and 
friends that they have generously 
shared with me. ‘‘How was he ever able 
to get security clearance with that on 
his record?’’ 

Greg attended St. Pius X and St. Jo-
seph Elementary Schools. As a fourth- 
grader, one of his teachers told him he 
would never make it at Covington 
Latin School, a competitive private 
high school in northern Kentucky. If 
anything could motivate Greg, it was a 
challenge. He graduated from Cov-
ington Latin in 1987 at the age of 16. 

Greg went to the University of Day-
ton and graduated with a bachelor’s de-
gree in marketing at age 19. After col-
lege, Greg worked for a while at the 
Levi Strauss Company but was 
unfulfilled. So one day he came home 
to his parents and announced he had 
joined the Navy, just like his father, 
Barry, a Navy veteran. Greg entered 
basic training in January 1992 in Or-
lando, FL, and graduated as the Honor 
Recruit. 

He served aboard many ships, includ-
ing the USS Durham, USS Duluth, USS 
Carl Vinson, USS Ronald Reagan, and 
USS Nimitz. In 1994, he qualified for and 
finished Navy Seal training. After a 
knee injury, he could no longer con-
tinue as a Seal but qualified as a sur-
face warfare specialist. Chief Billiter 
kept busy. He also qualified as a Naval 
parachutist, a scuba and MK–16 mixed 
gas diving supervisor, a demolitions op-
erations supervisor, and a helicopter 
rope suspension tactics specialist. 

From 1997 to 2001, Greg served in Can-
ton, OH, as a Naval recruiter. Then he 
transferred to specialize in explosive 
ordnance disposal and found that 
defusing explosives was the job he had 
been looking for. 

‘‘When he talked about it, his eyes 
would light up,’’ says Greg’s aunt, 
Paula Snow. ‘‘He loved the science of 
it.’’ Explosive ordnance disposal spe-
cialists are trained to deal with explo-
sive threats on land or underwater, in-
cluding anything chemical, biological, 
and even nuclear. Greg conducted nu-
merous EOD missions throughout the 
world and trained the foreign special 
operation units of France, Uruguay, 
Chile, Peru, and Qatar. 

During his third tour in Iraq, Greg’s 
team contributed to the collection and 
destruction of over 2,500 ordnance 
items, totaling over 5,800 pounds of net 
explosives weight. When he was off 
duty, he organized sports games, such 
as an Ultimate Frisbee competition of 
the older sailors versus the younger 
ones. He competed in the Navy’s 
Ironman competition. 

In 1994, while serving on board a ship 
home-ported in San Diego, Greg met 
April, a middle-school science teacher 
in that city. She understood a sailor’s 
life well, having grown up the daughter 
of a Navy chief corpsman. 

Greg and April married in November 
1996 at St. Joseph Church in Crescent 
Springs, KY. Together they had a son, 
Cooper John Billiter. Greg hoped little 
Cooper would grow up to play sports. 

Greg will be forever loved and re-
membered by his family and loved ones 
who are in my prayers now as I relate 
Greg’s story to the Senate. Those fam-
ily members include his wife, April; his 
son, Cooper; his mother, Pat; his fa-
ther, Barry; his brothers Jeff, Kevin, 
and David Billiter; his sisters Beth 
Billiter and Jill New; his aunts Paula 
Snow and Barbara Horton; and his 
grandmothers Virginia Billiter and 
Clara Bosch. 

When Greg was a senior in high 
school, he attended a Senior Christian 
Awakening Retreat. For the first time, 
he told his parents: Thank you for 
being such a good Mom and Dad and 
thank you for all the sacrifices you 
have made for me. 

This young man who learned the 
meaning of sacrifice at an early age 
grew up to become a beloved husband 
and father himself who made the ulti-
mate sacrifice for his country. I want 
the Billiter family to know that Amer-
ica and the U.S. Senate will always re-

member that sacrifice, and we salute 
CPO Gregory J. Billiter and his service 
to our country. 

I yield the floor. 
f 

RESERVATION OF LEADER TIME 

The ACTING PRESIDENT pro tem-
pore. Under the previous order, the 
leadership time is reserved. 

f 

FISA AMENDMENTS ACT OF 2007 

The ACTING PRESIDENT pro tem-
pore. Under the previous order, the 
Senate will resume consideration of S. 
2248, which the clerk will report. 

The legislative clerk read as follows: 
A bill (S. 2248) to amend the Foreign Intel-

ligence Surveillance Act of 1978, to modify 
and streamline the provisions of that Act, 
and for other purposes. 

The ACTING PRESIDENT pro tem-
pore. The Senator from West Virginia 
is recognized. 

Mr. ROCKEFELLER. Madam Presi-
dent, the Senate now returns to the 
consideration of S. 2248, the FISA 
Amendments Act. 

As I said in December when we de-
bated the motion to proceed to this 
bill, I believe this legislation is critical 
to our Nation’s security. That phrase is 
thrown around a lot—‘‘our Nation’s se-
curity.’’ It does have meaning. To pro-
tect America from the panoply of 
threats we face around the world, we 
must know what our enemies are plan-
ning and what they are doing. We get 
that information through our intel-
ligence agencies, and one of the most 
useful sources for them is communica-
tions intelligence. 

The Foreign Intelligence Surveil-
lance Act, or FISA, gives the Govern-
ment the authority, with court ap-
proval, to collect communications in-
telligence inside the United States. Un-
fortunately, the law has not kept pace 
with the incredible advances in tele-
communications technology of the last 
30 years. 

As this debate proceeds over these 
coming days, it is important for all 
Members to understand why FISA ex-
ists and why it is necessary for us to 
update it. The Congress passed FISA to 
protect Americans inside the United 
States from inappropriate eaves-
dropping by the Government. The FISA 
statute created a system that allowed 
the Government to go to a special 
court and show probable cause that 
someone inside the United States was 
an agent of a foreign power. If it 
agreed, if the court agreed, the court 
then issued an order allowing the Gov-
ernment to collect the intelligence. 

Over time, the flow of global commu-
nications changed. The nature of these 
communications changed. The system 
of fiber optic cables carrying inter-
national communications grew, and 
wireless technology began to dominate 
our domestic system. This was a 
marked change from the communica-
tions architecture that existed in 1978, 
when FISA was started, when local 
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calls were transmitted over a wire and 
international ones usually went via 
satellite. 

As technology changed and America 
became the hub for international com-
munication, our intelligence agencies 
were presented with collection oppor-
tunities that were never envisioned— 
never even thought about in 1978. But 
because of the way that FISA was 
drafted, they were unable to take ad-
vantage of the new opportunities to 
collect significant intelligence inside 
the United States against targets lo-
cated overseas. 

After September 11, 2001, the Presi-
dent chose to deal with the problem 
unilaterally and created a warrantless 
surveillance program that relied on, to 
my mind, questionable legal justifica-
tion. I think that was a mistake. I be-
lieve the President should have sought, 
and would have received from Con-
gress, the necessary changes to FISA 
to accommodate the international 
communications he wished and needed 
to target. 

The public disclosure of the 
warrantless program ultimately led the 
President to seek approval from the 
FISA Court and then to seek additional 
authority from the Congress, which is 
where we are. 

Our first attempt to address this 
issue was the Protect America Act 
passed last August. That legislation al-
lowed our intelligence community to 
undertake the collection needed to 
monitor terrorist communications, but 
the PAA, as we shall call it, is flawed 
legislation that does not achieve the 
balance between protecting security 
and preserving our civil liberties, 
which is so essential. It provided an ex-
panse of new authority to collect intel-
ligence inside the United States, with 
little court involvement or oversight 
from the Congress. 

But we had the foresight to include 
in the PAA—the Protect America 
Act—a 6-month sunset. That 6-month 
period allowed us the time we needed 
to craft a bill that does achieve this 
important balance: security and civil 
liberties. It gives the intelligence com-
munity the authority it needs to keep 
us safe, and it puts in place the safe-
guards needed to protect America’s lib-
erties. That is the bill the Senate is 
now considering; i.e., S. 2248. 

This bill was reported to the Senate 
last October on a strong bipartisan 
vote under Senator BOND and myself, 
Vice Chairman BOND and myself, by a 
vote of 13 to 2. Vice Chairman BOND 
and I worked hard to craft a bill that 
would garnish support from both sides 
of the aisle and that would have the 
support of the administration, leaders 
of the intelligence community and, 
most importantly, would achieve our 
twin goals of protecting the security 
and privacy of Americans. I should say 
at this point we went to great lengths 
to check all our bases in this process. 
We didn’t do this in a cocoon and we 
didn’t do it in a partisan way. We 
reached out to the experts, whether 

they were inside the administration or 
outside the administration. We wanted 
to do it so we could make this legisla-
tion as effective as possible. 

But, as with any legislation, this bill 
is not perfect. I have welcomed the 
input from others as we have moved 
forward. On this point, I must particu-
larly acknowledge the work of the Sen-
ate Judiciary Committee. The Judici-
ary and Intelligence Committees 
shared jurisdiction over FISA. The Ju-
diciary Committee also happens to be 
led by two individuals with consider-
able knowledge and experience with 
these issues from the perspective of 
both committees. It may not be known 
to all, but Senator PAT LEAHY served 
as vice chairman of the Intelligence 
Committee in the mid-1980s, and Sen-
ator SPECTER served as chairman in the 
mid-1990s. I appreciate the time and 
thought they have put into this legisla-
tion. 

The Judiciary Committee considered 
the Intelligence Committee bill on se-
quential referral and has reported a 
proposed amendment to our bill. That 
amendment is now the pending amend-
ment. The Intelligence Committee bill 
and the Judiciary Committee amend-
ment take a similar approach to ad-
dressing the underlying problems with 
FISA—not a huge difference. The Judi-
ciary Committee included several pro-
visions that I think further improve 
the already robust protections for pri-
vacy contained in S. 2248. We were en-
riched by working with them. 

I intend to support amendments to 
incorporate many of these changes into 
the underlying bill, which is the Intel-
ligence Committee bill, and even 
though I cannot support everything in 
the Judiciary Committee substitute 
amendment, nevertheless, there is very 
good material there. 

Before I discuss possible amend-
ments, let me take a few minutes to 
walk through the bill before us today. 
I apologize, but I think this is nec-
essary as we begin this debate on what 
is a highly complicated and somewhat 
arcane subject. 

In crafting this legislation, the Intel-
ligence Committee set out to accom-
plish four main goals. 

First, we wanted to ensure that ac-
tivities authorized by this bill are only 
directed at persons outside the United 
States. The bill requires the FISA 
Court to approve targeting procedures 
designed to accurately make the deter-
mination of whether someone is out-
side the United States. For individuals 
inside the United States, the existing 
procedures under FISA continue to 
apply. Individual court orders, FISA 
orders, are still required. 

Secondly, our bill improves the pro-
tection of information from or about a 
U.S. person. Unlike the Protect Amer-
ica Act, this bill provides for court re-
view of the so-called minimization pro-
cedures. These are procedures used to 
shield information about Americans 
who may be overheard or mentioned in 
the conversation of foreign targets. 

Court review of these procedures is 
central to the protection afforded 
under FISA. But the FISA Court’s role 
was left out of the Protect America 
Act. 

Third, the bill includes a new protec-
tion for U.S. citizens outside the 
United States. The Intelligence Com-
mittee rejects the proposition that 
Americans lose their privacy rights be-
cause they travel or work elsewhere in 
the world. 

Under current law, the intelligence 
community can target U.S. citizens 
outside the U.S. solely on the author-
ity of the Attorney General. Our bill 
requires an order of the FISA Court be-
fore an American can be targeted, re-
gardless of the American’s location. 
This is a concept that both committees 
endorsed, and it enjoys bipartisan sup-
port. Director of National Intelligence 
Mike McConnell also endorsed this in 
testimony before the Intelligence Com-
mittee. This is an area of law, however, 
that requires careful attention to 
avoid, as the Director described, ‘‘unin-
tended consequences.’’ 

Both the Intelligence Committee and 
Judiciary Committee approaches need 
further refinement. Therefore, I believe 
we have reached an agreement on a bi-
partisan amendment that would rec-
oncile the approaches of the two com-
mittees and resolve the concerns of the 
administration. Vice Chairman BOND 
and I will offer this modification as 
part of the managers’ amendment. 

Finally, the Intelligence Committee 
bill adds significant new oversight au-
thority to collect inside the United 
States against foreign targets. The new 
oversight will be conducted by all three 
branches of Government. 

The bill includes a series of annual 
reports to Congress on the authorized 
collection, including instances of non-
compliance; inspector general reviews 
by the Justice Department and the In-
telligence Committee; and FISA Court 
review and approval of acquisition and 
minimization procedures. 

Beyond these steps to update FISA, 
the other major component of the bill 
passed by the Intelligence Committee— 
and, unfortunately, not included in the 
Judiciary Committee amendment—is 
liability relief for companies that may 
have helped the Government collect 
critical intelligence after the Sep-
tember 11 terrorist attacks. 

I understand this is controversial. 
But everybody should know that this is 
an issue the Intelligence Committee 
has considered very carefully. We had a 
number of hearings on this subject. In 
reviewing the record of correspondence 
from the administration to these com-
panies, I and most members of the 
committee became convinced that 
companies acted in good faith. They re-
lied on the legal conclusion of the Na-
tion’s most senior law enforcement of-
ficial, and they provided assistance be-
cause they wanted to help stop ter-
rorist attacks. 
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The companies received letters, and I 

tried very hard to convince Steve Had-
ley—Director McConnell very much ap-
proved of this—to make it possible for 
every Member of the Senate to have 
those letters that the companies re-
ceived from the National Security 
Agency, so Members could understand 
that this was not some kind of a game, 
that this wasn’t ‘‘wordsmithing.’’ What 
these letters stated was that the com-
panies’ assistance was ‘‘required,’’ that 
the requested assistance was based on 
an order of the President, and that the 
Attorney General had certified the le-
gality of the order. And then the NSA 
Director, as I say, required, compelled 
these companies—there were various 
uses of words, but they were all very 
firm, leaving no wiggle room—to com-
ply. And they did. They did it because 
they were told to do so by the highest 
authorities in the land. They did so be-
cause—I believe it is possible to say 
this—there are a lot of big corporations 
that are very patriotic. 

Private companies should be allowed 
to rely on this assertion from these 
high officials. They should be allowed 
to do that. Our longstanding legal 
structure is specifically designed not to 
force a private company to second 
guess the Government in these cir-
cumstances. I know many colleagues 
on the other side believe that the 
President acted with his constitutional 
authority when he established this pro-
gram. I believe the legal foundation for 
this program was questionable at best 
and was part of an overarching legal 
framework that sought to dramatically 
alter the balance of power between the 
branches of power in favor of the exec-
utive. But that is a dispute that needs 
to be settled between the President, 
the Congress, and the courts. We 
should not allow private companies 
who simply wanted to come to the aid 
of their country, or were required or 
compelled to do so, to be caught in the 
crossfire of this disagreement. 

A bipartisan consensus of the Intel-
ligence Committee supported the nar-
rowly drawn liability relief included in 
the bill. We did not include the open- 
ended immunity sought by the admin-
istration that would have prevented 
suits against the Government, or Gov-
ernment officials who knowingly broke 
the law. 

The committee’s liability relief pro-
vision applies only to companies who 
may have participated in the war-
rantless surveillance program after 
September 11, 2001, until January 2007, 
when the whole matter was placed 
under FISA Court authority. That is 
why there can be no question about 
prospective; it is retrospective. 

The question of whether the Presi-
dent had the authority to launch the 
warrantless surveillance program leads 
me to the issue of exclusivity. This is 
whether FISA is the exclusive means 
by which the President may authorize 
the surveillance of Americans for for-
eign intelligence purposes. 

The President’s justification for cre-
ating the warrantless surveillance pro-

gram relied in part on a claim that the 
legislation authorizing the use of mili-
tary force after 9/11 somehow gave him 
the authority to ignore the FISA stat-
ute. I don’t buy this argument. 

The President also claims he has the 
authority, as Commander in Chief, to 
approve surveillance even when stat-
utes of this coequal branch of Govern-
ment would prohibit him specifically 
from so doing. No act of Congress by 
itself can finally resolve the debate be-
tween Presidential and congressional 
authority. 

We can make it clear, however, which 
statutes authorize the use of electronic 
surveillance. This is not academic. It is 
important to clarify this point for the 
future. When the Nation next faces a 
military emergency, we don’t want 
Congress to hesitate while it debates 
whether its authorization to use force 
will have unintended consequences, 
such as authorizing the President to 
spy on Americans. 

To avoid this situation, both the In-
telligence and Judiciary Committees 
included provisions intended to clarify 
which statutes constitute the exclusive 
means for conducting electronic sur-
veillance. I have worked with Senator 
FEINSTEIN, who serves on both commit-
tees, and Senator LEAHY on an amend-
ment that will bridge the differences 
between the two bills and will settle 
this issue in a way that I think clari-
fies the statute. 

Another important provision is the 
sunset. This bill provides a significant 
new authority, and it is essential—be-
cause it is a significant new authority 
in what is still emerging in the collec-
tion of intelligence—that we carefully 
monitor the implementation of this au-
thority and revisit it to ensure it is 
working as we now envision. 

The Intelligence Committee bill in-
cludes a 6-year sunset. The Judiciary 
Committee has a 4-year sunset. I will 
join with Senator CARDIN and others in 
support of an amendment to incor-
porate the Judiciary Committee 4-year 
sunset into the underlying bill. Four 
years will ensure that the decision on 
permanency is made during the next 
Presidential term. 

As we proceed with this debate, every 
Member should have the same two 
goals we had in the Intelligence Com-
mittee: providing our intelligence pro-
fessionals with the tools they need to 
keep us safe, and establishing a system 
with sufficient safeguards to ensure 
that Americans’ civil liberties are pro-
tected over the long term. I think the 
Intelligence Committee bill does that, 
and with a few changes it will be even 
stronger. 

I yield the floor. 
The PRESIDING OFFICER (Mr. NEL-

SON from Nebraska). The Senator from 
Missouri is recognized. 

Mr. BOND. Mr. President, again, we 
rise with a renewed consideration of 
the Foreign Intelligence Surveillance 
Amendments Act, or the FISA Amend-
ments Act, of 2008. 

I thank the chairman for his very 
powerful and thoughtful statement on 

behalf of the original bill presented by 
the Senate Intelligence Committee, 
with the managers’ amendments that 
we will incorporate. 

Simply put, this legislation gives the 
Intelligence Community the tools it 
needs right now, and over the next 6 
years, to protect our country. The Pro-
tect America Act, passed by Congress 
in August of this past year, allowed the 
intelligence community to close crit-
ical intelligence gaps. I disagree that 
the Protect America Act was flawed. It 
was a temporary measure. It didn’t 
deal with all of the subjects we needed 
to deal with, including protections for 
carriers alleged to participate. But it 
did not cut back on any of the basic 
protections in FISA, and it served to 
provide us the means in this 6-month 
period to collect vitally needed intel-
ligence on foreign subjects who might 
be planning attacks either on our 
troops abroad or in the United States. 
But this vital legislation expires in 1 
week, and we must not let those gaps 
reopen. 

We initially began debate on the 
FISA Amendments Act in December of 
last year. As was their right, several 
Members of this body decided a fili-
buster was a better course for our na-
tional security. So we listened for 
hours to unfounded allegations about 
the terrorist surveillance program and 
to mischaracterizations about the In-
telligence Committee’s FISA bill. Ulti-
mately, this bill was pulled from the 
floor and further debate was postponed 
until now. 

Early this week, we returned to the 
Senate. Now, given that the Protect 
America Act expires in a few short 
days, one would have thought that 
FISA would be the first up on the agen-
da. I don’t want to minimize the impor-
tance of Indian health legislation, or 
any other important legislation that 
the Senate should consider, but let’s be 
clear: If the intelligence community 
cannot protect this country from ter-
rorist attacks, then it doesn’t matter 
much what else we debate or pass. We 
have to protect the country first and 
protect our troops and other personnel 
abroad in order to have a country, and 
we must improve upon other legisla-
tion. But here we are, only a few days 
shy of the PAA’s expiration, and the 
drumbeat is there already by some 
stating we need more time to consider 
the Intelligence Committee bill; we 
should just do a short extension of the 
PAA. That is a bad idea. Some have 
called it flawed. 

I believe it is important, but I believe 
the Intelligence Committee bill goes 
much further and does what we abso-
lutely must do to make sure not only 
that we have the ability to collect on 
foreign terrorists who are planning at-
tacks here or abroad but also to pro-
tect the constitutional rights, the pri-
vacy rights of Americans. 

The Intelligence Committee spent 
over 9 months looking at FISA mod-
ernization. We have held hearings. We 
have gone out to NSA and watched its 
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implementation. We have reviewed the 
terrorist surveillance program. We 
have looked at the implementation of 
the PAA. We have gone to review all 
the documents upon which the TSP— 
the terrorist surveillance program— 
was based, and we have come with a 
solid bipartisan bill. We are ready to 
act, and the intelligence community is 
waiting for us to act, and so are our al-
lies abroad who have relied very heav-
ily and continue to rely upon our col-
lection ability to help keep their coun-
tries safe. Every day, we hear about at-
tacks that have been disrupted by al-
lies across the world. Without being 
specific in any areas, I think one can 
generally assume that our collections 
have helped our allies protect them-
selves against attacks in their coun-
tries. 

There is no reason to extend the 
PAA, much as I liked it. We have a bill 
that is responsible, and it is more effec-
tive. It addresses concerns about the 
PAA. It gives our intelligence opera-
tors the tools they need, and it ensures 
that our private parties will continue 
to cooperate with the Government. I 
am pleased the majority leader and mi-
nority leader have come to agreement 
on this fact. 

As the majority leader stated appro-
priately 2 days ago when he supported 
moving to this legislation imme-
diately—and I thank the majority lead-
er for that—we need to act now, and I 
hope we will be able to pass a solid 
FISA bill in short order. Some hope 
today. I join with that hope. I am not 
an incurable optimist, but we can al-
ways hope. 

We have before us the Senate Intel-
ligence Committee bill, S. 2248, which 
was passed out of the committee by a 
13-to-2 vote. We need bipartisan legisla-
tion. This is bipartisan. Nothing is ever 
going to be unanimous in an area that 
is this technical and this important, 
but we passed it 13 to 2. This bipartisan 
bill will give the intelligence commu-
nity the authority and flexibility it 
needs to track foreign terrorists quick-
ly and efficiently. 

In November, the Judiciary Com-
mittee reported a substitute on a 
straight party-line vote. The substitute 
added numerous provisions that were 
not fully vetted with the intelligence 
community. Regrettably, it ignores 
significant concerns expressed by 
working-level officials in the Depart-
ment of Justice and the intelligence 
community—the very operators who 
know how this complex, technical, and 
overwhelmingly supervised and re-
viewed system works. The Judiciary 
Committee also ignored the concerns 
of its own minority members. As a re-
sult, this totally partisan substitute 
changed the Intelligence Committee 
bill in ways that will gut—gut—our in-
telligence surveillance capabilities. 
This substitute amendment is what we 
will be considering first this morning. 

Last night, at the very last minute, 
the chairman of the Judiciary Com-
mittee filed a new substitute that 

modified the original Judiciary Com-
mittee substitute. Regrettably, the Ju-
diciary Committee did not share this 
with my staff, and we only received the 
strikeout version, one that shows the 
changes between the substitute that 
has been at the desk for 2 months now 
and this last-minute switch. We re-
ceived it from the ranking member’s 
staff late last night. 

After a quick review, my staff and I 
can tell my colleagues that the core 
problems remain, and although the 
DNI and the Department of Justice 
also have had little time to digest it, 
they have told us that their primary 
concerns remain. They cannot support 
this new substitute. It does not get the 
job done. 

Conversely, the Intelligence Commit-
tee’s bipartisan bill was drafted after 
months and months of studying the 
collection program. Members of our 
committee went out to the National 
Security Agency—we refer to it as 
NSA—to see how the program worked 
and to inspect the layers of protection 
built into their collection methodolo-
gies to make sure the agency stayed 
within the bounds of law. 

Over several months, Chairman 
ROCKEFELLER and I put together an 
agreement with our committee on both 
sides which adds more protections to 
the constitutional rights and the pri-
vacy rights of American citizens. I can 
be very proud and I think the Members 
of this body can be very proud that we 
have extended and improved protec-
tions for American citizens. 

We worked with the intelligence 
community representatives and the De-
partment of Justice lawyers to make 
sure our legislation would work and 
would not impede vital collection— 
more protection but keep the system 
working. I think that is where we 
ought to be, and that is where we are in 
the underlying Intelligence Committee 
bill. 

Most importantly, we fashioned a 
legislative solution that both Demo-
crats and Republicans could accept. I 
thank our Intelligence Committee 
members and staffs for their efforts, 
long and hard work, to come up with 
this bipartisan bill. Our bill has been 
publicly available for scrutiny for over 
3 months now, and it remains the most 
solid bipartisan way to move forward. 

Two provisions of the bill, however, 
were added to the initial markup with-
out the input of the intelligence com-
munity. As a result, both provisions in 
the bill could cause unintended oper-
ational consequences, and they needed 
to be fixed. Chairman ROCKEFELLER, 
Senator WHITEHOUSE, Senator WYDEN, 
and I worked together with the com-
munity to come up with solutions to 
these problems, and I hope we can have 
broad support for a managers’ amend-
ment to remedy that situation. One of 
these provisions provided important 
new protections, but it had to be re-
worked to protect Americans abroad in 
a manner which was consistent with 
our structure of laws and those of other 
countries. 

The DNI has told us that with the 
managers’ amendment fixing these two 
problems, the community will support 
our bill. That is important for Chair-
man ROCKEFELLER and me because we 
want to pass a bill that works and will 
become law. It would do no good to 
pass a bill that some may feel good 
about or may pass for good politics but 
does not work for those who protect us 
in all of our intelligence agencies. So 
the DNI’s support of this bill, in par-
ticular, is critical. Consequently, with 
these fixes applied, we will also have a 
bill the President will sign into law. 

My intention as a floor manager— 
and I believe Chairman ROCKEFELLER 
stands shoulder to shoulder with me in 
this—is to pass a bill that the DNI sup-
ports and that the President will sign. 
I believe we have that right now with 
the fixes to be applied. 

If we attempt to change key pains-
takingly constructive provisions or to 
add bad provisions, however, we could 
hinder the intelligence community’s 
ability to do its job and jeopardize the 
DNI’s support for this bill and the 
chances of it becoming law. With the 
expiration of the PAA in a few days, I 
believe this is not the path we should 
take in the Senate. Anyone who has 
read FISA knows that it is very tech-
nical and each word matters. So it is 
imperative we do not add provisions 
without the input of the intelligence 
community, and we need to listen to 
their concerns. They are experts. They 
operate an incredibly technical and 
complicated system that is overlaid 
with legislation carefully drafted to 
recognize their capabilities, their limi-
tations, and, most importantly, protec-
tions for U.S. persons and American 
citizens. We saw firsthand how difficult 
it is to deal with amendments that are 
not cleared with the intelligence com-
munity to make sure they work. 

Let me just say that the Department 
of Justice and the Office of the Direc-
tor of National Intelligence have been 
very helpful throughout the process, 
but we should not mistake their will-
ingness to provide technical support to 
avoid operational problems with sup-
port for certain provisions. So while 
the DNI may have provided some tech-
nical support, there are several amend-
ments that I believe, if added to our 
bill, could cause problems for the intel-
ligence community, lose the support of 
the DNI and thus our ability to get this 
bill signed by the President. 

First, I expect there to be some ef-
forts to undo or modify the civil lib-
erty provision in the Intelligence Com-
mittee’s bill. Chairman ROCKEFELLER 
has already delivered a very strong and 
persuasive argument for this liability 
protection. It has been said once very 
well by the chairman, but this being 
the Senate, it needs to be said again, 
and I will be happy to do so. 

This provision is essential to foreign 
targeting authorities. Without retro-
active and prospective civil liability 
protection, it becomes much less likely 
that our private sector partners will be 
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able or willing to assist us in the fu-
ture. That means the intelligence com-
munity would have to spend great time 
compelling telecommunications pro-
viders in each instance who are reluc-
tant for fears of civil lawsuits to assist, 
to work with us to track terrorists. 

The committee studied this issue, 
and we reached a broad bipartisan con-
sensus that civil liability protection is 
for providers and not immunity for 
Government officials. That was the ap-
propriate action. I repeat, the civil li-
ability provision in this bill is for pri-
vate parties who may have assisted the 
Government. There is no immunity or 
protection for the Government itself. 

Additionally, the concept of ‘‘substi-
tution,’’ where the Government is sub-
stituted for the private party as a de-
fendant in court, is not an acceptable 
alternative. That would allow litiga-
tion to continue, including discovery 
against the providers, thereby risking 
the disclosure of our sensitive intel-
ligence sources and methods. 

At his confirmation hearing, I asked 
General Hayden, the nominee for the 
head of the CIA, who had previously 
been the head of NSA, how badly the 
disclosures of our intelligence collec-
tion methods had hurt us in the battle 
to get the intelligence we need. Gen-
eral Hayden told us ruefully that we 
are now applying the Darwinian theory 
to terrorists: We are only capturing the 
dumb ones. 

With substitution, we would not only 
be risking disclosure of sources and 
methods, we would also, however, em-
bitter private parties against us whose 
cooperation becomes public, thus en-
dangering their personnel, their facili-
ties, and their business reputation here 
and abroad, with grave consequences to 
those who had participated, as Chair-
man ROCKEFELLER said, in compliance 
with a Government directive from the 
highest officials in the land, and we 
would put taxpayers’ dollars at risk for 
trial lawyers’ coffers. We would also 
incur great expense in defending those 
lawsuits. The orders were issued—and I 
will discuss more about this later— 
under the President’s article II con-
stitutional power and responsibility to 
conduct foreign affairs. 

Let me say a few words about an idea 
that came up shortly before the debate 
in the summer. Some are suggesting 
that before civil liability protection is 
granted, the FISA Court, the Foreign 
Intelligence Surveillance Court—and I 
will refer to it as the FISC—the FISC 
or other court must determine that 
those providers who allegedly assisted 
the Government with the terrorist sur-
veillance program acted in good faith 
and pursuant to an objectively reason-
able belief that the directives were 
lawful. 

As reflected in the Intelligence Com-
mittee report accompanying S. 2248, 
the committee has already made this 
determination. We have studied this 
issue extensively, and we concluded 
that civil liability protection was the 
best and only solution. Why would Con-

gress want to turn over its collective 
judgment to a single judge and pass a 
law stating that judge’s ruling would 
be the final word on this issue? We 
don’t even know what that ruling 
would be. This does not make much 
sense to me. We already went through 
this problem with the judicial variance 
on the FISC before, remember? The 
President’s program was put under 
FISA, and then changes within the 
court, different judges, led to a prob-
lem with the intelligence gaps that 
spurred the need for short-term legisla-
tion last August. Congress should not 
roll the dice on this issue, close our 
eyes, cross our fingers and say: What-
ever judge happens to be on call the 
day this issue comes up, well, that will 
be the final word on this question. Re-
member, the FISC’s function is to ap-
prove applications for electronic sur-
veillance. It is not set up for nor has 
established competence in this area. It 
makes no sense. 

The providers need civil liability pro-
tection, and they deserve it now, not 
the prospect of further proving their 
good faith before yet another court. 
The longer this litigation drags on, the 
more likely it is that our intelligence 
sources and methods will be disclosed 
and the communications providers’ 
businesses will suffer and they, their 
facilities, and their personnel will be at 
risk. It also becomes more likely and 
understandable that these companies, 
on which both the law enforcement and 
the Intelligence Committee rely for 
critical and timely information, could 
refuse to assist us in times of our need 
because of valid business reasons about 
the potential for further lawsuits. And 
I am not just talking about terrorist 
threats, I am talking about a provider 
refusing to give information volun-
tarily to help find a kidnapped child or 
help to find those who sexually entrap 
children on the Internet or prolifera-
tion or what have you. Should we be 
willing to take this risk? I don’t think 
so. 

Now, let me move to some of the 
issues the Judiciary Committee modi-
fied in our bill to the detriment of the 
overall product. Let me be clear, the 
new substitute that was filed last night 
is the same old wolf in different cloth-
ing. It does not alleviate any of these 
concerns. The Intelligence Committee 
bill included, as part of our com-
promise, a reiteration of the exclusive 
means provision in the current law, 
which states that FISA is the ‘‘exclu-
sive means’’ in statute for conducting 
electronic surveillance. No statute that 
Congress ever passes can trump the 
President’s article II powers. Numerous 
courts, and even the FISC itself, have 
reviewed this and stated the powers 
given to the President under the Con-
stitution cannot be extinguished by a 
law passed by Congress. Even though 
we have passed a law on exclusive 
means, we have also passed a law called 
the Authorization for the Use of Mili-
tary Force, which has to be read in 
conjunction with FISA. 

Clearly, even those who believe a 
statute can somehow impinge on the 
article II constitutional powers of the 
President must recognize the powers of 
the President, if they were lessened by 
FISA, were reinvigorated by AUMF. 
Congress is making a statement in ‘‘ex-
clusive means’’ that we want to see 
surveillance conducted under FISA. We 
have seen many attempts to broaden 
this language, but this is an area that 
calls for extreme caution. Exclusivity 
is more than a policy statement, it has 
a real operational component. 

As we now know from our own expe-
rience in drafting this provision, the 
slightest word change can impede vital 
intelligence collection. I believe the In-
telligence Committee’s version ad-
dresses Members’ views about exclu-
sivity and further strengthens that 
statement, while at the same time pre-
serving the ability to gather intel-
ligence. Conversely, the majority’s Ju-
diciary Committee substitute now re-
quires an act of Congress after the next 
attack, potentially before our intel-
ligence professionals can do what they 
need to protect us. There is no excep-
tion if the attack comes from al-Qaida 
or another terrorist organization. 

Now, it doesn’t take a rocket sci-
entist to figure out that as we stand 
here today, we have no idea where or 
when the next attack may come. Are 
we, each of us, willing to take the risk 
that Congress may not be able to act; 
that for whatever reason Members can-
not make it back to Washington, DC, 
we cannot get a bill passed and signed 
by the President, which would leave 
our intelligence community without 
the authorities it needs to counter the 
threat or protect this country? I, for 
one, don’t want to be explaining that 
back home to my constituents in Mis-
souri. It is another nice sounding idea 
politically to some that makes no 
sense operationally and shuts down 
some potential intelligence collection. 

Moreover, the Judiciary Committee’s 
bill, and the latest substitute, would 
allow the FISC to assess compliance 
with the minimization procedures used 
for the acquisition of foreign intel-
ligence information from individuals 
outside the United States. Minimiza-
tion procedures are designed to protect 
U.S. identities if communications of 
U.S. persons are accidentally swept up 
in a surveillance operation or if a U.S. 
person is party to a conversation with 
a target—a lawful target—but that 
U.S. person is not of intelligence inter-
est him or herself. We minimize, sup-
press, don’t even record the name of 
that U.S. person. If there is no intel-
ligence value, then that person is not 
at risk. To be at risk, that person 
would have to be receiving or insti-
tuting a call to a lawful target. That 
means that if somebody is calling a 
family member abroad, a business ac-
tivity abroad, then there is no reason 
to fear that even those conversations 
would be picked up. But if others are 
picked up that are of no intelligence 
value, they would be minimized or sup-
pressed. 
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Giving the court the ability, sup-

posedly, or the responsibility to assess 
compliance may sound like a good idea 
in the abstract, but when we talk about 
foreign targeting, we are outside the 
FISC’s expertise. The FISC was created 
solely to issue orders for domestic sur-
veillance on a particular target. Con-
gress, in 1978, recognized the court’s ex-
pertise over domestic matters but spe-
cifically left foreign surveillance ac-
tivities to the executive branch and the 
intelligence community and the over-
sight of the intelligence committees. 
By now requiring judicial review of 
minimization procedures for a foreign 
target, we would take a huge step back 
from a system that worked well for al-
most 30 years. So there is a red line, 
and I need to draw it. 

But that line is already drawn. As a 
practical matter, when the FISC as-
sesses compliance with minimization 
procedures, it would be second-guessing 
trained analysts’ decisions about which 
foreign terrorist to track and how to 
do that. The FISC knows what to look 
for when it issues a warrant to tap 
someone’s phone in Virginia, but when 
it comes to analyzing intelligence 
leads and deciding which foreign ter-
rorists or spies should be surveilled, 
the court is simply not competent to 
make these judgments. This is what as-
sessing compliance would have them 
do. The court knows this. Let me point 
to the court’s own words from its pub-
lished opinion on December 11, over a 
month ago, in the case In re: Motion 
for Release of Court Records. There the 
FISC judges say they are: 

Not expected or designed to become ex-
perts in foreign intelligence activities, and 
do not make substantive judgments on the 
propriety or need for a particular surveil-
lance. Even if a typical FISA judge had more 
expertise in national security matters than a 
typical district court judge, that expertise 
would still not equal that of the Executive 
Branch, which is constitutionally entrusted 
with protecting the national security. 

That is a quote from the court which 
some want to give this responsibility 
which they say they do not have. We 
need to heed the words of the FISC and 
not require them to make judgments 
they themselves believe are better left 
to the executive branch. 

Let me repeat for my colleagues to 
hear clearly. The FISC, the FISA Court 
itself, is virtually saying: Congress, 
don’t do this. We are not the right ones 
to make this determination. We should 
be wary to disregard their own assess-
ment of their own competency in this 
vital intelligence collection area. 

Additionally, throughout this debate, 
we must remember we are talking 
about foreign terrorists operating in 
foreign countries intent on harming us 
and our interests. Senator LEAHY’s new 
substitute slightly modifies a require-
ment from the original substitute that 
the Department of Justice inspector 
general conduct a comprehensive re-
view of the President’s Terrorist Sur-
veillance Program. That modification, 
however, does not address the under-
lying concerns with his provision. This 

review simply is not necessary and is 
beyond the expertise of the DOJ inspec-
tor general. 

The Intelligence Committee has had 
numerous briefings and hearings on the 
TSP. We have spoken at length with 
lawyers from the Department of Jus-
tice and with the operators, and we 
have read document after document on 
which this program was based. We have 
spent more time on FISA than I ever 
dreamed possible or that I ever wanted 
to do. Yet I have not heard one con-
vincing argument as to why this review 
must be conducted. Again, it may look 
good politically, it may make good 
sound bites, but we have reviewed this 
program to death over the past year. 
Yet another review is redundant, un-
necessary, and because of that is 
wasteful. 

Finally, as a part of my agreement 
with Chairman ROCKEFELLER, we in-
cluded a 6-year sunset in the bill. Per-
sonally, I think sunsets are a bad idea 
when we are talking about national se-
curity. The Attorney General, General 
Mukasey, has stated repeatedly, 
‘‘There are no sunsets in our enemies’ 
fatwas.’’ I understand what he is get-
ting at. The terrorists’ desire to get 
after us is not limited. We should give 
our intelligence operators something 
they can hang their hat on when they 
retool their systems and move forward 
with intelligence collection. 

If there is a debate about sunsets, I 
am considering saying we ought to get 
rid of even the 6-year sunset. I agreed 
to 6 years to get this bill moving, but 
shorter than that I don’t believe is ac-
ceptable. If we provide stricter, shorter 
term sunsets, that would tell the pri-
vate entities and our intelligence com-
munities that Congress’s view on civil 
liability protection is only temporary 
and the power for our intelligence col-
lection is only temporary. This new 
statute gives our operators confidence 
in the new statute. It gives our collabo-
rating allies abroad confidence we will 
be there. 

Let me make one thing clear. Our job 
in the Senate Intelligence Committee, 
and the same on the House side, is to 
review intelligence collection methods. 
We review it on a semiannual or even 
monthly basis. If we find there is a 
problem with this bill, we should not 
have to wait until the sunset comes to 
change it. We see a problem, we need to 
fix it. We don’t need to wait for 6 years 
or 4 years to fix it. If there is a prob-
lem, let’s start fixing it as soon as we 
find it. 

A sunset does not prevent us from 
passing new legislation when we see fit. 
No sunset at all would put even greater 
pressure on us to make sure it is work-
ing properly. If in 1 year the bill was 
shown to be inadequate, we should act 
immediately to fix it, not wait until 
the sunset. So I don’t like sunsets, but 
the 6 years was a compromise with the 
chairman and other members of the 
committee to produce this bill. 

The Judiciary Committee, in this 
new substitute, seeks to further short-

en the time frame to 4 years. Our intel-
ligence collectors, our troops on the 
battlefield, the private parties who de-
pend on this authorization need cer-
tainty, not authorities that change de-
pending on what year it is. A 4-year 
sunset would not give them the cer-
tainty they need. 

In conclusion, our intelligence collec-
tors, our troops who are in harm’s way, 
need this legislation, and our country 
needs this legislation. But let me talk 
about the troops. In May, when I vis-
ited Iraq, I talked directly with the 
commander of our Joint Special Oper-
ations Command, who told me the limi-
tations under the old law, shutting 
down of the collection that occurred 
because of the new technology, so ade-
quately described by the chairman, 
prevented him from collecting key in-
formation he needed to protect our 
troops in the theater, on the battle-
field. My son happened to be one who 
was there at the time. That got my at-
tention. It had the attention of the 
troops and the commanders. The com-
mander told us he could kill or capture 
top al-Qaida leaders, but he was not 
able to collect signals intelligence on 
them. Does that make sense? No. 

The bottom line in this story of FISA 
is terrorists were able to use tech-
nology and our own outdated laws to 
stay a step ahead of us. We can’t afford 
to give them that step. The Intel-
ligence Committee’s bill gives our in-
telligence operators and law enforce-
ment officials the tools they need to 
conduct surveillance on foreign terror-
ists and foreign countries planning to 
conduct attacks inside the United 
States against our troops and against 
our allies. It is the balance we need to 
protect our civil liberties without 
handcuffing our intelligence profes-
sionals. 

I hope we can do the right thing— 
pass this bill, with the perfecting man-
agers’ amendment but without any ad-
ditional changes that will compromise 
its functionality and prevent it from 
becoming law. We need a bill both 
Democrats and Republicans support, 
the DNI supports, that is good for the 
intelligence community, and that the 
President will sign into law. 

That means we need to dispense with 
the Judiciary substitute that is imme-
diately before us and proceed with con-
sideration of amendments to the bipar-
tisan Intelligence Committee bill. I 
look forward to making this happen. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Wisconsin. 
Mr. FEINGOLD. Mr. President, I ask 

unanimous consent that following my 
remarks, the Senator from Florida, Mr. 
NELSON, be recognized for his remarks. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. FEINGOLD. Mr. President, I 
strongly support Senator LEAHY in his 
effort to replace the Senate Intel-
ligence Committee bill with the 
version passed by the Judiciary Com-
mittee. I am a member of both of these 

VerDate Aug 31 2005 03:28 Jan 25, 2008 Jkt 069060 PO 00000 Frm 00008 Fmt 4637 Sfmt 0634 E:\CR\FM\G24JA6.010 S24JAPT1w
w

oo
ds

2 
on

 P
R

O
D

P
C

68
 w

ith
 S

E
N

A
T

E



CONGRESSIONAL RECORD — SENATE S233 January 24, 2008 
committees. As a member of both com-
mittees, I have been deeply involved in 
the process of having looked at those 
two products. 

Having been involved in helping 
shape them, I urge my colleagues to 
support the Judiciary Committee 
version of this legislation. Indeed, I 
had hoped very much that the Senate 
would take up that bill to begin with 
rather than the flawed Intelligence 
Committee bill. 

In December, I along with 13 other 
Senators, urged the majority leader to 
make the Judiciary Committee bill the 
base bill on the Senate floor. Unfortu-
nately, our request was denied. So it is 
very disappointing that we are now 
forced to fight an uphill battle of offer-
ing the Judiciary bill as an amend-
ment. 

I would like to lay out the reasons 
the Senate should support the Judici-
ary Committee bill rather than the In-
telligence Committee bill. One obvious 
reason is the Judiciary Committee bill, 
unlike the Intelligence Committee bill, 
does not contain unjustified retro-
active immunity for companies alleged 
to have participated in an illegal wire-
tapping program. 

I do not want to spend a lot of time 
on this today because there will be an 
opportunity to debate this issue as the 
Senate’s consideration of this legisla-
tion moves forward. But I will say that 
having spent the last year and a half 
studying what happened at the NSA 
from 2001 to 2006, I strongly oppose im-
munity. 

Under current law, telecom compa-
nies already get immunity as long as 
they follow certain requirements that 
are clearly spelled out in the law. I see 
no reason for Congress to change the 
rules this late in the game. 

Today, I would like to focus on the 
other significant parts of these bills, 
the part contained in title I of each bill 
that contains sweeping new changes to 
the FISA law for years to come. Let me 
start off by pointing out that there are 
a number of similarities between title I 
of the Intelligence Committee bill and 
title I of the Judiciary Committee bill. 
Their basic structure is the same. 

Title I of both bills authorize the 
Government to conduct surveillance of 
individuals reasonably believed to be 
overseas without court approval for in-
dividualized warrants. Both bills au-
thorize the Government to develop and 
implement procedures to govern that 
type of surveillance and provide the 
procedures to the FISA Court for re-
view after they have gone into effect. 

Now, let’s be clear. These are ex-
traordinary powers that both bills give 
to the executive branch. And there is 
no difference between these two bills in 
terms of the intelligence they permit 
the Government to acquire. No dif-
ference between the bills as regards to 
the effort to go after those who may be 
trying to do us harm in this respect. 
Rather, the differences between these 
two bills comes in the form of criti-
cally important checks and balances on 
those powers. 

The Judiciary bill contains a number 
of important changes to improve court 
oversight of these broad new executive 
branch authorities and to protect the 
privacy of law-abiding Americans—the 
privacy of law-abiding Americans. The 
Intelligence Committee bill, on the 
other hand, leaves it up to the execu-
tive branch to police itself, an ap-
proach that has all too often proven to 
be a bad idea throughout American his-
tory. I would say particularly under 
this administration. 

Let me state as clearly as I can the 
differences between these two bills 
have nothing—nothing—to do with our 
ability to combat terrorism. They have 
everything to do with ensuring that 
the executive branch follows the rule of 
law and does not unnecessarily listen 
in on the private communications of 
Americans who are doing absolutely 
nothing wrong. 

This debate is about whether the 
court should have an independent over-
sight role and what protections should 
apply to the communications of Ameri-
cans that somehow get swept up in 
these broad new surveillance powers. If 
you believe the courts should have a 
meaningful oversight role with regard 
to Government surveillance, then you 
should support the Judiciary bill. 

If you believe that Congress should 
safeguard the communications of 
Americans at home that could be swept 
up in a broad new surveillance program 
that is supposed to be focused on for-
eigners overseas, then you should sup-
port the Judiciary bill. It is as simple 
as that. 

That said, the Judiciary Committee 
bill is not perfect. More still needs to 
be done to protect the privacy of Amer-
icans. That is why it should be an easy 
decision to support the Judiciary Com-
mittee bill as our starting point on the 
floor of the Senate as we work on this 
legislation. 

Let me also remind my colleagues 
that the process by which the Judici-
ary Committee considered, drafted, and 
amended and reported out its bill was 
an open one, allowing outside experts 
and the public at large the opportunity 
to review and comment. With regard to 
legislation so directly connected to the 
constitutional rights of Americans, the 
result of this open process should be 
accorded great weight, especially in 
light of the Judiciary Committee’s 
unique role and expertise in protecting 
those rights. 

I also point out that several of the 
administration’s criticisms of the Judi-
ciary Committee bill have been based 
on technical drafting concerns. But in 
the version that Chairman LEAHY has 
brought to the Senate floor, he has 
made the changes necessary to address 
those technical concerns. So I hope we 
do not hear any arguments in this floor 
debate about these issues that have al-
ready been addressed. 

Exactly what are the differences be-
tween these two bills? First, the Judi-
ciary bill gives the secret FISA Court 
more authority to operate as an inde-

pendent check to the executive branch. 
For example, one provision in the Judi-
ciary bill fixes an enormous problem 
with the Intelligence Committee bill; 
that is, the complete lack of incentives 
for the Government to target people 
overseas rather than to target people 
in the United States. 

The Judiciary bill solves this prob-
lem by giving the FISA Court the dis-
cretion to limit the use of information 
concerning Americans when that infor-
mation is obtained through procedures 
that the FISA Court ultimately finds 
are not—are not—reasonably designed 
to target persons overseas. 

Another provision of the Judiciary 
bill ensures that the FISA Court has 
the authority to oversee compliance 
with what are called minimization pro-
cedures. Minimization procedures have 
been held up as the primary protection 
in the Intelligence Committee bill for 
the privacy of Americans whose com-
munications get swept up in this new 
surveillance authority. 

Now, I do not think current mini-
mization procedures are strong enough 
to do the job. But to the extent that 
minimization can help protect Ameri-
cans’ privacy, its implementation sure-
ly needs to be overseen by the court. 
So that means giving the court the au-
thority to review whether the Govern-
ment is complying with the minimiza-
tion rules and to ask for the informa-
tion it needs to make that assessment. 

Now, without this provision from the 
Judiciary bill, the Government’s dis-
semination and use of information on 
innocent law-abiding Americans will 
occur without any checks and balances 
whatsoever, no checks and balances at 
all. 

Once again, ‘‘trust us’’ will have to 
do. Now, I believe in this case, as in so 
many others, ‘‘trust us’’ is not enough. 
The Judiciary bill offers other types of 
oversight, as well. For one thing, it re-
quires relevant inspectors general to 
conduct a complete review of the Presi-
dent’s illegal wiretapping program, 
which, frankly, is long overdue. 

It improves congressional access to 
FISA Court orders. The Intelligence 
Committee bill required the Congress 
to be provided with orders, decisions, 
and opinions of the FISA Court—that 
includes significant interpretations of 
the law—within 45 days after they are 
issued. 

Now, that is good as far as it goes. 
But the Judiciary Committee bill adds 
that Congress should be provided with 
the pleadings, the pleadings filed with 
the court associated with the opinions 
that contain significant interpreta-
tions of law. 

At times, the court’s opinions merely 
reference and approve arguments made 
in the Government’s pleadings. In that 
case, the pleadings may be critical to 
understanding the reasoning behind 
any particular decision. It is not 
enough just to have the cursory court 
opinion. 

It also requires that significant in-
terpretations of law not previously pro-
vided to Congress over the past 5 years 
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be provided. Congress needs to have the 
full story of how the law has been in-
terpreted in the past in order to make 
the right decisions on what changes in 
the law should be made in the future. 

The Judiciary bill also does a better 
job of protecting Americans from wide-
spread warrantless wiretapping. First, 
it provides real protection against 
what is called reverse targeting. It en-
sures that if the Government is wire-
tapping a foreigner overseas in order to 
collect the communications of the 
American with whom that foreign tar-
get is communicating, it gets a court 
order on the American. Specifically, 
the Judiciary Committee bill says the 
Government needs an individualized 
court order when a significant purpose 
of its surveillance is, in fact, listening 
to an American at home. 

The Director of National Intelligence 
himself said reverse targeting violates 
the fourth amendment. All this provi-
sion that I am raising does is simply 
codify that principle. The administra-
tion continues to oppose this provision. 

I have a simple question: Why? Why 
is it opposed to a provision that pro-
hibits a practice that its own Director 
of National Intelligence says is uncon-
stitutional? 

The Judiciary Committee bill also 
prohibits something called bulk collec-
tion. Now, that is this sweeping up of 
all communications between the 
United States and overseas. The DNI 
said in public testimony that this type 
of massive bulk collection would be— 
would be—permitted by the Protect 
America Act that is currently in effect. 
But he has also said that what the Gov-
ernment is seeking to do with these au-
thorities is something very different. 

It is, he said: 
Surgical. A telephone number is surgical. 

So, if you know that number, you can select 
it out. 

So if the DNI has said he does not 
need broader authorities, there should 
be no objection to this modest provi-
sion which, again, simply holds the 
DNI to his word. 

The prohibition against bulk collec-
tion ensures that the Government has 
some—some—foreign intelligence in-
terest in the communications that it is 
collecting and not just vacuuming up 
every last communication between 
Americans and their friends and busi-
ness colleagues overseas. 

Targets do not need to be known or 
named individuals; they can be phone 
numbers, which is how the DNI has de-
scribed how the Government collects. 
And the Government does not have to 
identify or explain its interest in the 
targets to the FISA Court. It merely 
has to make a general certification 
that individual targets exist. 

As was already alluded to on the Sen-
ate floor, the Judiciary Committee bill 
also has a sunset of 4 years rather than 
6 years, ensuring that Congress will re-
evaluate this law at least once before 
the end of the next Presidential term. 
And, critically, it contains a strong 
statement that Congress intends for 

FISA to be the exclusive means by 
which foreign intelligence surveillance 
is conducted. It also closes purported 
statutory loopholes that the Justice 
Department relied on to make its tor-
ture arguments that the congressional 
authorization for the use of force in Af-
ghanistan authorized the President’s 
illegal wiretapping program. The Judi-
ciary bill makes clear, once and for all, 
that the President must follow the law. 

For all of these reasons, the Senate 
should support the Judiciary Commit-
tee’s product. Let me repeat what I 
said at the outset. The differences be-
tween these two bills have nothing to 
do with our ability to combat ter-
rorism. Nothing. They have everything 
to do with ensuring that the executive 
branch adheres to the rule of law and 
does not necessarily listen in on the 
private communications of Americans. 
The fact that the administration is so 
strongly resisting these commonsense 
protections really says a lot. It ought 
to give pause to those who are consid-
ering opposing it. 

It is time for Congress to stop being 
an enabler when it comes to this ad-
ministration’s indifference to the rule 
of law and, instead, start being a pro-
tector of the rights and freedoms of our 
citizens. 

I urge my colleagues to support the 
Judiciary Committee bill. 

I yield the floor. 
The PRESIDING OFFICER. The sen-

ior Senator from Florida. 
Mr. NELSON of Florida. Mr. Presi-

dent, I, as the Senator from Wisconsin, 
my colleague, have had difficulty as we 
sit side by side in the Intelligence 
Committee with the issue of immunity. 

First of all, I want to say that I 
think the intelligence community, 
headed by Admiral McConnell, is doing 
an excellent job. They are correcting 
colossal mistakes. We had a colossal 
mistake on intelligence on September 
11. We had another colossal mistake of 
intelligence leading up to the Iraq war. 
And in order for us to protect our-
selves, we, in fact, have to have infor-
mation in order to disrupt the plans to 
attack us, to harm the Nation. 

So I give credit to Admiral McCon-
nell, the Director of National Intel-
ligence. I give credit to General Hay-
den, the head of the CIA, to Steve 
Kappes, the Deputy Director of the 
CIA. I think they are doing a terrific 
job. 

I compliment the chairman and the 
vice chairman of our committee, and 
they are within earshot, and I want 
them to hear how much this Senator 
appreciates their cooperation between 
each other to work in a bipartisan 
fashion. They are talking right now, so 
I am not sure they are hearing me. I 
want them to know my personal appre-
ciation for how they have taken a bi-
partisan approach. It is important that 
we thank people for the work they are 
doing. 

This legislation is an attempt to be 
crafted so that these folks can better 
perform their job but at the same time 

protecting the precious civil liberties 
Americans have that make us unique 
from any other society on planet 
Earth. We want to protect those rights 
of privacy. I believe there are protec-
tions in this bill that will extend to 
Americans, regardless of their physical 
location. One of the things we amended 
in the Intelligence Committee was that 
it doesn’t make any difference, if an 
American is here in the United States 
or if they are abroad, if you are going 
after an American as a target, they 
ought to have to go to the FISA Court 
to get a court order called a warrant, 
regardless of where that American is, if 
they are a target of surveillance. That 
is important. It is important to sup-
port our constitutional protections of 
privacy and that the Government can’t 
come and intrude in our lives. I think 
we have started off in the right direc-
tion. 

As the Senator from Wisconsin has 
said, I have a problem with the blanket 
immunity as well. I agree with Admiral 
McConnell. At the end of the day, we 
have to have the cooperation of the 10 
communications companies, and they 
should not have the threat of a spu-
rious lawsuit hanging over their heads, 
thinking they are going to be dragged 
out in public court over time as a 
means of trying to extract a pound of 
flesh from them. There should be every 
opportunity and encouragement for the 
telecommunications companies to co-
operate with the U.S. Government in-
telligence community for the protec-
tion of the country. The bill before us 
does, in fact, give that immunity for 
any of the surveillance that did not 
have a warrant from the FISA Court 
from the period of September 11, 2001, 
to January 17, 2007. 

The problem I have with that is, I am 
not sure the telecommunications com-
panies were attending to their knit-
ting, as to whether they were getting 
legal orders from the United States 
Government, not in the first year after 
September 11, not in the second year, 
perhaps not even in the third year after 
the attack on New York City and the 
Pentagon and the attempt on other fa-
cilities in Washington. I am talking 
about this went on for a fourth year 
and a fifth year. I am not sure that, in 
fact, they had the legal basis to say 
that the Government, in fact, was com-
plying with the law. Of course, I make 
that judgment, and my judgment is 
based on something I can’t say here on 
the Senate floor, because it is not only 
highly classified; it is highly compart-
mented. I have read the documents. I 
have a problem with that. 

At the end of the day, if it means we 
have to pass the bill and it has immu-
nity in it, I am going to vote for the 
bill, because it is much more important 
that we go ahead and have a procedure 
set out by which we can try to protect 
ourselves from the bad guys and at the 
same time protect the civil rights, the 
right of privacy of our citizens. That is 
contained within the committee bill, 
and that is the way I voted in com-
mittee. I voted against the immunity, 
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but that amendment only got three 
votes. When it came to passage of the 
final bill, I voted for it, because that is 
in the interest of the country. If that is 
what I am confronted with here, that is 
the way I am going to vote and support 
the chairman and vice chairman of our 
committee. 

Maybe it doesn’t have to be as stark 
as Senator FEINGOLD has said, that it is 
either immunity or no immunity. 
Maybe what the issue ultimately ought 
to be is somewhere in between. That is 
the Feinstein-Nelson amendment that 
will be offered later in which it will put 
a review of the telecommunications 
carriers’ actions squarely under the ju-
risdiction of the special Federal court 
set up to handle these top-secret mat-
ters called the FISA Court. The court 
would review all aspects of the tele-
communications carriers’ involvement 
and make a decision on immunity 
based on three criteria. No. 1, if the 
court decided that the telecommuni-
cations carrier did not provide the as-
sistance as alleged, then, of course, the 
court would dismiss the lawsuit 
against the company. No. 2, if the as-
sistance was provided, the court then 
would determine whether the docu-
mentation sent by the U.S. Govern-
ment to the companies met the re-
quirements of the law and was ade-
quate. This law that would have to be 
met states that a telecommunications 
carrier needs a court order or a written 
certification from the Attorney Gen-
eral that no court order is required. It 
further has to state that all statutory 
requirements have been met. So then 
this FISA Court, in other words, would, 
in fact, judge that. If the conditions of 
the statute had been met, then the 
companies would be shielded from the 
lawsuit and the lawsuit would be dis-
missed. 

Or the third criteria the court would 
look at: If the special Federal court, 
the FISA Court, found there was no 
certification given to the tele-
communications company, then the 
court would examine whether the com-
pany acted in good faith and with an 
objectively reasonable belief that it 
was legal. If the court determined that, 
then the immunity would be provided. 

That seems to be a way in which the 
companies would be protected, and at 
the same time we can get to this issue 
of this third year, fourth year, and 
fifth year that the United States Gov-
ernment is saying this is legal without 
a court order, when, in fact, it seems to 
me that the CEOs of those companies 
and the general counsels of those com-
panies ought to have been jumping up 
and down saying: Wait a minute. We 
want additional information. The 
amendment to be offered by the Sen-
ator from California and me creates a 
series of three requirements that must 
be met in order for the telecommuni-
cations companies to receive immu-
nity. It is going to preserve the rights 
of private citizens to make their case 
in front of a judge without jeopardizing 
these highly sensitive kinds of not only 

top-secret but compartmented mate-
rial that need to be classified for the 
protection of the country. 

Practically speaking, what is going 
to happen? We can’t pass anything 
around here unless you get 60 votes. 
That is a huge threshold. As this comes 
before the Senate, I doubt the Feingold 
amendment is going to get 60 votes to 
cut off debate. I doubt the Feinstein 
amendment is going to get 60 votes. 
That brings us right back to the Intel-
ligence Committee bill which is before 
us right now, in which case, on final 
passage, I am certainly going to vote 
for that. But there is another oppor-
tunity to address this specific issue. It 
is unlikely that the House of Rep-
resentatives is going to pass this legis-
lation with the immunity for the com-
panies. Therefore, there will be a huge 
difference between the Senate bill and 
the House bill, as the clock continues 
to tick down toward the deadline in 
which agreement is going to have to be 
reached. It seems to me the Feinstein- 
Nelson approach is a reasonable com-
promise at that point. 

I hope in time we are going to be able 
to pass this, that we will pass it before 
the deadline which, to my knowledge, 
is in a week or so, maybe a week and a 
half. The majority leader says he is 
going to keep us in all weekend in 
order to get this passed. If I were he, I 
would do the same. It is so critically 
important to our country that we pass 
this legislation. 

So on we go. Let the legislative proc-
ess work itself out. Hopefully we will 
get this thing passed. 

I yield the floor. 
The PRESIDING OFFICER (Mr. 

BROWN). The senior Senator from Texas 
is recognized. 

Mr. BOND. Mr. President, may I ask 
the distinguished Senator from Texas 
to yield for a unanimous consent re-
quest and then she will be recognized 
after that. 

Mrs. HUTCHISON. Yes. 
The PRESIDING OFFICER. Without 

objection, it is so ordered. 
Mr. ROCKEFELLER. Would the dis-

tinguished vice chairman be willing to 
yield for a parliamentary matter? 

Mr. BOND. Please. 
The PRESIDING OFFICER. The Sen-

ator from West Virginia. 
Mr. ROCKEFELLER. Mr. President, I 

ask unanimous consent that the time 
until 2 p.m. today be for debate prior to 
the vote in relation to the Judiciary 
Committee amendment, as modified, 
with no amendment in order to the 
amendment prior to the vote, with all 
time equally divided and controlled be-
tween Senators LEAHY and BOND or 
their designees, with the 30 minutes 
prior to the vote divided as provided 
above, with Senator LEAHY controlling 
the final 15 minutes and the vote will 
be at 2. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The Senator from Missouri. 
Mr. BOND. Mr. President, since we 

have had two speakers on the majority 

side, I ask unanimous consent that 
Senator HUTCHISON and then Senator 
BROWNBACK be recognized on our side. 

The PRESIDING OFFICER. Is there 
objection? 

Without objection, it is so ordered. 
Mr. BOND. I thank the Chair. 
The PRESIDING OFFICER. The sen-

ior Senator from Texas is recognized. 
Mrs. HUTCHISON. Thank you, Mr. 

President. 
First, Mr. President, let me say, 

while the distinguished chairman and 
ranking member of the Intelligence 
Committee are both on the floor, that 
I believe the Intelligence Committee 
has done a fine job on this very impor-
tant legislation, the Foreign Intel-
ligence Surveillance Amendments Act, 
that will modernize and allow our law 
enforcement officials to have the tools 
they need to protect our country. 

The Intelligence Committee voted 
the bill out on a bipartisan basis. It 
was certainly debated and balanced 
within the committee. I think this 
Senate should support the Intelligence 
Committee and all the work they have 
done to prepare this very important 
legislation. So to Senator ROCKE-
FELLER and Senator BOND, I say thank 
you for doing a great job. 

I do rise today to support this bill. It 
is essential that we do so to protect 
our country. I was proud to join my 
colleagues last August in passing the 
Protect America Act. It will expire in 8 
days—in 8 days. The majority leader 
has said we are going to pass this legis-
lation this week out of the Senate. 
That is a good thing. The House needs 
a week to look at it and determine if 
they will pass it. I hope they will pass 
the same legislation that is before us 
from the Intelligence Committee and 
send it to the President without 
amendment. 

Our enemies are not going to expire 
in 8 days. Al-Qaida, we know, uses cell 
phones and wireless Internet networks 
and countless other technologies that 
were not in place when the original 
FISA passed 30 years ago. Thirty years 
ago, we did not have cell phones. Thir-
ty years ago, you would go to a court 
and say: We want to tap the phone line 
of this number. Today, a cell phone can 
be thrown away before you can go to 
get a court order. 

So in the act we passed last year, we 
determined that you could get a court 
order to intercept the communications 
between suspected terrorists and you 
can go to the person rather than to a 
phone number, which would be unus-
able by the time you could get a court 
order. So that is one way we have 
begun to upgrade the technology to 
match the threat. Because our enemy 
is very technologically capable. We 
must be able to meet that with law en-
forcement. Delays could mean the dif-
ference between life and death. 

Unless we take action, this protec-
tion of our ability to intercept poten-
tial plots against our country will go 
out of existence. We cannot, in good 
conscience, let that happen. 
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Let’s talk about the litigation as-

pects because that is going to be the 
first amendment we vote on. The first 
amendment we vote on is going to be 
out of the Judiciary Committee. There 
will be other amendments, I know, that 
have already been discussed on the 
floor regarding litigation against 
telecom companies. 

After 9/11, the Federal Government 
requested that America’s telecom com-
panies share proprietary information 
to help prevent future terrorist at-
tacks. After the existence of the na-
tional security program was illegally 
leaked 2 years ago, America’s telecom 
companies began to get hit with dozens 
of class action lawsuits that could ex-
pose them to catastrophic liabilities. 

Originally, the telecom companies 
had nothing to fear from those lawsuits 
because they had evidence that what 
they did was at the request of our law 
enforcement officials. But due to the 
sensitive nature of the Government’s 
request of these companies, the law en-
forcement officials barred the telecom 
companies from the release of certain 
documents that they needed for their 
trials. So we have created a situation 
in which companies have cooperated 
with law enforcement to keep our 
country safe, and then, when the law-
suits arose, they were not allowed to 
defend themselves. Now, some of my 
colleagues say: Well, that is tough. 
They should have known better. 

We are talking about the security of 
our country. The people who are in the 
business of telecommunications were 
asked to be patriotic Americans. And 
they said yes. So if we do not give 
them protection for these actions, as 
well as those going forward, we are 
going to put our businesses in an un-
tenable situation. Either they can help 
law enforcement, be sued and hampered 
in their legal defense because they are 
not able to introduce certain types of 
evidence because of security reasons, 
or they can say no to law enforcement 
and put our country in jeopardy. 

Now, I will tell you that I have 
talked to the CEO of one of our major 
telecommunications companies. He has 
said: Senator, I am going to do what is 
right for America. That is my first re-
sponsibility as a citizen of this coun-
try. But, Senator, I don’t think I 
should be put in jeopardy for my share-
holders and my consumers while being 
a patriotic American. 

The Senate must act responsibly. We 
must be able to go to a company and 
say: help our country. Because in the 
past a terrorist could communicate be-
tween two countries overseas, and we 
would have the right to intercept those 
messages. I wish I could say we have no 
enemies inside our country who would 
communicate with a terrorist outside 
our country, but we all know that is 
not the case. We all know there are 
people in our country today plotting to 
kill innocent Americans. We know be-
cause plots have been uncovered. And 
we know because that is what hap-
pened on 9/11. There were people inside 

our country who were aiding and abet-
ting, living in our country, and plan-
ning to kill innocent Americans. 

So we must have the capability to 
give protection to a telecommuni-
cations company that would cooperate 
with our Federal law enforcement offi-
cials to intercept messages between al- 
Qaida in Pakistan or Afghanistan or 
anywhere in the world communicating 
with a terrorist sympathizer in our 
own country. It is our responsibility to 
do this for the safety and security of 
Americans. 

We must pass this bill. We must pass 
it in the form that the Intelligence 
Committee did on a bipartisan basis. 
We must respect the work that has 
been done by those who have heard 
hours and hours and hours of testi-
mony and seen classified information 
about the threats to our country. We 
must do our part, along with the Presi-
dent, with the Members of the House of 
Representatives, and with our law en-
forcement officials to ensure that no 
stone is left unturned to uncover a plot 
against innocent Americans. 

If that is not the duty of the U.S. 
Senate, Mr. President, I ask you, what 
is? That is our responsibility. That is 
why we were elected: to protect our 
country. I hope this body, of which I 
am so proud to be a Member, will do 
the right thing and extend this act and 
give our law enforcement the tools 
they need to do the job we are asking 
them to do to protect America. 

Mr. President, I yield the floor. 
The PRESIDING OFFICER. The sen-

ior Senator from Kansas is recognized. 
Mr. BROWNBACK. Thank you very 

much, Mr. President. 
I join my colleagues, particularly my 

colleague from Texas and my colleague 
from Missouri, in supporting this bill 
and in opposition to the Leahy amend-
ment. 

My colleague from Texas identified a 
number of the issues that are in the 
amendment. I serve on the Judiciary 
Committee. It is a great committee. 
Senator LEAHY does an excellent job 
leading the committee. But on this 
particular issue it is my belief, as a Ju-
diciary Committee member, that we 
should recede to what the Intelligence 
Committee has put forward on a bipar-
tisan basis and move forward with this 
bipartisan bill we have rather than 
going with, essentially, the substitute 
that the Judiciary Committee came up 
with, which was put forward on a par-
tisan basis. 

My colleague from Texas noted we 
have 9 days until this legislation ex-
pires. If we go with the Leahy sub-
stitute—as much as I respect Senator 
LEAHY—the President is going to veto 
this bill and we are going to be in a 
nonfunctional position for a period of 
time while we get things put back to-
gether. There is no reason to do that. 
We have a bipartisan bill. 

The Intelligence Committee bill 
passed with only two dissenting votes. 
The Judiciary Committee substitute, 
in essence, that is being put forward— 

it has been modified and changed, but, 
in essence, it is what came forward 
from the Judiciary Committee—came 
out on a strictly partisan party-line 
basis. 

Why wouldn’t we go with the bipar-
tisan bill that passed, I believe, 13 to 2 
rather than go with the partisan bill 
that will be vetoed and then we will 
just be back here? We are not going to 
have the votes for a veto override. We 
would then go without this needed law 
provision so we can provide for the se-
curity of the country, as well as pro-
tect the civil liberties and rights of in-
dividuals within America. 

I want to note in particular on this 
issue of telecommunications companies 
and the information they provide, I 
think we need to provide some level of 
immunity for companies to participate 
and work with the Federal Government 
on information that the Federal Gov-
ernment has legitimately requested. 

In case people think, ‘‘Well, OK, you 
are just giving a pass to the tele-
communications companies,’’ I want to 
read what the requirements are within 
the Intelligence Committee bill toward 
the telecommunications companies. 
The telecommunications carriers face 
a series of threats and lawsuits pres-
ently over their complying with what 
the Federal Government required. But 
the Senate Intelligence Committee im-
munity provisions do not just simply 
dismiss the cases outright. Instead, the 
bill sets forth a process for the Attor-
ney General to submit a certification 
to the court that the telecom carriers 
either, one, did not provide the Govern-
ment the alleged assistance in the first 
place, or, two, provided assistance pur-
suant to a valid request, directive, or 
order indicating that the activity was 
authorized by the President and deter-
mined to be lawful. The court would 
then separately review the Attorney 
General’s certification for an abuse of 
discretion. This multilevel certifi-
cation and review process will ensure 
an underlying assessment by the Gov-
ernment and the courts of the genesis 
of the carriers’ role, if any. 

The immunity provisions would not 
apply to the Government or Govern-
ment officials. Cases against the Gov-
ernment regarding the alleged pro-
grams would continue. And the provi-
sions would apply only to civil and not 
criminal cases. 

All in all, I think the Intelligence 
Committee bill strikes the right bal-
ance between intelligence gathering 
and protections for civil liberties. 

My point in bringing this out is that 
this is not some blanket waiver toward 
telecommunications companies. It goes 
through a multilevel court and admin-
istrative review procedure that has to 
pass through both in order for the tele-
communications company to be able to 
get this immunity from liability expo-
sure. It is not just the Attorney Gen-
eral; it is also the court that is in-
volved with this as well. 

I would hope my colleagues who have 
concerns about civil liberties would 
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look at that and say: Well, this is going 
to be reviewed in both places. This 
should be sufficient to require them— 
the telecommunications companies—to 
participate in this program, and to give 
them the immunity from liability, if 
they do this according to the law as de-
termined by both the Attorney General 
and as determined by the court. 

That seems to me to be a good level 
and a good balance of our intelligence 
needs, which are significant, and our 
civil liberties guarantees and require-
ments, which are required—that we 
guarantee civil liberties for the indi-
vidual and that I want to see protected. 
But at the same time I want to see our 
citizens protected as well. And we have 
to be able to have some access to infor-
mation of these communications—with 
intelligence, with terrorist organiza-
tions, individuals—that may be taking 
place. 

All in all, I think the Intelligence 
Committee has done an excellent job of 
striking that balance between pro-
viding for our security needs and guar-
anteeing civil liberties of the indi-
vidual. It has provided a multilayered 
process for this immunity to be able to 
be granted by different entities within 
the Government. It has done so in a 
balanced fashion. It has done so in a bi-
partisan fashion. I don’t know why, for 
the life of me, we would want to go 
with something on a partisan basis 
that is not going to get through the 
process, when we need the bill now and 
we have a good bill put forward by the 
Intelligence Committee. 

So as a member of the Judiciary 
Committee, I would urge us to support 
the Intelligence Committee and not 
support the Leahy substitute. As much 
respect as I have for the chairman, I do 
not think that is the way for us to go 
in bringing this bill forward to closure 
for the good of the country. 

I yield the floor. 
The PRESIDING OFFICER. The as-

sistant majority leader is recognized. 
Mr. DURBIN. Mr. President, I will 

support the Judiciary Committee sub-
stitute to the FISA Amendments Act. 

As a member of the committee, I 
wish to commend Chairman LEAHY for 
his leadership. I think we have struck 
the right balance to give the Govern-
ment the power they need to keep us 
safe but to protect our privacy, which 
we cherish so much as Americans. 

I wish to commend the majority lead-
er, HARRY REID, for bringing the FISA 
Amendments Act to the floor as one of 
our first items of business this year. I 
wish to thank my colleague and friend 
from the Senate Intelligence Com-
mittee, Senator ROCKEFELLER. Though 
we may disagree on some aspects of 
this bill, he has been a real leader on 
an issue of great complexity. 

Last August, Congress responded to 
the administration’s request to ap-
prove foreign surveillance legislation 
on an expedited basis. Remember, we 
didn’t come to this issue because the 
administration felt they needed to deal 
us into the picture. We came to this 

issue because the New York Times fi-
nally published an article and told us 
about this warrantless surveillance 
that was going on all across America 
for years, surveillance that was not ap-
proved by Congress and was clearly not 
allowed by law but continued by this 
administration with impunity until 
they were caught with their hands in 
the cookie jar by the New York Times. 
Then they came to Congress and said: 
Well, why don’t you write a law. Can 
we help you write a law? 

After 9/11, I can remember Senator 
ROCKEFELLER, Senator LEAHY, Senator 
SPECTER, and so many others who rose 
to the occasion and said: We will come 
together on a bipartisan basis to keep 
our country safe. We lost 3,000 innocent 
people. We don’t want that to ever hap-
pen again. We passed the PATRIOT 
Act. It wasn’t perfect, but it was bipar-
tisan. It had a sunset built into it. We 
tried to give this Government the tools 
to keep America safe. There wasn’t a 
lot of grandstanding and speechifying. 
We did our job. 

Then what happened? The Bush ad-
ministration decided, in so many dif-
ferent aspects of this war on terrorism, 
to deal Congress and the American peo-
ple out of the picture from that point 
forward. We heard rumors about secret 
programs, and a handful of Members 
were briefed, I guess; I wasn’t one of 
them. Then, it wasn’t until the New 
York Times told the whole story that 
we were kind of drawn into this situa-
tion, where we are trying to write a 
law to approve a course of conduct 
which the administration was under-
taking, at least to some degree, with-
out even consulting or conferring with 
Congress in its constitutional capacity. 

The Senate Intelligence Committee 
and the Senate Judiciary Committee 
have held a lot of hearings. They have 
debated how to write this law and 
voted on a lot of amendments. We are 
now facing the reality that the Protect 
America Act, which was passed a short 
time ago, will expire next Friday, Feb-
ruary 1. 

Under any circumstances, it would be 
difficult for the Senate to pass a bill of 
this complexity, reconcile our dif-
ferences with the House, and get it all 
wrapped up in a week. But the Presi-
dent has made it clear he is not going 
to sign this bill unless it includes an 
amnesty for telephone companies that 
cooperated with the administration’s 
warrantless surveillance program. This 
is a difficult, controversial issue many 
Members feel very strongly about. I am 
one of them. The President insists that 
an amnesty provision for telephone 
companies be included, and I think 
that is going to make it impossible for 
us to meet the February 1 deadline. 

Senator REID, the majority leader, 
has asked for a 30-day extension of the 
Protect America Act. Let’s continue 
the current law for 30 days. Let’s try to 
work out our differences. Let’s do this 
in a responsible way. Senator MCCON-
NELL on the Republican side objected— 
objected to carrying on the current law 

for 30 days while we tried to work out 
our differences. That objection speaks 
volumes. Even though he opposed the 
Protect America Act, the majority 
leader I think was acting in good faith 
and taking the sensible course of ac-
tion: Let’s try to work these things out 
and not punish anybody in the process. 
The current law would stay in effect 
for another 30 days. The Republican 
Senate leadership, MITCH MCCONNELL, 
said no. 

Well, that is unfortunate. The 
spokesperson for the White House said 
on Tuesday: 

The Protect America Act expires in just 10 
days, yet after nearly 6 months of delay, 
Congress still has not taken the necessary 
action to keep our Nation safe. For the sake 
of our national security, Congress must act 
now. 

So said the White House 2 days ago. 
I can’t follow this logic. On the one 

hand, the White House claims we face 
grave national security threats if this 
program expires, and on the other 
hand, when Senator REID tries to ex-
tend the program for 30 days, the Re-
publican leadership objects. I am sorry, 
but that doesn’t follow. 

It is worth recalling what brought us 
to this point. It is difficult to believe it 
has been over 6 years since the terror-
ists struck our country on 9/11. I will 
never forget that terrible day, and 
most Americans will not either. And 
we will never forget what happened 
afterwards when Congress came to-
gether and tried to respond and make 
our country safe. Sadly, today Osama 
bin Laden is still on the loose, and al- 
Qaida is still around and may be grow-
ing in size. 

I wish the administration had contin-
ued the spirit of bipartisanship of the 
PATRIOT Act. They would have had 
the full support of Congress and the 
American people. We showed that with 
the passage of the PATRIOT Act. But 
even as we were debating that impor-
tant law, the administration was se-
cretly implementing torture and sur-
veillance policies totally inconsistent 
with the values of our Nation. They 
didn’t ask Congress to approve the 
warrantless wiretapping of innocent 
Americans or torture techniques such 
as waterboarding. Instead, they based 
their policies on the extreme view of 
some in the administration that the 
President, as Commander in Chief, was 
not bound by the law. 

They discarded the Geneva Conven-
tions after decades of America saying 
that was a significant underpinning of 
our relationship with the civilized 
world. They rejected it. They called it 
obsolete, the Geneva Conventions. 
They opened Guantanamo, which has 
become an international embarrass-
ment. Former Secretary of State Colin 
Powell has joined so many others in 
saying: Close this embarrassment. Yet 
they continue. 

The Justice Department’s infamous 
torture memo narrowly redefined tor-
ture as limited only to pain equivalent 
to organ failure or death. Senator JOHN 
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MCCAIN, a man who was a prisoner of 
war during Vietnam for years and 
years, spoke out and led a bipartisan 
fight to establish standards when it 
comes to the treatment of prisoners. I 
was happy to join him on a bill that 
had more than 90 votes, a strong bipar-
tisan sentiment, a bill which sadly was 
watered down by a signing statement 
from this President, and I am afraid— 
though we may never know—I am 
afraid it has been ignored at many lev-
els by this administration. 

We still fight the Taliban and al- 
Qaida in Afghanistan, and while we are 
doing it, the administration has 
launched a misleading propaganda 
campaign leading perhaps to the great-
est foreign policy blunder in American 
history: the war in Iraq. 

It is worth noting that in a new re-
port issued this week, the Center for 
Public Integrity concluded: 

President George W. Bush and seven of his 
administration’s top officials, including Vice 
President CHENEY, National Security Adviser 
Condoleezza Rice, and Defense Secretary 
Rumsfeld, made at least 935 false statements 
in the two years following September 11, 
2001, about the national security threat 
posed by Saddam Hussein’s Iraq. An exhaus-
tive examination of the record shows that 
the statements were part of an orchestrated 
campaign that effectively galvanized public 
opinion and in the process led the Nation to 
war under decidedly false pretenses. 

Is there any more grievous sin in a 
democracy than for leaders at the high-
est level to mislead the people of a 
Democratic Nation into a war with 
such tragic consequences? Almost 4,000 
of our best and bravest—innocent, 
hard-working, dedicated, and patriotic 
soldiers—have given their lives. Count-
less thousands have been injured be-
cause we were misled into a war by this 
administration. 

The administration brooked no dis-
sent from their misleading campaign 
for war or their misguided counterter-
rorism policies. If anyone raised an ob-
jection, they were branded as soft on 
terrorism. Who can forget John 
Ashcroft, our former Attorney General, 
blaming critics of the administration 
for spreading ‘‘phantoms of lost lib-
erty’’ and warning ‘‘your tactics only 
aid terrorists’’? 

Time and again, the administration 
and their allies pressured Congress to 
consider controversial proposals imme-
diately before elections. Oh, that is 
when all the warning bells went off and 
the threat level colors were changed. 
We were told there was a threat on the 
way, and how were we to come to any 
other conclusion if we didn’t see the 
evidence? What a coincidence that 
most of those warnings came right be-
fore an election. It was Karl Rove’s 
playbook and the administration ran 
that play over and over and over again. 

In 2002, the administration insisted 
Congress must vote to authorize the 
war in Iraq before the election or our 
security would be at risk. Why? White 
House Chief of Staff Andrew Card ex-
plained that ‘‘from a marketing point 
of view’’ that was the right time to 
‘‘introduce new products.’’ 

In 2004, the administration and its 
Republican allies in Congress claimed 
it was imperative to reauthorize the 
PATRIOT Act before the election or 
our security would be at risk. This de-
spite the fact it didn’t expire until De-
cember 31, 2005. Congress chose this 
date for the express purpose of 
depoliticizing this debate. 

For years, the administration in-
sisted the President had unilateral au-
thority to detain enemy combatants 
and try them in military commissions. 
Again and again our Supreme Court re-
jected the administration’s arguments. 
Suddenly, shortly before the 2006 elec-
tion, the administration changed 
course, insisting that Congress must 
vote to authorize military commissions 
or our security would be at risk. In 
fact, the administration’s bill included 
amnesty for administration officials 
who had authorized illegal torture 
techniques. How will history judge us, 
granting amnesty to those who en-
gaged in torture? 

It is more than a year since Congress 
passed the Military Commissions Act. 
Despite their claims of urgency, the ad-
ministration has failed to bring a sin-
gle terrorist to trial. 

In the 2006 election, the American 
people took a stand and rejected the 
politics and policies of fear and they 
rejected this administration’s scare 
tactics. One would hope the adminis-
tration would have learned a lesson. 
But in 2008, another election year has 
arrived and, unfortunately, here we go 
again with an administration con-
tinuing to stake out divisive positions 
on terrorism. 

The administration claimed Attorney 
General Mukasey would turn a new 
page at the Department of Justice, but 
he has refused to say even now whether 
torture techniques known as 
waterboarding are illegal. During his 
confirmation hearing, Judge Mukasey 
promised to review the administra-
tion’s classified interrogation tech-
niques and assess their legality. It has 
been 2 months since then and yester-
day I wrote to the Attorney General to 
remind him about that commitment. 
He has had ample time to study this 
issue. 

Yesterday, the administration an-
nounced they were going to renominate 
Steven Bradbury to be head of the Of-
fice of Legal Counsel. This is the office 
that issues binding legal opinions for 
the executive branch, including having 
issued the infamous torture memo. I 
have repeatedly urged President Bush 
to withdraw this nomination of Mr. 
Bradbury because of his involvement in 
authorizing the administration’s con-
troversial interrogation and surveil-
lance policies. 

Now, the administration claims our 
security is at risk in this election year 
because Congress is allowing the Pro-
tect America Act to expire, even 
though Senator REID 2 days ago tried 
to extend it for a month, and the Re-
publican leadership objected. Well, no 
surprise. 

Yesterday, Vice President CHENEY 
weighed in. He gave a speech praising 
the administration’s counterterrorism 
efforts. He ignored the lessons of the 
last 6 years. He praised Guantanamo 
Bay, even though his President has 
called for closing it, and he praised 
what he called the CIA’s ‘‘tougher in-
terrogation program.’’ Well, there is a 
phrase that is loaded. He claimed the 
CIA’s interrogation techniques comply 
with our treaty obligations, although 
the military’s top lawyers and others 
say they violate the Geneva Conven-
tion. He said Khalid Sheikh Moham-
med, the alleged mastermind of 9/11, 
had been subjected to the CIA’s 
‘‘tougher’’ techniques. But the Vice 
President neglected to mention that 6 
years after 9/11, Khalid Sheikh Moham-
med and the other 9/11 planners still 
have not been put to trial. Some ex-
perts say it will be impossible to con-
vict him because he was subjected to 
waterboarding and other torture tech-
niques. 

The Vice President urged Congress to 
pass FISA legislation. Quoting Presi-
dent Bush, he said: 

The lessons of September 11 have become 
dimmer and dimmer in some people’s minds. 

Mr. Vice President, the American 
people haven’t forgotten 9/11, and we 
never will. 

We also have not forgotten that 
Osama bin Laden is still free and the 
resources needed to track him down 
were diverted to a war in Iraq. 

We have not forgotten that the war 
in Iraq has cost our Nation billions 
and, tragically, the lives of almost 
4,000. 

We have not forgotten that instead of 
working with Congress to prosecute 
the war on terrorism in a bipartisan 
fashion that respects American values, 
this administration chose to go it 
alone. 

We will never, ever forget the blood, 
sweat, and tears shed by countless 
American heroes, who fight even as we 
speak to defend what makes America 
unique in the world. They fight not to 
defend any race, religion, or ethnic 
group; they fight to defend a value— 
the value upon which our country was 
founded. We are a nation of laws, not 
men—not this President, not any 
President. 

In his speech yesterday, the Vice 
President noted: 

The terrorists waging war against this 
country don’t fight according to the rules of 
warfare, or international law, or moral 
standards, or basic humanity. 

That is true, but America is a lot 
better than the terrorists. 

Ironically, the Vice President also 
noted: 

This cause is bigger than the quarrels of 
party and agendas of politicians. 

Well, that is true as well. I only wish 
the Vice President and the administra-
tion would have heeded his own words 
and stopped politicizing so many na-
tional security issues. 

I urge my colleagues to reject the 
politics of fear and reject the scare tac-
tics of this administration. Support the 

VerDate Aug 31 2005 03:28 Jan 25, 2008 Jkt 069060 PO 00000 Frm 00014 Fmt 4637 Sfmt 0634 E:\CR\FM\G24JA6.020 S24JAPT1w
w

oo
ds

2 
on

 P
R

O
D

P
C

68
 w

ith
 S

E
N

A
T

E



CONGRESSIONAL RECORD — SENATE S239 January 24, 2008 
Judiciary Committee substitute, sup-
port the majority leader’s request for a 
1-month extension in the Protect 
America Act. We can give the Govern-
ment the power it needs to protect us, 
and we can still uphold the rule of law 
and protect the precious liberties of 
the American people. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Pennsylvania is recognized. 
Mr. SPECTER. Mr. President, I have 

sought recognition to comment about 
the pending legislation on the Foreign 
Intelligence Surveillance Act and the 
so-called Leahy substitute. We are en-
gaged here in the continuation of a his-
toric debate. Confronted by terrorism 
on 9/11, the response has been made to 
legislate on the PATRIOT Act and the 
Protect America Act, in order to deal 
effectively with the terrorists. At the 
same time, there is great concern that 
there be an appropriate balance. While 
it is indisputable that our first duty is 
to protect America, it is also equally 
fundamental that the constitutional 
protections have to be kept in mind at 
all times, and it requires a balance. 

The beauty of the Constitution is the 
doctrine of separation of powers, so 
that no one branch has too much. This 
has been a classic confrontation of the 
executive asserting its authority under 
article II, and disregarding statutes, 
such as the Foreign Intelligence Sur-
veillance Act, disregarding the statu-
tory requirement that the Members of 
the House and Senate Intelligence 
Committees be informed of activities 
like electronic surveillance, with the 
President asserting that authority 
under article II, saying that it 
supercedes a statute. 

Congress has been ineffective on con-
gressional oversight. The courts have 
filled the void, undertaking very sig-
nificant action. A key part of what we 
are considering here today is whether 
there will be jurisdiction stricken on 
the pendency of many cases in the Fed-
eral courts challenging what the tele-
phone companies have allegedly done 
or whether there will be continued ac-
cess to the courts. It is my view, for 
reasons which I will amplify in the 
course of this floor statement, that 
there can be an accommodation to 
keep the courts open and to allow the 
electronic surveillance to continue. 
That can be accomplished by an 
amendment Senator WHITEHOUSE and I 
intend to offer later today or perhaps 
tomorrow—at the first opportunity we 
have—where the litigation against the 
telephone companies would proceed, 
but the U.S. Government would be sub-
stituted as the party defendant. 

There is no doubt that the telephone 
companies have been good citizens in 
whatever it is they have done. Yet 
there is nothing on the record as to 
what really happened. Whatever it is 
they have done, the indicators are that 
they have been good citizens, although, 
in the course of having the Federal 
Government substituted for the tele-
phone companies, there will have to be 

evidence of compliance with the gov-
ernmental request, a compliance in 
good faith. 

The likelihood of verdicts being ren-
dered, I think, in my legal judgment, is 
very remote. But that doesn’t elimi-
nate the requirement and the practice 
of keeping the courts open to make 
that determination. 

The Specter-Whitehouse substitution 
amendment will place the Government 
in the shoes of the telephone compa-
nies to have the same defenses—no 
more and no less. For example, the doc-
trine of governmental immunity would 
not be available to the Government. 
There have been those who have criti-
cized the Specter-Whitehouse amend-
ment, who have ignored the very basic 
proposition that the suits cannot be 
dismissed because of governmental im-
munity. 

On the other hand, by the same 
token, the state secrets defense will be 
available. In the lawsuits that are 
being prosecuted now against the tele-
phone companies, the government has 
intervened to assert the state secrets 
doctrine. In fact, the Government has 
precluded the telephone companies 
from saying very much under that doc-
trine. When the Government is sub-
stituted for the telephone companies, 
the Government will retain the defense 
of the state secrets doctrine. 

Before going into the body of the ar-
gument in support of the Specter- 
Whitehouse substitute approach, I wish 
to comment briefly on the substitute 
offered by the Judiciary Committee 
and by our distinguished chairman, 
Senator LEAHY, as the pending busi-
ness. 

I begin by commending Senator 
LEAHY for his work on the committee. 
For many years, we have worked to-
gether. His work as chairman has been 
exemplary, and there have been im-
provements that have been made by 
the modified Leahy substitute. Im-
provements have been made in that it 
clarifies that when surveillance occurs 
overseas, the FISA Court’s role is lim-
ited to assessing probable cause and 
not the means of collection. It has fur-
ther been improved by extending the 
length of emergency surveillance to 
conform to the Intelligence Committee 
bill’s 7 days instead of 3 days. It has 
been improved by eliminating certain 
language criticized by the administra-
tion—and I think justifiably—as being 
overly broad. But it does retain the 
basic concept that the Foreign Intel-
ligence Surveillance Act is the exclu-
sive statutory procedure. So you pre-
empt the Government argument that 
the Authorization for the Use of Mili-
tary Force preempts and supersedes 
FISA. That argument has been made 
by the administration. I think it is a 
vacuous argument. In any event, this 
legislation would restate the propo-
sition that the AUMF, or legislation 
like that, would not supersede FISA. 

The substitute offered by the distin-
guished chairman also has a change 
which allows the continuation of sur-

veillance pending en banc review by 
the Foreign Intelligence Surveillance 
Court. It also improves a provision 
calling for an inspector general review 
of the terrorist surveillance program. 

I think, in essence, the substitute 
provision Senator LEAHY has offered is 
an improvement over the prior bill. I 
regret that I cannot support it because 
it leaves out the provision with respect 
to immunity. While I do not like the 
provision with respect to immunity 
and think we can improve upon it, as I 
have said, by the approach of sub-
stituting the Federal Government for 
the telephone companies, I believe it is 
important to keep protecting the tele-
phone companies in the picture and to 
benefit from the activities which they 
are undertaking. Therefore, I will not 
be able to support the substitute of-
fered by Senator LEAHY. 

It is my hope that the Specter- 
Whitehouse amendment will be adopt-
ed, substituting the Government. If 
that fails, then with reluctance I will 
support retroactive immunity. To re-
peat, I think that is not the preferable 
course. 

In dealing with the fundamental 
proposition of keeping the courts open, 
we have had an extended history in the 
past 2 or 3 years of the ineffectiveness 
of dealing with the expanded executive 
authority with congressional over-
sight. The PATRIOT Act reauthoriza-
tion came out of the Judiciary Com-
mittee in 2005. I chaired it and was 
managing the bill on the floor of the 
Senate back in mid-December of 2005. I 
was very surprised that morning to 
read in the New York Times that the 
Federal Government had been under-
taking the terrorist surveillance pro-
gram without notifying the Intel-
ligence Committees, as required by the 
National Security Act of 1947, and 
without notifying the chairman or 
ranking member of the Judiciary Com-
mittee. That was more than a surprise; 
it was a shock. 

We were nearing the end of the con-
sideration of the PATRIOT Act reau-
thorization, and all of the indicators 
were that we would get it passed. Some 
appeared on the floor of the Senate 
that day to say that they had intended 
to support the PATRIOT Act reauthor-
ization, but no longer, in light of the 
fact that there had been the terrorist 
surveillance program, unknown to Con-
gress, in violation of the Foreign Intel-
ligence Surveillance Act and in viola-
tion of the National Security Act of 
1947. 

Now, it may be that the President 
was correct in asserting that he had ar-
ticle II power under the Constitution. 
If the President did have power under 
article II as Commander in Chief, then 
such power could not be reduced by leg-
islation. That is a basic constitutional 
principle. But the determination of 
that really doesn’t reside with the 
President alone. 

I then introduced legislation to bring 
the terrorist surveillance program 
under the Foreign Intelligence Surveil-
lance Court. I will not take the time 
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now to go through the lengthy efforts 
made in that regard. Suffice it to say 
that congressional oversight was not 
satisfactory. Where there has been a 
conflict between the Congress and the 
White House, the tools available to the 
White House have rendered the con-
gressional oversight ineffective. When 
the Judiciary Committee has issued 
subpoenas, the subpoenas have been ig-
nored by the White House, and the en-
forcement procedures are insufficient, 
really nugatory. 

In the first place, if litigated, they 
take at least 2 years to have a judicial 
decision. The law requires the U.S. at-
torney for the District of Columbia to 
bring the action. The U.S. attorney for 
the District of Columbia is part of the 
executive branch, and some in the De-
partment of Justice have said forget 
about having the action brought. It is 
theoretically possible to have a con-
tempt citation on the floor of the Sen-
ate, but it is a practical impossibility. 
So the efforts at enforcement of con-
gressional oversight through the sub-
poena process has been to no avail. 

On the other hand, the courts have 
been effective. When the issue has aris-
en as to the detention at Guantanamo, 
the Supreme Court of the United 
States said in Hamdan that the Geneva 
Conventions applied, and in Rasul that 
habeas corpus was in effect, notwith-
standing the fact Guantanamo was out-
side the territorial limit of the United 
States because the U.S. Government 
controlled Guantanamo. 

Where the Congress has responded 
with legislation, the issue is now before 
the Supreme Court of the United 
States again in the Boumediene case. 
The courts have been effective in as-
serting a balance, in asserting con-
stitutional governance. A whole series 
of court cases have shown the effective-
ness of the courts. For instance, in the 
Hepting case that is pending on the 
terrorist surveillance program, the dis-
trict court rejected a blanket applica-
tion of the state secrets doctrine. In 
the Padilla case, the Supreme Court’s 
decision to take up the case led the 
government to file criminal charges. A 
New York case involving the national 
security letters, Doe v. Gonzalez, found 
that certain NSL gag orders were un-
constitutional in light of the First 
Amendment. 

The Hamdan case involved a detainee 
by the U.S. Government. There the Su-
preme Court held that the President 
does not have a blank check to deal 
with detainees and that Congress had a 
role to play. 

In the Al-Haramain case, the Ter-
rorist Surveillance Program was liti-
gated by an Islamic charity that alleg-
edly had a TSP derived transcript. The 
case Ninth Circuit decision upheld the 
government’s assertion of the state se-
crets doctrine in that case. 

I do not go into great length on these 
judicial decisions but to note that 
when the court issues a order and in-
sists on witnesses being presented on 
pain of having the case dismissed or on 

pain of having adverse action taken 
against the party who doesn’t follow 
the court order, the courts have been 
effective. That is why, on a constitu-
tional balance, I think it is very impor-
tant not to foreclose action by the 
courts, not to, in effect, strip the Fed-
eral courts of jurisdiction of the many 
pending cases which have been brought 
against the telephone companies, and 
it can be done in a practical way, pre-
serving the importance of law enforce-
ment activities for whatever it is the 
telephone companies are doing by sub-
stituting the Federal Government as 
the party defendant. 

I am especially concerned about this 
issue in the context of what occurred 
back in June of 2006, when the Judici-
ary Committee, while I was chairing it, 
was trying to exercise congressional 
oversight, assert a constitutional bal-
ance with the executive branch, and we 
were unsuccessful for a variety of rea-
sons. Where the Federal Government 
had the defense of executive privilege, 
it was impossible to move effectively 
on congressional oversight. But when 
it became known about the alleged ac-
tivities of the telephone companies, I 
sought, as chairman, to have subpoenas 
issued. The Vice President then con-
tacted Republican members of the Ju-
diciary Committee, in effect, behind 
my back—the protocol is to call the 
chairman first; if not to call the chair-
man first, to call the chairman some-
time—leading me to write a letter, 
dated June 7, 2006. 

I ask unanimous consent to have 
printed in the RECORD at the conclu-
sion of my remarks this letter, dated 
June 7, 2006. 

The PRESIDING OFFICER (Mr. 
TESTER). Without objection, it is so or-
dered. 

(See exhibit 1.) 
Mr. SPECTER. Mr. President, I did 

not like sending the Vice President a 
lawyer’s letter, three pages, single 
spaced. It starts off—and I will read a 
short paragraph: 

Dear Mr. Vice President, I am taking this 
unusual step in writing to you to establish a 
public record. It is neither pleasant nor easy 
to raise these issues with the administration 
of my own party, but I do so because of their 
importance. 

And then I go into the issues of the 
expansion of executive authority in 
many directions, the refusal of the ex-
ecutive branch to accommodate legiti-
mate congressional oversight, and com-
plain about the Vice President’s activi-
ties in contacting Republican members 
of the Judiciary Committee. 

To have the record complete, Mr. 
President, I ask unanimous consent to 
have printed in the RECORD at the con-
clusion of my remarks the Vice Presi-
dent’s response to me, dated June 8, 
2006. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

(See exhibit 2.) 
Mr. SPECTER. Mr. President, with 

that background, there is a particular 
sensitivity on my part to having retro-

active immunity which I think would 
be an open invitation in the future for 
the executive branch to continue to ig-
nore the statutes as the executive 
branch apparently ignored the Foreign 
Intelligence Surveillance Act that sets 
the exclusive way of getting wire-
tapping, a statement of probable cause 
to a judge, to ignore the National Secu-
rity Act of 1947 in failing to notify the 
Intelligence Committees of the House 
and Senate as mandated, positively re-
quired, under that statute, to ignore 
that under the assertion of article II 
power. But the judicial branch of Gov-
ernment is the ultimate arbiter. To 
move to close the courts is a very seri-
ous and unwise step, especially when 
the objective can be retained of the law 
enforcement tools and having the liti-
gation continue, of having the U.S. 
Government as the party defendant. I 
don’t believe there will be verdicts 
against the Government, but if there 
are, it is part of the cost of doing busi-
ness, part of the cost of fighting ter-
rorism, and it ought to be borne by the 
U.S. Government, as opposed to being 
borne by the telephone companies 
which presumably have been good citi-
zens, something they have to establish 
under the Specter-Whitehouse amend-
ment to have the Government step in 
as a substitute. 

Where we stand at the present time 
is on the substitute offered by the dis-
tinguished chairman. Again, I com-
pliment him for the work he is doing 
generally and specifically about our 
Judiciary Committee activities on the 
Foreign Intelligence Surveillance Act. 
I have noted a number of particulars 
where I think Senator LEAHY’s revised 
substitute has made improvements. To 
repeat, I regret I cannot support it be-
cause it leaves out the immunity provi-
sion. Again, I do not like the immunity 
provision and think we can improve it 
with the Specter-Whitehouse amend-
ment. But if I am unsuccessful on that, 
then I will have to, at least speaking 
for myself, swallow the retroactive im-
munity provision on a balance of my 
own judgment as to the importance of 
having that kind of electronic surveil-
lance, whatever it is, go forward, even 
with the retroactive immunity. 

It is my hope, when we consider the 
ramifications, that we can command 
the majority in this body, work 
through the legislation with the House 
of Representatives, and find a way to 
allow the Government to have the ad-
vantages of the electronic surveillance 
but not foreclose the courts by the 
remedy of having the Government sub-
stituted as the party defendant. 

I yield the floor. 
EXHIBIT 1 

U.S. SENATE, 
COMMITTEE ON THE JUDICIARY, 

Washington, DC, June 7, 2006. 
Hon. RICHARD B. CHENEY, 
The Vice President, 
Washington, DC. 

DEAR MR. VICE PRESIDENT: I am taking 
this unusual step in writing to you to estab-
lish a public record. It is neither pleasant 
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nor easy to raise these issues with the Ad-
ministration of my own party, but I do so be-
cause of their importance. 

No one has been more supportive of a 
strong national defense and tough action 
against terrorism than I. However, the Ad-
ministration’s continuing position on the 
NSA electronic surveillance program rejects 
the historical constitutional practice of judi-
cial approval of warrants before wiretapping 
and denigrates the constitutional authority 
and responsibility of the Congress and spe-
cifically the Judiciary Committee to con-
duct oversight on constitutional issues. 

On March 16, 2006, I introduced legislation 
to authorize the Foreign Intelligence Sur-
veillance Court to rule on the constitu-
tionality of the Administration’s electronic 
surveillance program. Expert witnesses, in-
cluding four former judges of the FISA 
Court, supported the legislation as an effec-
tive way to preserve the secrecy of the pro-
gram and protect civil rights. The FISA 
Court has an unblemished record for keeping 
secrets and it has the obvious expertise to 
rule on the issue. The FISA Court judges and 
other experts concluded that the legislation 
satisfied the case-in-controversy require-
ment and was not a prohibited advisory opin-
ion. Notwithstanding my repeated efforts to 
get the Administration’s position on this 
legislation, I have been unable to get any re-
sponse, including a ‘‘no’’. 

The Administration’s obligation to provide 
sufficient information to the Judiciary Com-
mittee to allow the Committee to perform 
its constitutional oversight is not satisfied 
by the briefings to the Congressional Intel-
ligence Committees. On that subject, it 
should be noted that this Administration, as 
well as previous Administrations, has failed 
to comply with the requirements of the Na-
tional Security Act of 1947 to keep the House 
and Senate Intelligence Committees fully in-
formed. That statute has been ignored for 
decades when Presidents have only informed 
the so-called ‘‘Gang of Eight,’’ the Leaders of 
both Houses and the Chairmen and Ranking 
Members on the Intelligence Committees. 
From my experience as a member of the 
‘‘Gang of Eight’’ when I chaired the Intel-
ligence Committee of the 104th Congress, 
even that group gets very little information. 
It was only in the face of pressure from the 
Senate Judiciary Committee that the Ad-
ministration reluctantly informed sub-
committees of the House and Senate Intel-
ligence Committees and then agreed to in-
form the full Intelligence Committee mem-
bers in order to get General Hayden con-
firmed. 

When there were public disclosures about 
the telephone companies turning over mil-
lions of customer records involving allegedly 
billions of telephone calls, the Judiciary 
Committee scheduled a hearing of the chief 
executive officers of the four telephone com-
panies involved. When some of the compa-
nies requested subpoenas so they would not 
be volunteers, we responded that we would 
honor that request. Later, the companies in-
dicated that if the hearing were closed to the 
public, they would not need subpoenas. 

I then sought Committee approval, which 
is necessary under our rules, to have a closed 
session to protect the confidentiality of any 
classified information and scheduled a Judi-
ciary Committee Executive Session for 2:30 
P.M. yesterday to get that approval. 

I was advised yesterday that you had 
called Republican members of the Judiciary 
Committee lobbying them to oppose any Ju-
diciary Committee hearing, even a closed 
one, with the telephone companies. I was fur-
ther advised that you told those Republican 
members that the telephone companies had 
been instructed not to provide any informa-
tion to the Committee as they were prohib-
ited from disclosing classified information. 

I was surprised, to say the least, that you 
sought to influence, really determine, the ac-
tion of the Committee without calling me 
first, or at least calling me at some point. 
This was especially perplexing since we both 
attended the Republican Senators caucus 
lunch yesterday and I walked directly in 
front of you on at least two occasions 
enroute from the buffet to my table. 

At the request of Republican Committee 
members, I scheduled a Republican members 
meeting at 2:00 P.M. yesterday in advance of 
the 2:30 P.M. full Committee meeting. At 
that time, I announced my plan to proceed 
with the hearing and to invite the chief exec-
utive officers of the telephone companies 
who would not be subject to the embarrass-
ment of being subpoenaed because that was 
no longer needed. I emphasized my pref-
erence to have a closed hearing providing a 
majority of the Committee agreed. 

Senator Hatch then urged me to defer ac-
tion on the telephone companies hearing, 
saying that he would get Administration 
support for my bill which he had long sup-
ported. In the context of the doubt as to 
whether there were the votes necessary for a 
closed hearing or to proceed in any manner 
as to the telephone companies, I agreed to 
Senator Hatch’s proposal for a brief delay on 
the telephone companies hearing to give him 
an opportunity to secure the Administra-
tion’s approval of the bill which he thought 
could be done. When I announced this course 
of action at the full Committee Executive 
Session, there was a very contentious discus-
sion which is available on the public record. 

It has been my hope that there could be an 
accommodation between Congress’s Article I 
authority on oversight and the President’s 
constitutional authority under Article II. 
There is no doubt that the NSA program vio-
lates the Foreign Intelligence Surveillance 
Act which sets forth the exclusive procedure 
for domestic wiretaps which requires the ap-
proval of the FISA Court. It may be that the 
President has inherent authority under Arti-
cle II to trump that statute but the Presi-
dent does not have a blank check and the de-
termination on whether the President has 
such Article II power calls for a balancing 
test which requires knowing what the sur-
veillance program constitutes. 

If an accommodation cannot be reached 
with the Administration, the Judiciary Com-
mittee will consider confronting the issue 
with subpoenas and enforcement of that 
compulsory process if it appears that a ma-
jority vote will be forthcoming. The Com-
mittee would obviously have a much easier 
time making our case for enforcement of 
subpoenas against the telephone companies 
which do not have the plea of executive 
privilege. That may ultimately be the course 
of least resistance. 

We press this issue in the context of re-
peated stances by the Administration on ex-
pansion of Article II power, frequently at the 
expense of Congress’s Article I authority. 
There are the Presidential signing state-
ments where the President seeks to cherry- 
pick which parts of the statute he will fol-
low. There has been the refusal of the De-
partment of Justice to provide the necessary 
clearances to permit its Office of Profes-
sional Responsibility to determine the pro-
priety of the legal advice given by the De-
partment of Justice on the electronic sur-
veillance program. There is the recent Exec-
utive Branch search and seizure of Congress-
man Jefferson’s office. There are recent and 
repeated assertions by the Department of 
Justice that it has the authority to crimi-
nally prosecute newspapers and reporters 
under highly questionable criminal statutes. 

All of this is occurring in the context 
where the Administration is continuing 
warrantless wiretaps in violation of the For-

eign Intelligence Surveillance Act and is pre-
venting the Senate Judiciary Committee 
from carrying out its constitutional respon-
sibility for Congressional oversight on con-
stitutional issues. I am available to try to 
work this out with the Administration with-
out the necessity of a constitutional con-
frontation between Congress and the Presi-
dent. 

Sincerely, 
ARLEN SPECTER. 

EXHIBIT 2 

THE VICE PRESIDENT, 
Washington, DC, June 8, 2006. 

Hon. ARLEN SPECTER, 
Chairman, Committee on the Judiciary, U.S. 

Senate, Washington, DC. 
DEAR MR. CHAIRMAN: This is in response to 

your letter of June 7, 2006 concerning the 
Terrorist Surveillance Program (TSP) the 
Administration has described. The commit-
ment in your letter to work with the Admin-
istration in a non-confrontational manner is 
most welcome and will, of course, be recip-
rocated. 

As recently as Tuesday of this week, I reit-
erated that, as the Administration has said 
before, while there is no need for any legisla-
tion to carry out the Terrorist Surveillance 
Program, the Administration will listen to 
the ideas of legislators about terrorist sur-
veillance legislation and work with them in 
good faith. Needless to say, that includes 
you, Senator DeWine and others who have 
ideas for such legislation. The President ulti-
mately will have to make a decision whether 
any particular legislation would strengthen 
the ability of the Government to protect 
Americans against terrorists, while pro-
tecting the rights of Americans, but we be-
lieve the Congress and the Administration 
working together can produce legislation to 
achieve that objective, if that is the will of 
the Congress. 

Having served in the executive branch as 
chief of staff for one President and as Sec-
retary of Defense for another, having served 
in the legislative branch as a Representative 
from Wyoming for a decade, and serving now 
in a unique position under the Constitution 
with both executive functions and legislative 
functions, I fully understand and respect the 
separate constitutional roles of the Congress 
and the Presidency. Under our constitutional 
separation between the legislative powers 
granted to Congress and the executive power 
vested exclusively in the Presidency, dif-
ferences of view may occur from time to 
time between the branches, but the Govern-
ment generally functions best when the leg-
islative branch and the executive branch 
work together. And I believe that both 
branches agree that they should work to-
gether as Congress decides whether and how 
to pursue further terrorist surveillance legis-
lation. 

Your letter addressed four basic subjects: 
(1) the legal basis for the TSP; (2) the Admin-
istration position on legislation prepared by 
you relating to the TSP; (3) provision of in-
formation to Congress about the TSP; and (4) 
communications with Senators on the Judi-
ciary Committee about the TSP. 

The executive branch has conducted the 
TSP, from its inception on October 4, 2001 to 
the present, with great care to operate with-
in the law, with approval as to legality of 
Presidential authorizations every 45 days or 
so by senior Government attorneys. The De-
partment of Justice has set forth in detail in 
writing the constitutional and statutory 
basis, and related judicial precedents, for 
warrantless electronic surveillance under 
the TSP to protect against terrorism, and 
that information has been made available to 
your Committe and to the public. 
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Your letter indicated that you have repeat-

edly requested an Administration position 
on legislation prepared by you relating to 
the TSP program. If you would like a formal 
Administration position on draft legislation, 
you may at any time submit it to the Attor-
ney General, the Director of National Intel-
ligence, or the Director of the Office of Man-
agement and Budget (OMB) for processing, 
which will produce a formal Administration 
position. Before you do so, however, it might 
be more productive for executive branch ex-
perts to meet with you, and perhaps Senator 
DeWine or other Senators as appropriate, to 
review the various bills that have been intro-
duced and to share the Administration’s 
thoughts on terrorist surveillance legisla-
tion. Attorney General Alberto R. Gonzales 
and Acting Assistant Attorney General for 
the Office of Legal Counsel Steven G. 
Bradbury are key experts upon whom the ex-
ecutive branch would rely for this purpose. I 
will ask them to contact you promptly so 
that the cooperative effort can proceed 
apace. 

Since the earliest days of the TSP, the ex-
ecutive branch has ensured that, consistent 
with the protection of the sensitive intel-
ligence sources, methods and activities in-
volved, appropriate members of Congress 
were briefed periodically on the program. 
The executive branch kept principally the 
chairman and ranking members of the con-
gressional intelligence committees informed 
and later included the congressional leader-
ship. Today, the full membership of both the 
House Permanent Select Committee on In-
telligence and the Senate Select Committee 
on Intelligence (including four Senators on 
that Committee who also serve on your Judi-
ciary Committee) are fully briefed on the 
program. As a matter of inter-branch comity 
and good executive-legislative practice, and 
recognizing the vital importance of pro-
tecting U.S. intelligence sources, methods 
and activities, we believe that the country as 
a whole, and the Senate and the House re-
spectively, are best served by concentrating 
the congressional handling of intelligence 
matters within the intelligence committees 
of the Congress. The internal organization of 
the two Houses is, of course, a matter for the 
respective Houses. Recognizing the wisdom 
of the concentration within the intelligence 
committees, the rules of the Senate (S. Res. 
400 of the 94th Congress) and the House (Rule 
X, cl. 11) creating the intellgence commit-
tees mandated that the intelligence commit-
tees have cross-over members who also serve 
on the judiciary, foreign/international rela-
tions, armed services, and appropriations 
committees. 

Both in performing the legislative func-
tions of the Vice Presidency as President of 
the Senate and in performing executive func-
tions in support of the President, I have fre-
quent contact with Senators, both at their 
initiative and mine. We have found such con-
tacts helpful in maintaining good relations 
between the executive and legislative 
branches and in advancing legislation that 
serves the interests of the American people. 
The respectful and candid exchange of views 
is something to be encouraged rather than 
avoided. Indeed, recognizing the importance 
of such communication, the first step the 
Administration took, when it learned that 
you might pursue use of compulsory process 
in an attempt to force testimony that may 
involve extremely sensitive classified infor-
mation, was to have one of the Administra-
tion’s most senior officials, the Chief of Staff 
to the President of the United States, con-
tact you to discuss the matter. Thereafter, I 
spoke with a number of other Members of 
the Senate Leadership and the Judiciary 
Committee. These communications are not 
unusual—they are the Government at work. 

While there may continue to be areas of 
disagreement from time to time, we should 
proceed in a practical way to build on the 
areas of agreement. I believe that other Sen-
ators and you, working with the executive 
branch, can find the way forward to enact-
ment of legislation that would strengthen 
the ability of the Government to protect 
Americans against terrorists while con-
tinuing to protect the rights of Americans, if 
it is the judgment of Congress that such leg-
islation should be enacted. We look forward 
to working with you, knowing of the good 
faith on all sides. 

Sincerely, 
DICK CHENEY. 

Mr. LEAHY. Mr. President, I know 
the Senator from Connecticut has the 
floor at this point, but I wonder if he 
will yield to me for about another 
minute. 

Mr. DODD. Absolutely. 
Mr. LEAHY. Mr. President, I appre-

ciate the comments of the distin-
guished senior Senator from Pennsyl-
vania. I have enjoyed my work with 
him. Of course, we have been friends 
from the time we first met when we 
were both young prosecutors. 

Mr. SPECTER. Younger prosecutors. 
Mr. LEAHY. I note that my amend-

ment on the Judiciary Committee bill 
does not preclude a debate on the ques-
tion of immunity for the telecommuni-
cations carriers. It speaks to what the 
FISA Court can or should do with this 
new surveillance authority. 

If my amendment is voted down, sev-
eral parts of it will be debated again. 
Many parts of this amendment will be 
germane after cloture, and we will be 
debating those as separate amend-
ments. On the immunity issue, there 
will be an amendment by the distin-
guished Senator from Pennsylvania 
and the distinguished Senator from 
Rhode Island on the issue of substi-
tution. We will vote either up or down 
on that amendment. My amendment is 
about the oversight of the FISA Court 
and Congress. 

I understand the position of the Sen-
ator from Pennsylvania, but I hope he 
will look carefully at a number of the 
provisions in this bill. If he is unable to 
vote for the overall amendment, I hope 
he will support many of its provisions 
in separate amendments. 

I have taken the time of the Senator 
from Connecticut who has worked with 
me and has been one of the leading 
voices on the important issue of over-
sight for electronic surveillance. We all 
want to be able to collect as much in-
telligence as we can against those who 
would act against the United States of 
America, but we have also lived long 
enough to see the danger when there 
are not enough checks on the govern-
ment. We remember COINTELPRO and 
other circumstances where the govern-
ment has used the great resources of 
this country not against enemies but 
against Americans. No voice in this 
body has been stronger on that issue 
than the distinguished senior Senator 
from Connecticut. 

I yield the floor. 
Mr. DODD. Mr. President, I thank 

both my colleague from Vermont, the 

chairman of the committee, and the 
Senator from Pennsylvania as well. I 
arrived in this body in January of 1981 
with a very engaged Senator from 
Pennsylvania as a new Member that 
day in January of 1981. The Senator 
from Vermont had already been here 
for a term. They do a tremendous job, 
and their voices are worth listening to 
on matters affecting civil liberties and 
the rule of law. 

I spoke at some length last evening 
and back in December on the issue of 
the Foreign Intelligence Surveillance 
Act amendments and what I consider 
to be the most egregious provision in 
the Intelligence Committee bill: retro-
active immunity for the telecommuni-
cations companies that may have 
helped this administration break the 
law. I have objected to that immunity 
on very specific grounds because it 
would cover an immense alleged viola-
tion of trust, privacy, and civil lib-
erties. 

But even more importantly, immu-
nity is wrong because of what it rep-
resents: a fatal weakening of the rule 
of law that shuts out our independent 
judiciary and concentrates all the 
power in the hands of one branch—the 
executive branch. 

We know there has been a pattern of 
behavior over the past 6 or 7 years. As 
I said last evening on this floor, had 
this been the first instance of an ad-
ministration overreaching, candidly, I 
would have had some difficulty in ob-
jecting to the Intelligence Committee’s 
proposal. If the alleged violation had 
been limited to a period of a few 
months, 6 months, a year even after 
9/11, I might not have objected. 

But all of us in this Chamber know 
there has been a 6 or 7 year pattern of 
this administration’s abuses against 
the rule of law and civil liberties. And 
this alleged violation went on not for 6 
months or a year but for 5 years—and 
it would still be ongoing today had it 
not been for a whistleblower in an arti-
cle in a major publication, which re-
vealed this program’s ongoing activi-
ties to literally vacuum—and I am not 
exaggerating when I say ‘‘vacuum’’— 
every telephone conversation, fax, and 
e-mail of millions of people in this 
country. I would object to retroactive 
immunity not just in this administra-
tion but in any administration, Demo-
cratic or Republican, that sought im-
munity to this extent, that sought to 
concentrate such power in the hands of 
the executive branch. 

The Founders of this great Republic 
strenuously argued for a process that 
concentrates power not in one branch 
but provides a balance of that power, a 
tension, if you will, between the judi-
cial, the legislative, and the executive 
branches. To grant such power to one 
branch, as this bill seeks to do, is a 
dangerous step. And it would be no 
matter which administration requested 
it. 

The Foreign Intelligence Surveil-
lance Act, as we have seen, was written 
precisely to resist that concentration. 
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When we divide power responsibly, ter-
rorist surveillance is not weakened; it 
is strengthened, Mr. President, made 
more judicious, more legitimate, and 
less subject to the abuse that saps pub-
lic trust. I firmly believe any changes 
to this FISA bill must be in keeping 
with the original spirit of shared pow-
ers and the respect of the rule of law. 

If we act wisely, as every previous 
Congress has for 30 years when amend-
ing the Foreign Intelligence Surveil-
lance Act, then I think we can ensure 
terrorist surveillance remains inside 
the law—not an exception to it. The 
Senate should pass a bill doing just 
that. 

But the FISA Amendments Act, as it 
comes to us from the Intelligence Com-
mittee, is not that bill, Mr. President. 
Its safeguards against abuse, against 
the needless targeting of ordinary 
American citizens, are far too weak. 
The power it concentrates in the hands 
of the executive branch is far too ex-
pansive. However, the Senate also has 
before it a version of a bill that em-
bodies a far greater respect for the rule 
of law, and that is the proposal before 
us at this hour, offered by the chair-
man of the Judiciary Committee, Sen-
ator PATRICK LEAHY of Vermont. Both 
versions of the bill—both versions—au-
thorize the American President to con-
duct overseas surveillance without in-
dividual warrants. 

Both of these bills allow the Presi-
dent of the United States to submit his 
procedures for this new kind of surveil-
lance for the review of the FISA Court 
after those procedures are already in 
place. But only one version of the bill 
balances these significant new powers 
with real oversight from the Congress 
and the courts, and that is the Leahy 
amendment. 

That is the balance we need to strike. 
That is what every Congress has done 
for three decades—for three decades— 
with over 35 different changes to this 
bill, since its adoption in the late 1970s, 
passing every Congress almost unani-
mously, with the approval of Demo-
crats and Republicans alike, balancing 
the tension between our determination 
to keep us safe from those who would 
do us harm with our need to protect 
the rule of law and the rights of the 
American people. That is the tension, 
that is the balance that we have struck 
over the last 30 years. 

After three decades of maintaining 
that long-held balance, we are about to 
deviate from it. The intelligence 
version of this legislation, I am afraid, 
is a bill of token oversight and very 
weak protections for innocent Ameri-
cans. Specifically, the intelligence 
version of the bill fails on five specific 
counts. 

First, its safeguards against the tar-
geting of Americans—its minimization 
procedures—are insufficient. The Intel-
ligence Committee bill significantly 
expands the President’s surveillance 
power while leaving the checks on that 
power unchanged. The intelligence 
version provides practically no deter-

rent against excessive domestic spying 
and no consequences if the court finds 
that the President’s—any President’s— 
minimization procedures are lacking. 
If his targeting procedures are found 
lacking, the President hardly has to 
worry. They administration can keep 
and share all the information it has ob-
tained, and it can continue its actions 
all the way through the judicial review 
process, which can take months, if not 
years. 

It should be clear to all of us that 
real oversight includes the power of en-
forcement. The Intelligence Commit-
tee’s bill offers us the semblance of ju-
dicial oversight—but not the real 
thing. Imagine, if you will, a judge con-
victing a bank robber and then letting 
him keep the loot he stole, as long as 
he promises to never, ever, ever do it 
again. That might as well be the Intel-
ligence version of the bill. 

In fact, the Intelligence version 
would allow the President to imme-
diately target anyone on a whim. Wire-
tapping could start even before the 
court has approved it. In the Intel-
ligence Committee bill, oversight is ex-
actly where the President likes it— 
after the fact. Don’t get me wrong, Mr. 
President, when a President—any 
President—needs immediate emer-
gency authority to begin wiretapping, 
that President should have it. All of us, 
I think, agree with that. We find that 
obvious. 

The question is what to do in those 
cases that aren’t emergencies—because 
not every case is an emergency. In 
those cases, I believe there is no reason 
that the court shouldn’t give advice 
and approval beforehand. President 
Bush disagrees. He believes in a perma-
nent state of emergency. 

Second, the Intelligence Committee 
bill fails to protect American citizens 
from reverse targeting—the practice of 
targeting a foreign person on false pre-
tenses without a warrant in order to 
collect the information on an Amer-
ican on the other end of the conversa-
tion. Reverse targeting, according to 
Admiral McConnell, the Director of 
National Intelligence, says: 

It is not legal. It would be a breach of the 
fourth amendment. 

That is according to the Director of 
National Intelligence. He is absolutely 
correct, of course, which is why it is so 
vital the FISA bill before us contain 
strong enforceable protections against 
reverse targeting. Unfortunately, the 
Intelligence Committee version doesn’t 
have one. 

Third, the intelligence version, by 
purporting to end warrantless wire-
tapping of Americans, might actually 
allow it to continue unabated. That is 
because the bill lacks strong exclu-
sivity language—language stating that 
FISA is the only controlling law for 
foreign intelligence surveillance. With 
that provision in place, surveillance 
has a place inside the rule of law. With-
out it, there is no such guarantee, Mr. 
President. 

Who knows what specious rationale 
this or any administration might cook 

up for lawless spying? The last time, as 
we have seen, Alberto Gonzalez—laugh-
ably, I might add, if it weren’t so trag-
ic—tried to find grounds for 
warrantless wiretapping in the author-
ization of force against Afghanistan. 
Those are the legal lengths to which 
this administration has proved willing 
and able to go to in order to achieve its 
goals. 

As I mentioned last evening, Senator 
Daschle, the former majority leader, 
who was deeply involved in the nego-
tiations of the authorization language 
to use force in Afghanistan, wrote an 
op-ed piece absolutely debunking the 
argument that any part of that nego-
tiation included granting the adminis-
tration the power to conduct 
warrantless wiretaps. He was offended 
by the suggestion that somehow we in 
this Congress, on a vote of 98 to noth-
ing, gave the administration the power 
to conduct warrantless wiretappings. 
He was directly involved in those nego-
tiations. It never, ever, ever came up. 
It is offensive that Alberto Gonzalez 
argued that Afghanistan justified 
warrantless wiretapping is offensive— 
but it is a good example, Mr. President, 
of what can happen if you don’t have 
exclusivity. 

FISA is the vehicle, and has been for 
30 years, by which we allow for war-
rants to be granted to conduct surveil-
lance when America is threatened. 
What is next without strong exclu-
sivity language? The Intelligence Com-
mittee version of the bill would leave 
that question hanging over our heads. 

Fourth, Mr. President, unlike the 
Leahy amendment, the Intelligence 
Committee version of the bill lacks 
strong protections against what is 
called ‘‘bulk collection’’—the 
warrantless collection of all overseas 
communications, a massive dragnet 
with the potential to sweep up thou-
sands or even millions of Americans, 
without cause. Today, bulk collection 
is not feasible. But Admiral McConnell 
said: 

It would be authorized, if it were phys-
ically possible to do so. 

Before any administration has that 
chance, I think it is important that we 
should clearly and expressly prohibit 
such an unprecedented violation of pri-
vacy. The intelligence version fails to 
do so. 

In fact, I would suggest that the pre-
vious collection of data by the telecom 
industry, in fact, nearly approached 
such bulk collection: as we now know, 
millions and millions and millions of 
faxes, of e-mails, and of phone con-
versations were swept up over 5 years, 
without any warrants whatsoever. 

Now, the legality of that is an unan-
swered question—but we are never 
going to know the answer if we grant 
retroactive immunity. We would shut 
the door forever on determining wheth-
er it was legal. 

Even though global bulk collection is 
not yet feasible, we have already seen a 
vacuum operation sweep up millions of 
conversations, e-mails, and faxes. So 
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we know the will for true bulk collec-
tion is there, and the Director of Na-
tional Intelligence has admitted as 
much. So failure of the Intelligence 
version of the bill to prohibit bulk col-
lection ought to cause us all some con-
cern. 

Fifth, and finally, Mr. President, the 
intelligence committee version of the 
bill stays in effect until 2013, through 
the next Presidential term and into the 
next one after that. Compare that to 
the 4-year sunset in the Leahy amend-
ment. I believe that, when making such 
a dramatic change in the Nation’s ter-
rorist surveillance regime, we ought to 
err on the side of some caution. Once 
the new regime has been tested, once 
its effectiveness against terrorism and 
its compromises of privacy have been 
weighed, we deserve to have this debate 
again. Hopefully we will all be more in-
formed when that happens; I trust that 
it will be a much less speculative de-
bate. 

And there is another advantage to 
coming back to this bill with greater 
frequency. We are learning painfully 
that the abilities those who would do 
us harm are growing more sophisti-
cated year by year. We need to be flexi-
ble, as well. To not allow for a review 
of this legislation until 2013, except 
under extraordinary circumstances, 
locks us in place for far too long. We 
ought to come back and review wheth-
er we are facing additional problems 
that didn’t exist even a year ago, given 
the warp speed with technology 
changes globally. We shouldn’t wait 6 
years. Given the ever-changing ter-
rorist threats we face, taking another 
look at this bill sooner is in our secu-
rity interest. 

Mr. President, I said last evening 
that I admire the work of Senator 
ROCKEFELLER and Senator BOND, and 
the members of the Intelligence Com-
mittee. And I know people say, ‘‘Oh, 
you are just being collegial.’’ But this 
is not easy work. I know they struggle 
with these issues, and I don’t want my 
criticism to be interpreted to suggest 
that I don’t respect the work they do. 
I clearly respect it. 

But this is such a critical issue, and 
maybe I have more of a passion about 
it, because it is so important. Once you 
begin to accept expanded executive 
power, it is so easy to move to the next 
step and the next step—and we have to 
be so careful about that. 

We are mere custodians, those of us 
who serve here, over our rights and the 
rule of law. We are relying on the work 
of those who have preceded us. And I 
think all of us admire immensely what 
various Congresses have done over 
three decades since the adoption of the 
original FISA bill, which was done in a 
bipartisan, almost unanimous fashion. 
But the issue we face today is historic. 
It is not something that began just 
after 9/11. The tension between keeping 
us safe and protecting our rights has 
been an ongoing debate for more than 
two centuries, and it will be a contin-
uous debate. 

It will be a contentious debate. But 
striking that balance is what is so im-
portant. And the temptation to err on 
one side of that balance is so strong. 
James Madison warned more than two 
centuries ago that our willingness to 
give up domestic rights is always con-
tingent upon the fear of what happens 
abroad. So while all of us here want to 
make sure we are doing everything to 
keep our country secure, we do not 
want to be willing to give up the basic 
rule of law here, and denigrate the im-
portance of those rights. 

It is very dangerous to confront the 
people of this country with a choice be-
tween rights and security. It is a false 
choice. In truth, we become more se-
cure when we protect our rights. We 
have learned that over the years. And 
if we forget that lesson now, I believe 
we will come to deeply, deeply regret 
it. 

This bill, the Intelligence Committee 
bill, reduces court oversight merely to 
the point of symbolism. It allows the 
targeting of Americans on false pre-
tenses. It opens us up to new, twisted 
rationales for warrantless wiretapping, 
the very thing it ought to prevent. It 
would allow bulk collection as soon as 
this administration—or any adminis-
tration—has the wherewithal to do it. 

Mr. President, we are letting this de-
bate become one of Republicans versus 
Democrats, liberals versus conserv-
atives. But the Constitution is not a 
partisan document. It is a document 
which all of us embrace. It deeply trou-
bles me that we have allowed things to 
come to this point instead of insisting 
that we can find the wisdom and the 
ability to keep America safe without 
compromising the rule of law. 

In sum, the Intelligence version is 
entirely too trusting a bill, and not 
just for this administration. People 
say: If there were a Democrat sitting in 
the White House, you would not be say-
ing this. Yes, I would. If any Democrat 
tried to do this, I would speak just as 
passionately, maybe more so, offended 
that someone I thought I shared some 
values with was suggesting a similar 
course of action. 

My concern with what we are doing 
is not just about the next year; it is for 
the years and years and years to come, 
for the precedent we are setting, not 
only for this administration, but for all 
those that will follow. 

So my passion about this is not root-
ed in partisanship; it is rooted in my 
deep conviction that abandoning or un-
dermining the rule of law—we don’t 
have the right to do that. We are tem-
porary custodians of the Constitution 
of the United States. 

So the Intelligence version is too 
trusting, as I said. With its immunity 
provisions, with its wiretapping provi-
sions, it simply responds to the execu-
tive branch’s offer of ‘‘trust me’’ with 
an all-too-eager to say ‘‘yes.’’ 

I leave my colleagues with a simple 
question: Has that trust been earned, 
not just by this President, by any 
President? What would our Founders 

think? Why did they craft a system 
which insisted that there be a judicial, 
a legislative, and an executive branch? 
If we walk away from that balance, 
then we walk away from the very trust 
we were endowed with by those who 
elected us to this office and the oath 
we took here. 

So I urge my colleagues to support 
the substitute being offered by Senator 
LEAHY. 

Again, I commend Senator ROCKE-
FELLER and Senator BOND and members 
of that committee who worked hard at 
it. There are a lot of good ideas, out-
side of immunity, in the Intelligence 
Committee version of the bill. I think 
we can improve it; and the Leahy 
amendment does that. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Georgia. 
Mr. CHAMBLISS. Mr. President, 

while I have great admiration and re-
spect for my friend from Connecticut, 
this is an issue upon which we simply 
disagree. 

I rise today in opposition to the Judi-
ciary substitute amendment to S. 2248, 
the FISA Amendments Act. 

This legislation would strike, in its 
entirety, the bipartisan bill voted out 
of the Intelligence Committee by a 13- 
to-2 vote and replace it with a bill full 
of limitations on our foreign intel-
ligence collection. 

There are serious differences between 
the Judiciary Committee’s substitute 
and the bill voted out of the Intel-
ligence Committee. The Intelligence 
Committee bill is the result of a long 
drafting process where the committee 
reviewed the classified mechanisms 
under which FISA operates. As a re-
sult, the bill reflects the minimum 
tools our intelligence community 
needs to improve our foreign intel-
ligence collection. Some of the provi-
sions of the Judiciary bill seem to ig-
nore the needs of our intelligence ana-
lysts and instead seek to hamper our 
ability to protect the Nation from hos-
tile foreign intelligence collection and 
terrorists. 

I believe the Judiciary Committee 
bill is seriously flawed, and I would 
like to highlight just two examples of 
how seriously flawed this amendment 
is. 

First, it seeks to impose an unrea-
sonable new restriction on the use of 
foreign intelligence information. 

If the FISA Court finds the mini-
mization procedure is deficient in some 
manner, information, including infor-
mation not concerning U.S. persons ob-
tained or derived from those acts, may 
not be kept. Our intelligence commu-
nity analysts have used and complied 
with minimization standards for over 
25 years. They know how to do it. They 
are familiar with when and how to 
minimize information in order to pro-
tect the identity of U.S. persons. 

It is important to point out that 
minimization is used when dissemi-
nating important foreign intelligence. 
In other words, an intelligence analyst 
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has determined that the information 
contains relevant foreign intelligence. 
Under the Judiciary Committee provi-
sion, if the FISA Court determines that 
the general proscriptions on how to 
minimize need improvement, the intel-
ligence community may not use any 
previously gathered intelligence. This 
allows the FISA Court to second-guess 
trained analysts. The FISA Court’s 
own opinion from December 11, 2007, 
recognizes that the executive branch 
has the expertise in national security 
matters, that the court should not 
make judgments as to which particular 
surveillances should be conducted. 

Second, the Judiciary Committee 
amendment contains no provision for 
retroactive or prospective immunity 
for communications providers. 

After careful review of the Presi-
dent’s terrorist surveillance program, a 
bipartisan majority of the Intelligence 
Committee believed that providing our 
telecommunications service providers 
immunity for their assistance to the 
Government is absolutely necessary. 

I think without question this is such 
a critical part of the bill that came out 
of the Intelligence Committee for all of 
the right reasons. The Intelligence 
Committee heard testimony and re-
viewed the President’s specific intel-
ligence program. The President grant-
ed the committee members and staff 
access to the legal memoranda and 
other documents related to this pro-
gram. As stated in the committee re-
port accompanying this legislation, the 
committee determined: 

That electronic communication service 
providers acted on a good faith belief that 
the President’s program, and their assist-
ance, was lawful. 

The committee reviewed correspondence 
sent to the electronic communication serv-
ice providers stating that the activities re-
quested were authorized by the President 
and determined by the Attorney General to 
be lawful, with the exception of one letter 
covering a period of less than 60 days, in 
which the Counsel to the President certified 
the program’s lawfulness. 

The statement continues: 
The committee concluded that granting li-

ability relief to the telecommunications pro-
viders was not only warranted, but required 
to maintain the regular assistance our intel-
ligence and law enforcement professionals 
seek from them. Although I believe that the 
President’s program was lawful and nec-
essary, this bill makes no such determina-
tion. This is not a review or commentary on 
the President’s program. 

I urge my colleagues to support the 
determinations of the Intelligence 
Committee, which is charged with reg-
ularly reviewing the intelligence ac-
tivities of the United States and all of 
the agencies included within the intel-
ligence community. Providing our tele-
communications carriers with liability 
relief is the necessary and responsible 
action for Congress to take. 

The Government often needs assist-
ance from the private sector in order to 
protect our national security, and in 
return, they should be able to rely on 
the Government’s assurances that the 
assistance they provide is lawful and 

necessary for our national security. As 
a result of this assistance, America’s 
telecommunications carriers should 
not be subject to costly legal battles. 

This is not the last time that the pri-
vate sector is going to be asked to 
come to the aid of the American people 
in protecting us on a matter of na-
tional security. There will be other 
days when the private sector will be 
called upon by the Government to act 
in concert and in partnership to pro-
tect the American public. If we do not 
grant immunity in this particular in-
stance, should we expect the private 
sector to be cooperative with us in the 
future? I think the answer to that is 
pretty clear. 

That was the gist of the bipartisan 
discussion and agreement within the 
Intelligence Committee about the main 
reason why, if no other reason, we 
should seriously look and give the im-
munity to the telecommunications pro-
viders that may have been involved in 
this situation. 

I urge my colleagues to reject the Ju-
diciary Committee substitute amend-
ment, which contains numerous prob-
lematic provisions which will hamper 
and try to micromanage our intel-
ligence collection, and support the 
carefully crafted bipartisan bill passed 
out of the Intelligence Committee. 

Mr. President, I suggest the absence 
of a quorum and ask unanimous con-
sent the time be equally divided on 
both sides. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The clerk will call the roll. 
The bill clerk proceeded to call the 

roll. 
Mr. BOND. Mr. President, I ask unan-

imous consent that the order for the 
quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. BOND. Mr. President, I will be 
speaking more at about 1:30 on the Ju-
diciary Committee substitute, but I 
thought I would clarify a few concerns 
that have been raised that I have 
heard. I know there are a number of 
Members coming down, and I do not 
want to hold them up, but I do want to 
point out that my good friend, the sen-
ior Senator from Pennsylvania, was 
concerned that the President’s ter-
rorist surveillance program was not 
briefed to Members of Congress. It is 
my understanding it was briefed to the 
leadership of the Intelligence Com-
mittee and the leadership on both 
sides. Personally, I would have pre-
ferred that more Members be briefed, 
but it is my understanding that when 
these leaders were briefed, it was their 
view that in light of the urgency and 
the need and the difficulties of explain-
ing what we were going to do prior to— 
which could delay the implementation 
of the terrorist surveillance program, 
that it was a consensus of these meet-
ings that the President should not 
bring a measure before Congress modi-
fying FISA to take account of the new 
means of electronic surveillance and 
electronic communication. 

Secondly, my good friend, the senior 
Senator from Connecticut, in his com-
ments urged that we ban reverse tar-
geting. I would call his attention to 
section 703(b), subparagraph 2 and sub-
paragraph 3, which do explicitly ban 
targeting of overseas terrorist activi-
ties in order to gain information on 
U.S. persons. That is explicitly banned. 

The Senator from Connecticut also 
spoke warmly of the exclusive test that 
existed in FISA from the period from 
1978 forward. 

We have included in the bill the ex-
clusive means test that worked for 
some 30 years. That is in section 102. 
Without getting into classified infor-
mation, we can say that this bill does 
not allow our intelligence community 
to listen in on conversations or read 
mail unless those persons are afforded 
the protection of the Intelligence Com-
mittee bill. To clarify that, the collec-
tion is carefully limited and overseen. 
There have been comments that the 
collection efforts by the NSA are not 
subject to oversight. I can only suggest 
to the people who have raised those 
concerns to ask members of the Intel-
ligence Committee how much time we 
have spent looking into electronic sur-
veillance. I can assure them that we 
enjoy looking into all these issues. We 
do so on a continuing basis. We have 
done so extensively over the last 9 
months. I am sure they can count on us 
continuing to exercise that oversight. 
The Intelligence Committee has been 
set up specifically to review all of the 
intelligence collection methods of our 
intelligence community. They do a 
great job. We look over their shoulders 
and suggest ways they can improve the 
collection and analysis and also take 
steps to ensure they stay carefully 
within the boundaries of the Constitu-
tion and the laws that apply to them. 
With respect to collection methods 
such as 12333, we also oversee that as 
well. 

So the people of America can be as-
sured that the laws, the Constitution, 
and the regulations are being complied 
with. That is our job in the Intel-
ligence Committee. We intend to con-
tinue to do so. I didn’t want to leave 
without clarification of the suggestion 
that some of these matters were not 
attended to. 

I see my colleague from Utah. I 
thank him for his great work. He is not 
only a valuable member of the Intel-
ligence Committee but his work on the 
Judiciary Committee reflects his keen 
understanding and devotion to ensur-
ing that we do a proper job of oversight 
and legislation when it comes to these 
very important collection methods. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Utah. 
Mr. HATCH. Mr. President, I thank 

my dear colleague from Missouri for 
the leadership he has provided, along 
with Senator ROCKEFELLER, on the In-
telligence Committee and throughout 
this process. We ought to be listening 
to him. This is a very important bill, 
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one of the most important in the his-
tory of the country, and we have to get 
it right. I congratulate him and thank 
him for the hard work he has done, and 
also Senator ROCKEFELLER who, as 
chairman of the committee, led us in 
this matter. 

As the only Republican on both the 
Intelligence and Judiciary Commit-
tees, I have been very involved in the 
process of developing the FISA mod-
ernization bill with a unique under-
standing of the journey this bill has 
taken through the Senate. I continue 
to express my full support for the bill 
as passed out of the Intelligence Com-
mittee and encourage my colleagues to 
reject the risky and problematic Judi-
ciary substitute amendment. 

The seeds of discontent with the Ju-
diciary substitute were sown from the 
very beginning of that committee’s 
consideration. Late in the afternoon 
the day before the markup, a Judiciary 
substitute amendment was circulated 
that replaced the entire first title of 
the Intelligence Committee-reported 
bill. This substitute included 10 Demo-
cratic amendments and no Republican 
amendments. It was eventually adopt-
ed on a party-line vote. Unfortunately, 
the careful bipartisan balance crafted 
by the Intelligence Committee was ir-
revocably altered and effectively nul-
lified by partisan maneuvering. The 
Judiciary Committee was not able to 
coalesce to advance a compromise bill, 
as evidenced by the consistent 10-to-9 
party-line votes on amendments and 
final passage. These votes typified the 
approach the Judiciary Committee un-
dertook. 

We know that this bill, like all na-
tional security legislation, needs bipar-
tisan support to pass. The Judiciary 
substitute simply doesn’t have it. I re-
mind my colleagues that on November 
14, 2007, Attorney General Mukasey and 
Director of National Intelligence 
McConnell sent a letter to the chair-
man and ranking member of the Judi-
ciary Committee stating: 

If the Judiciary substitute is part of a bill 
that is presented to the President, we and 
the President’s other senior advisors will 
recommend that he veto the bill. 

In addition, on December 17, 2007, a 
statement of administration policy was 
distributed for S. 2248 which stated: 

If the Judiciary Committee substitute 
amendment is part of a bill that is presented 
to the President, the Director of National In-
telligence, the Attorney General, and the 
President’s other senior advisors will rec-
ommend that he veto the bill. 

Both of these letters illustrate exten-
sive problems with provisions included 
in the Judiciary substitute and in very 
specific terms. These warnings from 
the very people in the Government who 
are asked to protect us from terrorist 
threats should be heeded. We disregard 
these warnings at our own peril. 

I ask unanimous consent that both of 
these letters be printed in the RECORD. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 

STATEMENT OF ADMINISTRATION POLICY 
S. 2248—TO AMEND THE FOREIGN INTELLIGENCE 

SURVEILLANCE ACT OF 1978, TO MODERNIZE 
AND STREAMLINE THE PROVISIONS OF THAT 
ACT, AND FOR OTHER PURPOSES 
(Sen. Rockefeller (D–WV), Dec. 17, 2007) 

Protection of the American people and 
American interests at home and abroad re-
quires access to timely, accurate, and in-
sightful intelligence on the capabilities, in-
tentions, and activities of foreign powers, in-
cluding terrorists. The Protect America Act 
of 2007 (PAA), which amended the Foreign 
Intelligence Surveillance Act of 1978 (FISA) 
this past August, has greatly improved the 
Intelligence Community’s ability to protect 
the Nation from terrorist attacks and other 
national security threats. The PAA has al-
lowed us to close intelligence gaps, and it 
has enabled our intelligence professionals to 
collect foreign intelligence information from 
targets overseas more efficiently and effec-
tively. The Intelligence Community has im-
plemented the PAA under a robust oversight 
regime that has protected the civil liberties 
and privacy rights of Americans. Unfortu-
nately, the benefits conferred by the PAA 
are only temporary because the act sunsets 
on February 1, 2008. 

The Director of National Intelligence has 
frequently discussed what the Intelligence 
Community needs in permanent FISA legis-
lation, including two key principles. First, 
judicial authorization should not be required 
to gather foreign intelligence from targets 
located in foreign countries. Second, the law 
must provide liability protection for the pri-
vate sector. 

The Senate is considering two bills to ex-
tend the core authorities provided by the 
PAA and modernize FISA. In October, the 
Senate Select Committee on Intelligence 
(SSCI) passed a consensus, bipartisan bill (S. 
2248) that would establish a sound foundation 
for our Intelligence Community’s efforts to 
target terrorists and other foreign intel-
ligence targets located overseas. Although 
the bill is not perfect and its flaws must be 
addressed, it nevertheless represents a bipar-
tisan compromise that will ensure that the 
Intelligence Community retains the authori-
ties it needs to protect the Nation. Indeed, 
the SSCI bill is an improvement over the 
PAA in one essential way—it would provide 
retroactive liability protection to electronic 
communication service providers that are al-
leged to have assisted the Government with 
intelligence activities in the aftermath of 
September 11th. 

In sharp contrast to the SSCI’s bipartisan 
approach to modernizing FISA, the Senate 
Judiciary Committee reported an amend-
ment to the SSCI bill that would have dev-
astating consequences to the Intelligence 
Community’s ability to detect and prevent 
terrorist attacks and to protect the Nation 
from other national security threats. The 
Judiciary Committee proposal would degrade 
our foreign intelligence collection capabili-
ties. The Judiciary Committee’s amendment 
would impose unacceptable and potentially 
crippling burdens on the collection of foreign 
intelligence information by expanding FISA 
to restrict facets of foreign intelligence col-
lection never intended to be covered under 
the statute. Furthermore, the Judiciary 
Committee amendment altogether fails to 
address the critical issue of liability protec-
tion. Accordingly. if the Judiciary Commit-
tee’s substitute amendment is part of a bill 
that is presented to the President, the Direc-
tor of National Intelligence, the Attorney 
General, and the President’s other senior ad-
visors will recommend that he veto the bill. 

THE SENATE SELECT COMMITTEE ON 
INTELLIGENCE BILL 

Building on the authorities and oversight 
protections included in the PAA, the SSCI 

drafted S. 2248 to provide a sound legal 
framework for essential foreign intelligence 
collection in a manner consistent with the 
Fourth Amendment. As in the PAA, S. 2248 
permits the targeting of foreign terrorists 
and other foreign intelligence targets out-
side the United States based upon the ap-
proval of the Director of National Intel-
ligence and the Attorney General. 

The SSCI drafted its bill in extensive co-
ordination with Intelligence Community and 
national security professionals—those who 
are most familiar with the needs of the Intel-
ligence Community and the complexities of 
our intelligence laws. The SSCI also heard 
testimony from privacy experts in order to 
craft a balanced approach. As a result, the 
SSCI bill recognizes the importance of clar-
ity in laws governing intelligence oper-
ations. Although the Administration would 
strongly prefer that the provisions of the 
PAA be made permanent without modifica-
tion, the Administration engaged in exten-
sive consultation in the interest of achieving 
permanent legislation in a bipartisan man-
ner. 

The SSCI bill is not perfect, however. In-
deed, certain provisions represent a major 
modification of the PAA and will create ad-
ditional burdens for the Intelligence Commu-
nity, including by dramatically expanding 
the role of the FISA Court in reviewing for-
eign intelligence operations targeted at per-
sons located outside the United States, a 
role never envisioned when Congress created 
the FISA court. 

In particular, the SSCI bill contains two 
provisions that must be modified in order to 
avoid significant negative impacts on intel-
ligence operations. Both of these provisions 
are also included in the Judiciary Com-
mittee substitute, detailed further below. 

First, as part of the debate over FISA mod-
ernization, concerns have been raised regard-
ing acquiring information from U.S. persons 
outside the United States. Accordingly, the 
SSCI bill provides for FISA Court approval 
of surveillance of U.S. persons abroad. The 
Administration opposes this provision. 
Under executive orders in place since before 
the enactment of FISA in 1978, Attorney 
General approval is required before foreign 
intelligence surveillance and searches may 
be conducted against a U.S. person abroad 
under circumstances in which a person has a 
reasonable expectation of privacy. More spe-
cifically, section 2.5 of Executive Order 12333 
requires that the Attorney General find 
probable cause that the U.S. person target is 
a foreign power or an agent of a foreign 
power. S. 2248 dramatically increases the 
role of the FISA Court by requiring court ap-
proval of this probable cause determination 
before an intelligence operation may be con-
ducted beyond the borders of the United 
States. This provision imposes burdens on 
foreign intelligence collection abroad that 
frequently do not exist even with respect to 
searches and surveillance abroad for law en-
forcement purposes. Were the Administra-
tion to consider accepting FISA Court ap-
proval for foreign intelligence searches and 
surveillance of U.S. persons overseas, tech-
nical corrections would be necessary. The 
Administration appreciates the efforts that 
have been made by Congress to address these 
issues, but notes that while it may be willing 
to accept that the FISA Court, rather than 
the Attorney General, must make the re-
quired findings, limitations on the scope of 
the collection currently allowed are unac-
ceptable. 

Second, the Senate Intelligence Committee 
bill contains a requirement that intelligence 
analysts count ‘‘the number of persons lo-
cated in the United States whose commu-
nications were reviewed.’’ This provision 
would likely be impossible to implement. It 
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places potentially insurmountable burdens 
on intelligence professionals without mean-
ingfully protecting the privacy of Ameri-
cans, and takes scarce analytic resources 
away from protecting our country. The In-
telligence Community has provided Congress 
with a detailed classified explanation of this 
problem. 

Although the Administration believes that 
the PAA achieved foreign intelligence objec-
tives with reasonable and robust oversight 
protections, S. 2248, as drafted by the Senate 
Intelligence Committee, provides a workable 
alternative and improves on the PAA in one 
critical respect by providing retroactive li-
ability protection. The Senate Intelligence 
Committee bill would achieve an effective 
legislative result by returning FISA to its 
appropriate focus on the protection of pri-
vacy interests of persons inside the United 
States, while retaining our improved capa-
bility under PAA to collect timely foreign 
intelligence information needed to protect 
the Nation. 

THE SENATE JUDICIARY COMMITTEE PROPOSAL 
The Senate Judiciary Committee amend-

ment contains a number of provisions that 
would have a devastating impact on our for-
eign intelligence operations. 

Among the provisions of greatest concern 
are: 

An Overbroad Exclusive Means Provision 
That Threatens Worldwide Foreign Intel-
ligence Operations. Consistent with current 
law, the exclusive means provision in the 
SSCI’s bill addresses only ‘‘electronic sur-
veillance’’ and ‘‘the interception of domestic 
wire, oral, and electronic communications.’’ 
But the exclusive means provision in the Ju-
diciary Committee substitute goes much fur-
ther and would dramatically expand the 
scope of activities covered by that provision. 
The Judiciary Committee substitute makes 
FISA the exclusive means for acquiring 
‘‘communications information’’ for foreign 
intelligence purposes. The term ‘‘commu-
nications information’’ is not defined and po-
tentially covers a vast array of informa-
tion—and effectively bars the acquisition of 
much of this information that is currently 
authorized under other statues such as the 
National Security Act of 1947, as amended. It 
is unprecedented to require specific statu-
tory authorization for every activity under-
taken worldwide by the Intelligence Commu-
nity. In addition, the exclusivity provision in 
the Judiciary Committee substitute ignores 
FISA’s complexity and its interrelationship 
with other federal laws and, as a result, 
could operate to preclude the Intelligence 
Community from using current tools and au-
thorities, or preclude Congress from acting 
quickly to give the Intelligence Community 
the tools it may need in the aftermath of a 
terrorist attack in the United States or in 
response to a grave threat to the national se-
curity. In short, the Judiciary Committee’s 
exclusive means provision would radically 
reshape the intelligence collection frame-
work and is unacceptable. 

Limits on Foreign Intelligence Collection. 
The Judiciary Committee substitute would 
require the Attorney General and the Direc-
tor of National Intelligence to certify for 
certain acquisitions that they are ‘‘limited 
to communications to which at least one 
party is a specific individual target who is 
reasonably believed to be located outside the 
United States.’’ This provision is unaccept-
able because it could hamper U.S. intel-
ligence operations that are currently author-
ized to be conducted overseas and that could 
be conducted more effectively from the 
United States without harming U.S. privacy 
rights. 

Significant Purpose Requirement. The Ju-
diciary Committee substitute would require 

a FISA court order if a ‘‘significant purpose’’ 
of an acquisition targeting a person abroad 
is to acquire the communications of a spe-
cific person reasonably believed to be in the 
United States. If the concern driving this 
proposal is so-called ‘‘reverse targeting’’— 
circumstances in which the Government 
would conduct surveillance of a person over-
seas when the Government’s actual target is 
a person in the United States with whom the 
person overseas is communicating—that sit-
uation is already addressed in FISA today: If 
the person in the United States is the target, 
a significant purpose of the acquisition must 
be to collect foreign intelligence informa-
tion, and an order from the FISA court is re-
quired. Indeed, the SSCI bill codifies this 
longstanding Executive Branch interpreta-
tion of FISA. The Judiciary Committee sub-
stitute would place an unnecessary and de-
bilitating burden on our Intelligence Com-
munity’s ability to conduct surveillance 
without enhancing the protection of the pri-
vacy of Americans. 

Part of the value of the PAA, and any sub-
sequent legislation, is to enable the Intel-
ligence Community to collect expeditiously 
the communications of terrorists in foreign 
countries who may contact an associate in 
the United States. The Intelligence Commu-
nity was heavily criticized by numerous re-
views after September 11, including by the 
Congressional Joint Inquiry into September 
11, regarding its insufficient attention to de-
tecting communications indicating home-
land attack plotting. To quote the Congres-
sional Joint Inquiry: 

‘‘The Joint Inquiry has learned that one of 
the future hijackers communicated with a 
known terrorist facility in the Middle East 
while he was living in the United States. The 
Intelligence Community did not identify the 
domestic origin of those communications 
prior to September 11, 2001 so that additional 
FBI investigative efforts could be coordi-
nated. Despite this country’s substantial ad-
vantages, there was insufficient focus on 
what many would have thought was among 
the most critically important kinds of ter-
rorist-related communications, at least in 
terms of protecting the Homeland.’’ 

(S. Rept. No. 107–351, H. Rept. No. 107–792 at 
36.) To be clear, a ‘‘significant purpose’’ of 
Intelligence Community activities is to de-
tect communications that may provide 
warning of homeland attacks and that may 
include communication between a terrorist 
overseas who places a call to associates in 
the United States. A provision that bars the 
Intelligence Community from collecting 
these communications is unacceptable, as 
Congress has stated previously. 

Liability Protection. In contrast to the 
Senate Intelligence Committee bill, the Sen-
ate Judiciary Committee substitute would 
not protect electronic communication serv-
ice providers who are alleged to have as-
sisted the Government with communications 
intelligence activities in the aftermath of 
September 11th from potentially debilitating 
lawsuits. Providing liability protection to 
these companies is a just result. In its Con-
ference Report, the Senate Intelligence Com-
mittee ‘‘concluded that the providers . . . 
had a good faith basis for responding to the 
requests for assistance they received.’’ The 
Committee further recognized that ‘‘the In-
telligence Community cannot obtain the in-
telligence it needs without assistance from 
these companies.’’ Companies in the future 
may be less willing to assist the Government 
if they face the threat of private lawsuits 
each time they are alleged to have provided 
assistance. The Senate Intelligence Com-
mittee concluded that: ‘‘The possible reduc-
tion in intelligence that might result from 
this delay is simply unacceptable for the 
safety of our Nation.’’ Allowing continued 

litigation also risks the disclosure of highly 
classified information regarding intelligence 
sources and methods. In addition to pro-
viding an advantage to our adversaries by re-
vealing sources and methods during the 
course of litigation, the potential disclosure 
of classified information puts both the facili-
ties and personnel of electronic communica-
tion service providers and our country’s con-
tinued ability to protect our homeland at 
risk. It is imperative that Congress provide 
liability protection to those who cooperated 
with this country in its hour of need. 

The ramifications of the Judiciary Com-
mittee’s decision to afford no relief to pri-
vate parties that cooperated in good faith 
with the U.S. Government in the immediate 
aftermath of the attacks of September 11 
could extend well beyond the particular 
issues and activities that have been of pri-
mary interest and concern to the Com-
mittee. The Intelligence Community, as well 
as law enforcement and homeland security 
agencies, continue to rely on the voluntary 
cooperation and assistance of private par-
ties. A decision by the Senate to abandon 
those who may have provided assistance 
after September 11 will invariably be noted 
by those who may someday be called upon 
again to help the Nation. 

Mandates an Unnecessary Review of His-
torical Programs. The Judiciary Committee 
substitute would require that inspectors gen-
eral of the Department of Justice and rel-
evant Intelligence Community agencies 
audit the Terrorist Surveillance Program 
and ‘‘any closely related intelligence activi-
ties.’’ If this ‘‘audit’’ is intended to look at 
operational activities, there has been an on-
going oversight activity by the Inspector 
General of the National Security Agency 
(NSA) of operational activities and the Sen-
ate Intelligence Committee has that mate-
rial. Mandating a new and undefined ‘‘audit’’ 
will divert significant operational resources 
from current issues to redoing past audits. 
The Administration understands, however, 
the ‘‘audit’’ may in fact not be related to 
technical NSA operations. If it is the case 
that in fact the Judiciary Committee is in-
terested in historical reviews of legal issues, 
the provision is unnecessary. The Depart-
ment of Justice Inspector General and the 
Office of Professional Responsibility are al-
ready doing a comprehensive review. In addi-
tion, the phrase ‘‘closely related intelligence 
activities’’ would introduce substantial am-
biguities in the scope of this review. Finally, 
this provision would require the inspectors 
general to acquire ‘‘all documents relevant 
to such programs’’ and submit those docu-
ments with its report to the congressional 
intelligence and judiciary committees. The 
requirement to collect and disseminate this 
wide range of highly classified documents— 
including all those ‘‘relevant’’ to activities 
‘‘closely related’’ to the Terrorist Surveil-
lance Program—unnecessarily risks the dis-
closure of extremely sensitive information 
about our intelligence activities, as does the 
audit requirement itself. Taking such na-
tional security risks for a backwards-looking 
purpose is unacceptable. 

Allows for Dangerous Intelligence Gaps 
During the Pendency of an Appeal. The Judi-
ciary Committee substitute would delete an 
important provision in the SSCI bill that en-
ables the Intelligence Community to collect 
foreign intelligence from overseas terrorists 
and other foreign intelligence targets during 
an appeal. Without that provision, we could 
lose vital intelligence necessary to protect 
the Nation because of the views of one judge. 

Limits Dissemination of Foreign Intel-
ligence Information. The Judiciary Com-
mittee substitute would impose significant 
new restrictions on the use of foreign intel-
ligence information, including information 
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not concerning United States persons, ob-
tained or derived from acquisitions using 
targeting procedures that the FISA Court 
later found to be unsatisfactory for any rea-
son. By requiring analysts to go back to the 
databases and pull out certain information, 
as well as to determine what other informa-
tion is derived from that information, this 
requirement would place a difficult, and per-
haps insurmountable, burden on the Intel-
ligence Community. Moreover, this provision 
would degrade privacy protections, as it 
would require analysts to locate and exam-
ine U.S. person information that would oth-
erwise not be reviewed. 

Requires FISA Court Approval of All ‘‘Tar-
geting’’ for Foreign Intelligence Purposes. 
The Judiciary Committee substitute poten-
tially requires the FISA Court to approve 
‘‘[a]ny targeting of persons reasonably be-
lieved to be located outside the United 
States.’’ Although we assume that the Com-
mittee did not intend to require these proce-
dures to govern all ‘‘targeting’’ done of any 
person in the world for any purpose—wheth-
er it is to gather human intelligence, com-
munications intelligence, or for other rea-
sons—the text as passed by the Committee 
contains no limitation. Such a requirement 
would bring within the FISA Court a vast 
range of overseas intelligence activities with 
little or no connection to civil liberties and 
privacy rights of Americans. 

Imposes Court Review of Compliance with 
Minimization Procedures. The Judiciary 
Committee substitute would require the 
FISA Court to review and assess compliance 
with minimization procedures. Together 
with provisions discussed above, this would 
constitute a massive expansion of the 
Court’s role in overseeing the Intelligence 
Community’s implementation of foreign in-
telligence collection abroad. 

Amends FISA to Impose Burdensome Doc-
ument Production Requirements. The Judi-
ciary Committee substitute would amend 
FISA to require the Government to submit 
to oversight committees a copy of any deci-
sion, order, or opinion issued by the FISA 
Court or the FISA Court of Review that in-
cludes significant construction or interpre-
tation of any provision of FISA, including 
any pleadings associated with those docu-
ments, no later than 45 days after the docu-
ment is issued. The Judiciary Committee 
substitute also would require the Govern-
ment to retrieve historical documents of this 
nature from the last five years. As drafted, 
this provision could impose significant bur-
dens on Department of Justice staff assigned 
to support national security operational and 
oversight missions. 

Includes an Even Shorter Sunset Provision 
Than That Contained in the SSCI Bill. The 
Judiciary Committee substitute and the 
SSCI bill share the same flaw of failing to 
achieve permanent FISA reform. The Judici-
ary Committee substitute worsens this flaw, 
however, by shortening the sunset provision 
in the SSCI bill from six years to four years. 
Any sunset provision, but particularly one as 
short as contemplated in the Judiciary Com-
mittee substitute, would adversely impact 
the Intelligence Community’s ability to con-
duct its mission efficiently and effectively 
by introducing uncertainty and requiring re- 
training of all intelligence professionals on 
new policies and procedures implementing 
ever-changing authorities. Moreover, over 
the past year, in the interest of providing an 
extensive legislative record and allowing 
public discussion on this issue, the Intel-
ligence Community has discussed in open 
settings extraordinary information dealing 
with intelligence operations. To repeat this 
process in several years will unnecessarily 
highlight our intelligence sources and meth-
ods to our adversaries. There is now a 

lengthy factual record on the need for this 
legislation, and it is time to provide the In-
telligence Community the permanent sta-
bility it needs. 

Fails to Provide Procedures for Imple-
menting Existing Statutory Defenses. The 
Judiciary Committee substitute fails to in-
clude the important provisions in the SSCI 
bill that would establish procedures for im-
plementing existing statutory defenses and 
that would preempt state investigations of 
assistance allegedly provided by an elec-
tronic communication service provider to an 
element of the Intelligence Community. 
These provisions are important to ensure 
that electronic communication service pro-
viders can take full advantage of existing li-
ability protection and to protect highly clas-
sified information. 

Fails to Address Transition Procedures. 
Unlike the SSCI bill, the Judiciary Com-
mittee bill contains no procedures designed 
to ensure a smooth transition from the PAA 
to new legislation, and for a potential transi-
tion resulting from an expiration of the new 
legislation. This omission could result in un-
certainty regarding the continuing validity 
of authorizations and directives under the 
Protect America Act that are in effect on 
the date of enactment of this legislation. 

Fails to Include a Severability Provision. 
The Judiciary Committee substitute, unlike 
the SSCI bill, lacks a severability provision. 
Such a provision should be included in the 
bill. 

The Administration is prepared to con-
tinue to work with Congress towards the pas-
sage of a permanent FISA modernization bill 
that would strengthen the Nation’s intel-
ligence capabilities while protecting the con-
stitutional rights of Americans, so that the 
President can sign such a bill into law. The 
Senate Intelligence Committee bill provides 
a solid foundation to meet the needs of our 
Intelligence Community, but the Senate Ju-
diciary Committee bill represents a major 
step backwards from the PAA and would 
compromise our Intelligence Community’s 
ability to protect the Nation. The Adminis-
tration calls on Congress to forge ahead and 
pass legislation that will protect our na-
tional security, not weaken it in critical 
ways. 

NOVEMBER 14, 2007. 
Hon. PATRICK J. LEAHY, 
Chairman, Committee on the Judiciary, U.S. 

Senate, Washington, DC. 
DEAR MR. CHAIRMAN: This letter presents 

the views of the Administration on the pro-
posed substitute amendment you circulated 
to Title I of the FISA Amendments Act of 
2007 (S. 2248), a bill ‘‘to amend the Foreign 
Intelligence Surveillance Act of 1978, to mod-
ernize and streamline the provisions of that 
act, and for other purposes.’’ We have appre-
ciated the willingness of Congress to address 
the need to modernize FISA permanently 
and to work with the Administration to do 
so in a manner that allows the intelligence 
community to collect the foreign intel-
ligence information necessary to protect the 
Nation while protecting the civil liberties of 
Americans. With all respect, however, we 
strongly oppose the proposed substitute 
amendment. If the substitute is part of a bill 
that is presented to the President, we and 
the President’s other senior advisers will 
recommend that he veto the bill. 

In August, Congress took an important 
step toward modernizing the Foreign Intel-
ligence Surveillance Act of 1978 by enacting 
the Protect America Act of 2007 (PAA). The 
Protect America Act has allowed us tempo-
rarily to close intelligence gaps by enabling 
our intelligence professionals to collect, 
without a court order, foreign intelligence 
information from targets overseas. The in-

telligence community has implemented the 
Protect America Act in a responsible way, 
subject to extensive congressional oversight, 
to meet the country’s foreign intelligence 
needs while protecting civil liberties. Unless 
reauthorized by Congress, however, the au-
thority provided in the Protect America Act 
will expire in less than three months. In the 
face of the continued terrorist threats to our 
Nation, we think it is vital that Congress act 
to make the core authorities of the Protect 
America Act permanent. Congressional ac-
tion to provide protection from private law-
suits against companies that are alleged to 
have assisted the Government in the after-
math of the September 11th terrorist attacks 
on America also is critical to ensuring the 
Government can continue to receive private 
sector help to protect the Nation. 

In late October, the Senate Select Com-
mittee on Intelligence introduced a con-
sensus, bipartisan bill (S. 2248) that would es-
tablish a firm, long-term foundation for our 
intelligence community’s efforts to target 
terrorists and other foreign intelligence tar-
gets located overseas. While the bill is not 
perfect, it contains many important provi-
sions, and was developed through a thought-
ful process that ensured that the intelligence 
community retains the core authorities it 
needs to protect the Nation and that the bill 
would not adversely impact critical intel-
ligence operations. Importantly, that bill 
would afford retroactive liability protection 
to communication service providers that are 
alleged to have assisted the Government 
with intelligence activities in the aftermath 
of September 11th. The Intelligence Com-
mittee recognized that ‘‘without retroactive 
immunity, the private sector might be un-
willing to cooperate with lawful Government 
requests in the future without unnecessary 
court involvement and protracted litigation. 
The possible reduction in intelligence that 
might result from this delay is simply unac-
ceptable for the safety of Our Nation.’’ The 
committee’s measured judgment reflects the 
principle that private citizens who respond 
in good faith to a request for assistance by 
public officials should not be held liable for 
their actions. The bill was reported favor-
ably out of committee on a 13–2 vote. 

We respectfully submit that your sub-
stitute amendment to Title I of the Senate 
Intelligence Committee’s bill would upset 
some important provisions in the Intel-
ligence Committee bill. The substitute also 
does not adequately address certain provi-
sions in the Intelligence Committee’s bill 
that remain in need of improvement. As a re-
sult, we have determined, with all respect to 
your efforts, that the substitute would not 
provide the intelligence community with the 
tools it needs effectively to collect foreign 
intelligence information vital for the secu-
rity of the Nation. 

I. LIMITATIONS ON INTELLIGENCE COLLECTION 
AND NATIONAL SECURITY INVESTIGATIONS 

The substitute would make several amend-
ments to S. 2248 that would have an adverse 
impact on our ability to collect effectively 
the foreign intelligence information nec-
essary to protect the Nation. These amend-
ments include the following: 

Prohibits Intelligence and Law Enforcement 
Officials From Using Valuable Investigative 
Tools. The substitute contains an amend-
ment to the ‘‘exclusive means’’ provision of 
FISA that could severely harm our ability to 
conduct national security investigations. As 
drafted, the provision would bar the use of 
national security letters, Title III criminal 
wiretaps, ad other well-established inves-
tigative tools to collect information in na-
tional security investigations. 

Threatens Critical Intellilgence Collection Ac-
tivities. The ‘‘exclusive means’’ provision also 
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could harm the national security by dis-
rupting highly classified intelligence activi-
ties. Among other things, ambiguities in 
critical terms and formulations in the provi-
sion—including the term ‘‘communications 
information’’ (a term that is not defined in 
FISA) and the introduction of the concept of 
targeting communications (as opposed to 
persons)—could lead the statute to bar alto-
gether or to require court approval for over-
seas intelligence activities that involve 
merely the incidental collection of United 
States person information. 

Limits Existing Provisions of Law that Protect 
Communications Service Providers. The portion 
of the substitute regarding protections to 
communication service providers under Gov-
ernment certifications contains ambiguities 
that could jeopardize our ability to secure 
the assistance of these providers in the fu-
ture. This could hamper significantly the 
Government’s efforts to obtain necessary 
foreign intelligence information. As the Sen-
ate Intelligence Committee noted in its re-
port on S. 2248, ‘‘electronic communications 
service providers play an important role in 
assisting intelligence officials in national se-
curity activities. Indeed, the intelligence 
community cannot obtain the intelligence it 
needs without assistance from these compa-
nies.’’ 

Allows for Dangerous Intelligence Gaps Dur-
ing the Pendency of an Appeal. The substitute 
would delete an important provision in the 
bipartisan Intelligence Committee bill that 
would ensure that our intelligence profes-
sionals can continue to collect intelligence 
from overseas terrorists and other foreign in-
telligence targets during the pendency of an 
appeal of a decision of the FISA Court. With-
out that provision, whole categories of sur-
veillances directed outside the United States 
could be halted before review by the FISA 
Court of Review. 

Limits Dissemination of Foreign Intelligence 
Information. The substitute would impose 
significant new restrictions on the use of for-
eign intelligence information, including in-
formation not concerning United States per-
sons, obtained or derived from acquisitions 
using targeting procedures that the FISA 
Court later found to be unsatisfactory. By 
requiring analysts to go back to the data-
bases and pull out the information, as well 
as to determine what other information is 
derived from that information, this require-
ment would place a difficult, and perhaps in-
surmountable, operational burden on the in-
telligence community in implementing au-
thorities that target terrorists and other for-
eign intelligence targets located overseas. 
This requirement also strikes us as at odds 
with the mandate of the September 11th 
Commission that the intelligence commu-
nity should find and link disparate pieces of 
foreign intelligence information. The re-
quirement also harms privacy interests by 
requiring analysts to examine information 
that would otherwise be discarded without 
being reviewed. 

Imposes Court Review of Compliance with 
Minimization Procedures. The substitute 
would allow the FISA Court to review com-
pliance with minimization procedures that 
are used on a programmatic basis for the ac-
quisition of foreign intelligence information 
by targeting individuals reasonably believed 
to be outside the United States. This could 
place the FISA Court in a position where it 
would conduct individualized review of the 
intelligence community’s foreign commu-
nications intelligence activities. While con-
ferring such authority on the court is under-
standable in the context of traditional FISA 
collection, it is anomalous in this context, 
where the court’s role is in approving gen-
erally applicable procedures rather than in-
dividual surveillances. 

Strikes a Provision Designed to Make the 
FISA Process More Efficient. The substitute 
would strike a provision from the bipartisan 
Senate Intelligence Committee bill that 
would allow the second highest-ranking FBI 
official to certify applications for electronic 
surveillance. Today, the only FBI official 
who can certify FISA applications is the Di-
rector, a restriction that can delay the initi-
ation of surveillance when the Director trav-
els or is otherwise unavailable. It is unclear 
why this provision from the Intelligence 
Committee bill, which will enhance the effi-
ciency of the FISA process while ensuring 
high-level accountability, would be objec-
tionable. 

II. NECESSARY IMPROVEMENTS TO S. 2248 
The substitute also does not make needed 

improvements to the Senate Intelligence 
Committee bill. These include: 

Provision Pertaining to Surveillance of United 
States Persons Abroad. The substitute does 
not make needed improvements to the Com-
mittee bill, which would require for the first 
time that a court order be obtained to sur-
veil United States persons abroad. In addi-
tion to being problematic for policy reasons 
and imposing burdens on foreign intelligence 
collection abroad that do not exist with re-
spect to collection for law enforcement pur-
poses, the provision continues to have seri-
ous technical problems. As drafted, the pro-
vision would not allow for the surveillance, 
even with a court finding, of certain critical 
foreign intelligence targets, and would allow 
emergency surveillance outside the United 
States for significantly less time than the bi-
partisan Senate Intelligence Committee bill 
had authorized for surveillance inside the 
United States. 

Maintains a Sunset Provision. Rather than 
achieving permanent FISA reform, the sub-
stitute maintains a six year sunset provi-
sion. Indeed, several members on the Judici-
ary Committee have indicated that they may 
propose amendments to the bill that would 
shorten the sunset, leaving the intelligence 
community and our private partners subject 
to an uncertain legal framework for col-
lecting intelligence from overseas targets. 
Any sunset provision withholds from our in-
telligence professionals the certainty and 
permanence they need to conduct foreign in-
telligence collection to protect Americans 
from terrorism and other threats to the na-
tional security. The intelligence community 
operates much more effectively when the 
rules governing our intelligence profes-
sionals’ ability to track our adversaries are 
established and are not changing from year 
to year. Stability of law, we submit, also al-
lows the intelligence community to invest 
resources appropriately. In our respectful 
view, a sunset provision is unnecessary and 
would have an adverse impact on the intel-
ligence community’s ability to conduct its 
mission efficiently and effectively. 

Fails to Remedy an Unrealistic Reporting Re-
quirement. The substitute fails to make need-
ed amendments to a reporting requirement 
in the Senate Intelligence Committee bill 
that poses serious operational difficulties for 
the intelligence community. The Intel-
ligence Committee bill contains a require-
ment that intelligence analysts count ‘‘the 
number of persons located in the United 
States whose communications were re-
viewed.’’ This provision would be impossible 
to implement fully. The provision, in short, 
places potentially insurmountable burdens 
on intelligence professionals without mean-
ingfully protecting the privacy of Ameri-
cans. The intelligence community has pro-
vided Congress with a further classified dis-
cussion of this issue. 

We also are concerned by other serious 
technical flaws in the substitute that create 
uncertainty. 

The Administration remains prepared to 
work with Congress towards the passage of a 
permanent FISA modernization bill that 
would strengthen the Nation’s intelligence 
capabilities while respecting and protecting 
the constitutional rights of Americans, so 
that the President can sign such a bill into 
law. We look forward to working with you 
and the Members of the Judiciary Com-
mittee on these important issues. 

Thank you for the opportunity to present 
our views. The Office of Management and 
Budget has advised us that from the perspec-
tive of the Administration’s program, there 
is no objection to the submission of this let-
ter. 

Sincerely, 
MICHAEL B. MUKASEY, 

Attorney General. 
J.M. MCCONNELL, 

Director of National Intelligence. 

Mr. HATCH. On numerous occasions I 
have voiced very specific concerns with 
the Judiciary substitute. I again want 
to list some of the reasons that illus-
trate why I oppose this measure. One 
phrase that has been expressed on the 
floor of the Senate is that the Judici-
ary substitute supposedly ‘‘strength-
ens’’ oversight. That might sound like 
a good talking point, but what does it 
mean? Does it mean that the Intel-
ligence Committee version is weak on 
oversight? Based on their previous 
statements, some of my colleagues 
seem to believe this. One of my col-
leagues described the Intelligence Com-
mittee bill as ‘‘a bill of token oversight 
and weak protections for innocent 
Americans.’’ This same colleague also 
stated that ‘‘it really reduces court 
oversight nearly to the point of sym-
bolism.’’ Another colleague stated the 
bill will allow the Government to ‘‘re-
view more Americans’ communications 
with less court supervision than ever 
before.’’ 

The truth is actually much different. 
The Intelligence Committee bill con-
tains extensive new oversight provi-
sions for the Foreign Intelligence Sur-
veillance Court and Congress. I think it 
should be perfectly clear that it is a 
fallacy to claim that the Intelligence 
Committee bill does not have adequate 
oversight. On the contrary, it has a 
level of oversight that is unprecedented 
and quite possibly provides the most 
comprehensive oversight of any histor-
ical bill relating to foreign intelligence 
gatherings. 

We have also heard the contention 
that this bill would provide broad new 
surveillance authorities. Since I have 
discussed the expanded oversight, I 
wish I could put up some charts that il-
lustrate this so-called massive expan-
sion of surveillance authority. The 
problem is that expansion is not in the 
bill. It doesn’t exist. Despite the phrase 
being repeated over and over, this bill 
simply contains no new broad and un-
precedented surveillance authorities. 

For the first time, the Federal Intel-
ligence Court will review and approve 
targeting procedures used by the intel-
ligence community. For the first time 
since 1978—it wasn’t done before—FISC 
will determine whether the procedures 
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are reasonably designed to ensure tar-
geting is limited to persons outside the 
United States. 

This bill simply accounts for the 
technological change in international 
communications from over the air to 
cable. It is the bare minimum, but it 
does give them what they need. 

Given the amount of opposition to 
the Judiciary substitute, I wish to 
highlight one of the controversial pro-
visions added in the Judiciary Com-
mittee relating to ‘‘reverse targeting.’’ 

One of the basic requirements of any 
FISA modernization proposal is that 
we should not have any provisions 
which could be interpreted as requiring 
warrants to target a foreign terrorist 
overseas. Quite simply, foreign terror-
ists living overseas should never re-
ceive protections provided by the 
fourth amendment to the Constitution. 
They never have and they never 
should. Reverse targeting refers to the 
possibility, as alleged by critics of law-
ful Government surveillance, that the 
Government could target a foreign per-
son when the real intention is to target 
a U.S. person, thus circumventing the 
need to get a warrant for the U.S. per-
son. Reverse targeting has always been 
unlawful in order to protect the com-
munications of U.S. persons. Contrary 
to what most people believe, the legiti-
mate definition of U.S. persons is not 
limited to U.S. citizens. 

What is a United States person? ‘‘An 
alien lawfully admitted for permanent 
residence’’ and ‘‘a corporation which is 
incorporated in the United States.’’ 

So from an intelligence-gathering 
standpoint, reverse targeting makes no 
sense. From an efficiency standpoint, if 
the Government were interested in tar-
geting an American, it would apply for 
a warrant to listen to all of the Ameri-
can’s conversations, not just conversa-
tions with terrorists overseas. But let’s 
not let logic get in the way of good 
conspiracy theory. 

Even though reverse targeting is al-
ready considered unlawful, a provision 
is included in the Intelligence bill 
which makes it explicit. This provision 
is clearly written and universally sup-
ported. However, the Judiciary Com-
mittee passed an amendment by a 10- 
to-9 party-line vote which altered the 
clear language of this provision. Where 
before the provision said you cannot 
target a foreign person if the ‘‘pur-
pose’’ is to target a U.S. person, the 
new language adds the ambiguous term 
‘‘significant purpose.’’ If this amend-
ment became law, an analyst would 
now have to ask himself the following 
question when targeting a terrorist 
overseas: Is a ‘‘significant purpose’’ of 
why I am targeting this foreign ter-
rorist overseas the fact that the ter-
rorist may call, A, an airline in Amer-
ica to make flight reservations or, B, a 
terrorist with a green card living in the 
USA? If the answer is yes, then the lan-
guage in this amendment would require 
a warrant to listen to that foreign ter-
rorist overseas. Do foreign terrorists 
overseas deserve protections from the 

courts in the United States? Of course 
not. The ambiguous and unnecessary 
text of this amendment should not be 
left up to judicial interpretation. En-
actment of this amendment could lead 
to our analysts seeking warrants when 
targeting any foreign terrorist, since 
the analyst may be afraid he or she is 
otherwise breaking our new law. 

Now we should remember that the In-
telligence Committee spent months 
working on a bipartisan compromise 
bill. This amendment I have been talk-
ing about was not in the Intelligence 
bill. So people should assume that the 
Judiciary Committee spent a great 
deal of time debating this amendment, 
right? Wrong. The Judiciary Com-
mittee spent 7 minutes debating this 
amendment before it was adopted on a 
10-to-9 party-line vote. Let me repeat 
that number: 7 minutes. 

Now, the inclusion of this amend-
ment alone would cause me to vote 
against this Judiciary substitute. But 
there are many more provisions that 
were added via party-line vote which I 
strongly oppose. 

The Judiciary Committee also adopt-
ed an amendment to shorten the length 
of the sunset in the Intelligence Com-
mittee’s bill. There are a few quick 
things we should realize when talking 
about sunsets. 

It takes a great deal of time to en-
sure that all of our intelligence agen-
cies and personnel are fully trained in 
any new authorities and restrictions 
brought about by congressional action. 
This is not something that happens 
overnight. We cannot just wave a 
magic wand and have our Nation’s in-
telligence personnel instantaneously 
cognizant of every administrative al-
teration imposed by Congress. Like so 
many things in life, adjusting for these 
new mechanisms takes time and prac-
tice. 

While certain modifications are nec-
essary, do we want to make it a habit 
of consistently changing the rules? I do 
not think so. Don’t we want our ana-
lysts to spend their time actually 
tracking terrorists? Or is their time 
better spent navigating administrative 
procedures that may constantly be in 
flux? I can tell you clearly what I 
want, and that is for our analysts to 
use lawful tools to keep our families 
safe. I do not want to see them unnec-
essarily diverting their attention by 
burying their heads in administrative 
manuals whenever the political winds 
blow. After all of the efforts to finally 
write a bill that provides a legal re-
gime that governs contemporary tech-
nological capabilities, I am certainly 
not alone in my opposition to this sun-
set provision. In fact, my views are 
completely in line with what this body 
has done in the past when amending 
FISA. Remembering that FISA itself 
had no sunset—the 1978 bill had no sun-
set—let’s look at how Congress has pre-
viously legislated in this area: Sunsets 
are not common in previous laws 
amending FISA. Other than the PA-
TRIOT Act and the PATRIOT Act reau-

thorization, seven of the eight public 
laws amending FISA had no sunsets on 
FISA provisions, and the remaining 
public law had a sunset on only one of 
the provisions. 

Now this statistic speaks for itself. 
What is so different about this bill? I 
do realize that it contains massive new 
oversight which could possibly hinder 
our collection efforts, and that we may 
need to revisit it for this reason. How-
ever, if this is the case, we obviously do 
not need a sunset to do this. We can 
legislate in this area whenever we want 
to. 

The fact that the Judiciary Com-
mittee shortened the length of an al-
ready unnecessary sunset is yet an-
other example of why I will oppose the 
Judiciary substitute amendment. 

We all realize that the Judiciary 
Committee’s bill also removed the bi-
partisan immunity provision. I have 
come to the floor on numerous occa-
sions to articulate why this provision 
is so vital and so necessary. I will do so 
again when we debate the misguided 
amendment to strike this bipartisan 
compromise provision. 

We are enacting national security 
legislation, and it is our responsibility 
to ensure that this bill does not lead to 
unintended consequences which provide 
protections to terrorists. I have no 
doubt that provisions in the Judiciary 
Committee substitute could signifi-
cantly harm—significantly harm—our 
national security. I am not willing to 
take that chance. I am not willing to 
support a bill which raises operational 
hurdles that impede collection of for-
eign intelligence. I am not willing to 
support initiatives that would allow 
our collections to go dark during the 
appeal of a ruling from one judge. I am 
not willing to support a bill which 
handcuffs our intelligence agencies. I 
am not willing to support a bill which 
provides excessive and obtrusive over-
sight that placates fringe political 
groups at the possible expense of na-
tional security. The stakes are too 
high. The damage that can be done if 
we get this wrong is too great. 

The PRESIDING OFFICER. The Sen-
ator’s time has expired. 

Mr. HATCH. Mr. President, I ask 
unanimous consent for an additional 30 
seconds to finish. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. HATCH. I will never apologize for 
voting in favor of provisions which pro-
tect national security and civil lib-
erties. During the remainder of this de-
bate, I will continue to support initia-
tives that properly protect the lives 
and liberty of Americans. I am hopeful 
my colleagues will do the same. And I 
hope we will table this Judiciary Com-
mittee partisan amendment. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from New York. 
Mr. SCHUMER. Mr. President, I will 

speak later on the floor on the FISA 
amendment. I want to say that I think 
the Judiciary Committee amendment 
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is careful and balanced and takes into 
account both security and liberty. I 
also note, my colleague from Utah 
talked about the fact that every citizen 
would need a warrant in terms of wire-
tapping. There always has been, and 
will be in this bill, an emergency ex-
ception. So if we have to quickly find 
someone, there will be an ability to 
wiretap, and then go get the warrant. 
We do insist, however—and this is one 
of the big differences on oversight—to 
make sure those emergency provisions 
and the other provisions are being used 
according to law, and it is not willy- 
nilly, whatever anybody wants at any 
time in any place. 

Mr. President, I ask unanimous con-
sent to speak as in morning business. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

(The remarks of Mr. SCHUMER are 
printed in today’s RECORD under 
‘‘Morning Business.’’) 

Mr. SCHUMER. Mr. President, I yield 
the floor and suggest the absence of a 
quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The legislative clerk proceeded to 
call the roll. 

Mr. KENNEDY. Mr. President, I ask 
unanimous consent that the order for 
the quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. KENNEDY. Mr. President, I 
strongly urge my colleagues to support 
the substitute amendment and pass the 
FISA bill reported by the Judiciary 
Committee. Since I introduced the 
original FISA legislation over 30 years 
ago, I have worked to amend the FISA 
law many times and I believe that only 
the bill reported by the Judiciary Com-
mittee is faithful to the traditional 
balance FISA has struck. FISA re-
mains an essential tool in our battle 
against America’s enemies, and the 
bills introduced by both the Judiciary 
Committee and the Intelligence Com-
mittee give the executive branch vast 
authority to conduct electronic sur-
veillance that may involve Americans. 
But the Intelligence Committee bill 
lacks safeguards to provide oversight 
and prevent abuse, and Americans de-
serve better. The Foreign Intelligence 
Surveillance Act is one of our land-
mark statutes. For three decades it has 
regulated Government surveillance in 
a way that protects both our national 
security and our civil liberties and pre-
vents the Government from abusing its 
powers. It is because FISA enhances 
both security and liberty that it has 
won such broad support over the years 
from Presidents, Members of Congress, 
and the public alike. It is important to 
remember that before this administra-
tion, no administration had ever re-
sisted FISA, much less systematically 
violated it. 

When the Bush administration fi-
nally came to Congress to amend FISA 
after its warrantless wiretapping pro-
gram was exposed, it did so not in the 
spirit of partnership but to bully us 

into obeying its wishes. The Protect 
America Act was negotiated in secret 
at the last minute. The administration 
issued dire threats that failure to enact 
a bill before the August recess would 
lead to disaster. Few, if any, knew 
what the language would actually do. 
The result of this flawed process was 
flawed legislation which virtually ev-
eryone now acknowledges must be sub-
stantially revised. 

I commend the members of the Intel-
ligence Committee for their diligent ef-
forts to put together a new bill. They 
have taken their duties seriously and 
they have made notable improvements 
to the Protect America Act. But their 
bill is deeply flawed and I am opposed 
to enacting it in its current form. This 
bill fails to protect America’s constitu-
tional rights and fundamental free-
doms. It is not just that the Intel-
ligence Committee bill gives retro-
active immunity to telecoms, which I 
strongly oppose; there are also many 
problems with title I of the Intel-
ligence Committee bill. 

First: It redefines ‘‘electronic sur-
veillance,’’ a key term in FISA, in a 
way that is unnecessary and may have 
unintended consequences. We have still 
not heard a single good argument for 
why this change is needed. 

Second: Court review occurs only 
after the fact with no consequences if 
the court rejects the Government’s tar-
geting of minimization procedures. 
This is a far cry from the traditional 
role played by the FISA Court. 

Third: It is not as clear as it should 
be that FISA and the criminal wiretap 
law are the sole legal means by which 
the Government may conduct elec-
tronic surveillance. This leaves open 
the possibility that future administra-
tions will claim that they are not 
bound by FISA. 

Fourth: Its sunset provision is De-
cember 31, 2013. For legislation as com-
plicated, important, and controversial 
as this, Congress should evaluate it 
much sooner. After all, the principal 
argument in support of reforming FISA 
is that technology has evolved rapidly 
and the law must change to take this 
into account. Because this legislation 
will make major untested changes to 
the FISA system and the pace of tech-
nology change will only increase, we 
should evaluate it sooner rather than 
later. 

The bill purports to eliminate the 
‘‘reverse targeting’’ of Americans, but 
does not actually contain language to 
do so. Reverse targeting can occur if 
the Government wiretaps someone 
abroad because it wants to listen to a 
correspondent in the United States, 
thereby evading the traditional war-
rant requirement for domestic surveil-
lance. The Intelligence Committee bill 
has nothing similar to the House bill’s 
provision on reverse targeting which 
prohibits use of the authorities if ‘‘a 
significant purpose’’ is targeting some-
one in the United States. 

Mr. President, this legislation does 
not fully close the loophole left open 

by the Protect America Act, allowing 
warrantless interception of purely do-
mestic communications. The adminis-
tration has acknowledged that when it 
knows ahead of time that both the per-
son making the call and the person re-
ceiving the call are located inside the 
United States, it should have to get a 
court order before it can listen in on 
that call. But the language of the bill 
doesn’t clearly require it. 

It does not require an independent re-
view and report on the administra-
tion’s domestic warrantless eaves-
dropping program. Only through such a 
process will we ever learn what hap-
pened and achieve accountability and 
closure on this episode. It is enor-
mously important, Mr. President, that 
we find out exactly what happened dur-
ing this period of our history. 

Add it all up, and the sum is clear: 
This bill is inconsistent with the way 
FISA was meant to work and with the 
way FISA has always worked. 

Fortunately, the Judiciary Commit-
tee’s FISA bill shows that there is a 
better way, one that is faithful to the 
traditional FISA balance. The Judici-
ary Committee bill shares the same 
basic structure, but it addresses all of 
the problems I listed earlier. The Judi-
ciary Committee bill was negotiated in 
public, which allowed outside groups 
and experts to give critical feedback. It 
was also negotiated later in time than 
the Intelligence bill, meaning we had 
the benefit of reviewing their work. 

Like the Intelligence Committee’s 
bill, the Judiciary Committee’s version 
also gives the executive branch signifi-
cantly greater authority to conduct 
electronic surveillance than it has ever 
had before. Make no mistake, it, too, 
grants substantial power to the intel-
ligence community. But unlike the In-
telligence Committee’s bill, the Judici-
ary Committee’s version sets reason-
able limits to protect innocent Ameri-
cans from being spied on by their Gov-
ernment without justification. 

No one should underestimate the im-
portance of title I of FISA. The rules 
governing electronic surveillance af-
fect every American. They are the only 
thing that stands between the freedom 
of Americans to make a phone call, 
send an e-mail, and search the Inter-
net, and the ability of the Government 
to listen in on that call, read that e- 
mail, and review that Internet search. 

In our information age, title I of 
FISA provides Americans essential pro-
tections against Government tyranny 
and abuse. We have a choice. We can 
adopt the Judiciary Committee’s bill 
and preserve those protections or we 
can adopt the Intelligence Committee’s 
version of title I and abandon them. 

As I have said before, I also strongly 
oppose title II of the Intelligence Com-
mittee bill, which grants retroactive 
immunity to the phone companies. At 
the appropriate time, I will come to 
the floor and explain why we must 
strike title II. 

Mr. GRAHAM. Mr. President, I rise 
today in support of the bipartisan 
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FISA legislation passed by the Senate 
Select Committee on Intelligence. This 
legislation, which was passed by the In-
telligence Committee on a 13–2 vote, 
will give the intelligence community 
the tools it needs to effectively protect 
our Nation. It is not a perfect bill, but 
it is the balanced product of months of 
hard work by the Intelligence Com-
mittee members and their staff. 

On the other hand, the substitute 
amendment proposed by the Judiciary 
Committee would have substantially 
weakened the Intelligence Committee 
legislation and our nation’s ability to 
protect itself. Unlike the bipartisan In-
telligence Committee bill, the Judici-
ary Committee legislation was passed 
on a series of party-line 10–9 votes. The 
substitute would have added onerous 
and unnecessary hurdles to the collec-
tion of vital national security intel-
ligence. It would have hamstrung our 
intelligence community at a very dan-
gerous time in our country’s history. I 
am pleased that the Senate quickly re-
jected the Judiciary Committee sub-
stitute. It would have been foolhardy 
for the Senate to hinder America’s 
ability to protect itself from terrorists 
and other threats by gutting the Intel-
ligence Committee bill. 

Perhaps the biggest failure of the Ju-
diciary substitute is its lack of a retro-
active immunity provision for elec-
tronic communication service pro-
viders who are alleged to have assisted 
the government with intelligence ac-
tivities in the aftermath of September 
11. The telecommunications companies 
that lawfully responded to written re-
quests from their government to help 
protect the nation need and deserve 
immunity from frivolous lawsuits that 
seek hundreds of billions of dollars in 
damages. 

The Intelligence Committee bill in-
cludes a responsible retroactive immu-
nity provision to protect the tele-
communications companies that aided 
the government in the wake of the Sep-
tember 11 attacks. However, it leaves 
legal actions against the government 
and government officials untouched. 
The Judiciary Committee substitute 
does not address the critical need for 
retroactive immunity for cooperating 
companies and would risk a future 
where companies refuse to cooperate 
with vital government intelligence op-
erations, lest they risk massive legal 
liability. Without immunity, our Na-
tion faces a substantial decrease in fu-
ture intelligence. Such a decrease 
would endanger American lives and is 
simply unacceptable. 

Again, while not a perfect bill, the 
Intelligence Committee legislation 
would appropriately balance national 
security and individual civil liberties. 
Our intelligence community must be 
able to gather the information nec-
essary to effectively protect the coun-
try. The Intelligence Committee bill is 
a bipartisan compromise with effective 
safeguards. The Senate should quickly 
pass this legislation to give the intel-
ligence community the tools it needs 
to protect America. 

The PRESIDING OFFICER (Mr. 
SALAZAR). The Senator from Missouri 
is recognized. 

Mr. BOND. Mr. President, I ask unan-
imous consent that I be given the full 
15 minutes that was allotted to us be-
fore the 2 o’clock vote. I have some re-
marks, and I believe Senator ROCKE-
FELLER, if we need that, would like the 
full 15 minutes. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. BOND. Mr. President, last night, 
as I was preparing to leave my office, I 
learned, with surprise, that Senator 
LEAHY had made significant modifica-
tions to the pending Judiciary Com-
mittee substitute. 

Our study during the night of these 
modifications revealed that the par-
tisan, Democratic-only Judiciary Com-
mittee substitute remains deeply 
flawed. 

While some aspects of the modified 
substitute have been cleaned up—and, 
in fact, appear to borrow language that 
Senator ROCKEFELLER and I have been 
negotiating over the past several 
months as part of our perfecting man-
agers’ amendment—the substitute con-
tains many problematic provisions 
that I cannot support. 

In contrast to the underlying Intel-
ligence Committee bill, I doubt that 
the problematic provisions in the 
modified substitute were vetted with 
the Republican Judiciary Committee 
members, the intelligence community, 
or the Department of Justice. 

It should be no surprise, then, that 
the DNI and the Department of Justice 
continue to oppose the modified sub-
stitute. 

Let me clarify some matters that 
were brought up by the distinguished 
senior Senator from Massachusetts. 
First, the Protect America Act, which 
expires on February 1, was not nego-
tiated in secret. The DNI asked the In-
telligence Committee in April to con-
sider a bill he set up. He came before 
our committee and testified openly in 
May. He came before the Senate in a 
classified meeting in S–407 in June. 
When we had not been able to get a 
markup in the Senate Select Com-
mittee on Intelligence and time was 
running short, he offered a stripped- 
down version that would allow intel-
ligence collection to continue. We were 
unable to get a markup, so we filed 
with Leader MCCONNELL the bill on 
Wednesday. That bill sat on the floor 
Wednesday, Thursday, and Friday. 

There were secret negotiations, but 
those were on the majority side. The 
chairmen of several committees 
worked without informing the mem-
bers of the Intelligence Committee or, 
to my knowledge, any Republicans on 
any of the committees, and they fi-
nally presented that to us less than an 
hour before we went to the floor. So 
that was negotiated in secret. It was 
unacceptable, and it did not allow in-
telligence collection to continue. I am 
glad to say, on a bipartisan basis, we 
rejected the secretly negotiated bill 
and passed the Protect America Act. 

The Protect America Act did not ex-
pand on the authorities of FISA, other 
than to clarify the means of collection, 
which previously were by radio. Most 
communications overseas are by radio. 
Many communications were going 
through America. This bill before us 
today, the Intelligence Committee bill, 
does not, as my friend said, expand on 
the powers of the intelligence commu-
nity to collect. In fact, they impose 
more restrictions to guarantee the pri-
vacy rights and the constitutional 
rights of Americans. Those are in the 
bill. Those were negotiated. We pushed 
the DNI and the Department of Justice 
lawyers as far as we could to build in 
additional protections. Those are in 
the bill. 

Now, if one reads the bill, you would 
see that reverse targeting is prohibited 
in section 703(b), subparagraphs 2 and 3. 
It does strengthen the privacy protec-
tions. That is why the Senate Intel-
ligence Committee bill is the bill that 
we should pass. 

Moving back to the Judiciary Com-
mittee substitute, there is no provision 
for retroactive or prospective immu-
nity for communications providers or 
for preemption of State investigations 
into providers’ alleged assistance to 
the Government in relation to the ter-
rorist surveillance program. 

The distinguished chairman of the 
committee, Senator ROCKEFELLER, laid 
out at length, and very forcefully, why 
this protection is needed. This protec-
tion is needed to assure that we can 
have the continued assistance of car-
riers who might be called on not only 
in terrorist matters but on many do-
mestic crimes to provide assistance. 
Furthermore, if we don’t have that pro-
tection, if these lawsuits continue, it is 
quite likely that the court proceedings 
will get into details further on how the 
collection of electronic information 
and communications is accomplished. 
Every time we talk about that and lay 
out more, we give more information 
and more guidance to the terrorists 
themselves on how to avoid our sur-
veillance. We don’t want to be in that 
position. 

The next problem with the substitute 
from the Judiciary Committee is that, 
unlike the managers’ amendment that 
Senator ROCKEFELLER and I intend to 
offer for the Senate’s consideration, 
the new substitute doesn’t fix the re-
porting problems of the Wyden amend-
ment, which had a great objective—and 
I agreed with the objective—but it is 
unworkable. We are going to make it 
workable in our bill. 

Furthermore, it requires the intel-
ligence community to perform the im-
possible task of estimating and record-
ing U.S. person communications in its 
possession. Anybody who wants to 
know why that is so, we would be 
happy to meet with them in a closed 
meeting and explain why that is not 
workable. It would be an impossible 
burden, one we cannot undertake on 
the committee. 
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Next, the substitute modifies the ex-

clusive means provision from the origi-
nal substitute, but it is still problem-
atic and requires an express statutory 
authorization. That presumes that 
after the next attack Congress will be 
in a position to act quickly to pass nec-
essary authorizations. I don’t think we 
want to impose that provision. 

The underlying Intelligence Com-
mittee bill provides the same exclusive 
means, directions, and limitations that 
were in the FISA bill initially. 

Another problem with the Judiciary 
Committee bill is that it places a pro-
vision in the Intelligence Committee 
bill that would have allowed collection 
to continue until the FISA Court of re-
view has—if they had gotten an unfa-
vorable ruling from one judge, it allows 
collection to continue until the court 
of review rules on it. This is a real 
problem if there is one unfavorable 
opinion that might put us deaf to col-
lections that are necessary. 

The Intelligence Committee deter-
mined that anything except an auto-
matic stay through the FISA Court of 
review could jeopardize our intel-
ligence collection. This was already a 
compromise from the full automatic 
stay that was in the Protect America 
Act. 

Next, the substitute would impose 
unreasonable new restrictions on the 
use of foreign intelligence information, 
including information not concerning 
U.S. persons, obtained or derived from 
acquisitions using targeting procedures 
that the FISA Court found to be defi-
cient in some manner, throwing out 
vital terrorist information because we 
didn’t protect the constitutional rights 
or there were some procedural flaws in 
targeting a foreign terrorist in a for-
eign land. 

It creates a superexclusionary rule in 
the foreign intelligence arena that is at 
odds with the 9/11 Commission’s man-
date for the intelligence community to 
find and link disparate pieces of for-
eign intelligence information. 

Read what they said. It was impor-
tant. They said we are not sharing in-
formation, and we need to share infor-
mation within the community if we are 
going to have a chance to prevent the 
next 9/11. 

On reverse targeting, the substitute 
changes the bright-line reverse tar-
geting provision in S. 2248 to a new rule 
that changes ‘‘the purpose’’ to ‘‘a sig-
nificant purpose.’’ This change is a sig-
nificant concern to the DNI and DOJ. 
They told us it creates so much uncer-
tainty in the appropriate legal stand-
ard for collection, and it may confuse 
analysts trying to follow the stand-
ards. This could inadvertently lead to 
less robust intelligence collection. 

Under the bulk collection, while the 
new substitute modifies the bulk col-
lection prohibition in the original Ju-
diciary Committee substitute, it 
doesn’t solve the problem. This provi-
sion could have significant unintended 
operational consequences, and it is un-
necessary given restrictions in S. 2248 

about intentionally targeting persons 
in the United States. 

As I said, for example, if a general is 
about to order troops into Fallujah, 
this prohibition could impede the abil-
ity of the intelligence community to 
listen to calls coming into and out of 
that city without a court order. 

The FISA Court would be com-
manded, under the Judiciary Commit-
tee’s substitute, to assess compliance 
with minimization procedures used for 
the acquisition of foreign intelligence 
information from individuals outside 
the United States. As I reported earlier 
in my floor speech, there is a FISA 
Court opinion, In Re: Motion For Re-
lease, December 11, stating: 

The Court recognizes the executive branch 
has the expertise in national security, and 
the Court should not be making judgments 
as to which particular surveillance unit 
should be conducted. 

Finally, it replaces a 6-year sunset 
with a 4-year sunset. As the Senator 
from Massachusetts said, this bill 
ought to be reviewed continually. Ex-
actly. That is what the intelligence 
community should do. We should not 
have a provision that would sunset the 
authority for our collection of vital in-
formation. But we should have con-
tinuing oversight which the Intel-
ligence Committees have provided and 
will continue to provide to make sure 
that collection is proceeding in a man-
ner consistent with the Constitution, 
with the laws, and the regulations 
overseeing it. 

We provide a robust oversight of the 
NSA collection. That collection must 
be done in a manner consistent with 
the guidelines that Congress has laid 
down, the Constitution has laid down, 
and the administration has laid down. 
If there is any problem with that, then 
it is up to the Intelligence Committees 
of both Houses to bring before the Con-
gress, if we cannot correct it by inter-
ceding with the people in the agency, a 
bill to change it. 

I see my chairman, Senator ROCKE-
FELLER, is here. I will be glad to yield 
the remaining 3 minutes of my time to 
the distinguished chairman of the com-
mittee. 

Mr. LEAHY. Mr. President, what is 
the parliamentary situation? 

The PRESIDING OFFICER. The Sen-
ator from Missouri controls 21⁄2 min-
utes. The Senator from Vermont con-
trols 14 minutes. 

The Senator from West Virginia. 
Mr. ROCKEFELLER. Mr. President, I 

wish to take a few minutes to describe 
to the Senate my views on the amend-
ment reported by the Judiciary Com-
mittee, and why I will be opposing the 
amendment when we vote at 2. 

First, I wish to repeat a few com-
ments I made in my opening remarks 
when we debated the motion to proceed 
to S. 2248 in December. 

From the beginning of the Senate’s 
consideration of foreign intelligence 
surveillance legislation in 1976, the re-
sulting law—the Foreign Intelligence 
Surveillance Act of 1978—has been the 

joint responsibility of both the Intel-
ligence and Judiciary Committees. 
FISA is, after all, a law that concerns 
both intelligence collection and judi-
cial proceedings. 

The bill now before the Senate, S. 
2248, was reported to the Senate by the 
Intelligence Committee last October, 
and then sequentially reported to the 
Senate by the Judiciary Committee in 
November. 

As a parliamentary matter, the 
measure as reported by the Judiciary 
Committee is the pending amendment 
to the bill reported by the Intelligence 
Committee. 

I agree with a number of the rec-
ommendations of the Judiciary Com-
mittee. I have been pleased to work 
with members of the Judiciary Com-
mittee on modifications that address 
particular concerns that had been 
raised by the administration. 

I will accordingly support individual 
amendments to add those recommenda-
tions, as modified when necessary, to 
S. 2248. These include a strengthened 
exclusivity provision, a 4-year sunset, 
court review of compliance with mini-
mization procedures, and an inspectors 
general report on the President’s 
warrantless surveillance program in 
order to ensure there is a comprehen-
sive historical record of that experi-
ence. 

While I support many aspects of the 
Judiciary amendment, I cannot agree 
with recommendations of the Judiciary 
Committee that may have an adverse 
impact on U.S. intelligence collection 
or collection analysis, and that are not 
warranted by a realistic concern about 
U.S. privacy interests. 

If any of those provisions are offered 
as individual amendments, I will, of 
course, study them, but must reserve 
the right to oppose them. 

I will illustrate my concern by de-
scribing two provisions of the Judici-
ary amendment. 

The Judiciary Committee substitute 
contains a ‘‘significant purpose’’ re-
quirement. This has been described as a 
way to prevent reverse targeting—that 
is, conducting surveillance of a person 
overseas when the real target of the 
surveillance is a person within the 
United States. 

The Intelligence Committee bill al-
ready explicitly codifies the existing 
prohibition on reverse targeting. What 
the Judiciary Committee substitute ac-
tually does is turn the reverse tar-
geting prohibition on its head. I fear it 
would impose a new affirmative re-
quirement that the government must 
seek a FISA Court order when in the 
course of targeting a foreign person 
outside the United States the govern-
ment incidentally collects the commu-
nications of U.S. persons. 

This is unworkable and would create 
untenable gaps in our intelligence cov-
erage without significantly enhancing 
the privacy of Americans. Incidental 
communications with or about Ameri-
cans should be handled properly, 
through minimization—a process that 
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is strengthened in our bill. But the fact 
that there may also be a foreign intel-
ligence interest when a foreign target 
is in contact with the United States 
should not be the cause of making it 
more difficult to undertake the surveil-
lance of the foreign target. 

The Judiciary Amendment also in-
cludes a provision altering the con-
sequences of a FISA Court determina-
tion that there is a deficiency in the 
Government’s targeting or minimiza-
tion procedures under the new foreign 
targeting authority that will be en-
acted in S. 2248. Upon such a court de-
termination, the Intelligence Com-
mittee bill would require the Govern-
ment to either correct the deficiency 
or cease new acquisition. 

The Judiciary Committee provision 
goes beyond the requirement that defi-
ciencies be corrected or new acquisi-
tions ceased. It would take the further 
step of preventing all use of informa-
tion already acquired under the new 
procedure that concerns U.S. persons, 
unless the Attorney General deter-
mines that the information indicates a 
threat of death or serious bodily harm. 

The provision is impractical. And it 
creates risks that we will lose valuable 
intelligence. 

The Judiciary Committee provision 
would require intelligence analysts to 
go through all of the intelligence that 
had been collected under the new proc-
ess—presumably a very large collection 
of materials—to identify information 
that might be subject to the restriction 
and make sure that it had been not 
used in disseminated intelligence. 

Even for minor deficiencies in proce-
dures, this provision would therefore 
require the Intelligence Community to 
discard information that might con-
stitute significant intelligence, and to 
focus its analytical resources on satis-
fying this provision rather than col-
lecting and analyzing new intelligence. 
In my view, this allocation of resources 
makes no sense. 

At the end of our debate this morn-
ing, the Senate will be asked to vote on 
the pending Judiciary Committee 
amendment as a whole, either by way 
of a tabling motion or directly on the 
amendment. 

Although, as I have indicated, there 
are parts of the Judiciary amendment 
that I look forward to supporting, 
there are two reasons, with all respect 
to the members of the Judiciary Com-
mittee, why I cannot support the pend-
ing substitute amendment as a whole. 

The first is that the form, and con-
sequently the effect of the amendment, 
goes beyond what the members of the 
Judiciary Committee decided during 
their deliberations, and guts key parts 
of S. 2248 beyond any reasons agreed to 
by a majority of the Judiciary Com-
mittee. 

S. 2248 has two substantive titles, in 
addition to a third title on transition 
procedures. 

The first title addresses intelligence 
collection; it is the direct replacement 
of the Protect America Act. 

The second title addresses the many 
lawsuits against telephone and inter-
net companies for their alleged co-
operation with the Government. 

At its markup, the Judiciary Com-
mittee rejected, by a clear 7-to-12 vote, 
an amendment to strike title II on li-
ability protection. Previously, the In-
telligence Committee had voted 
against striking title II by a 3-to-12 
vote. In short, while there may be good 
ideas, that certainly merit debate, 
about improving title II, there has not 
been majority support in the Senate 
for striking it. 

Yet, notwithstanding the lack of sup-
port in either the Judiciary or Intel-
ligence Committee for striking title II, 
the form in which the Judiciary Com-
mittee reported its amendment would 
do just that. 

We will welcome a debate about im-
proving title II, but on behalf of the In-
telligence Committee—which voted 
overwhelmingly for title II—I must de-
fend keeping title II in the base text 
before the Senate. For that reason 
alone, I must oppose the Judiciary 
amendment, even as I support indi-
vidual elements of it. 

Second, as I have previously men-
tioned, even with respect to title I, 
there are portions of the Judiciary 
amendment that I must oppose on the 
ground that they will have an adverse 
impact on intelligence collection or 
the use of intelligence that is not war-
ranted by a realistic concern about 
U.S. privacy interests. 

Accordingly, with great respect for 
my colleagues on the Judiciary Com-
mittee, I will vote against the Judici-
ary amendment. I also look forward to 
joining them in urging the adoption of 
specific amendments to improve the 
Intelligence Committee bill. 

The PRESIDING OFFICER. The Sen-
ator’s time has expired. 

The Senator from Vermont. 
Mr. LEAHY. Mr. President, obviously 

I disagree with the description of the 
Senate Judiciary Committee’s amend-
ment. I spoke on this yesterday, but I 
am going to take a few minutes to de-
scribe what is in the Judiciary Com-
mittee’s bill. 

I support the Judiciary Committee 
amendment to the FISA Amendments 
Act of 2007. The Judiciary Committee 
amendment would make important im-
provements to the Intelligence Com-
mittee bill, at the same time maintain-
ing its structure and its authority. 

The so-called Protect America Act 
was rushed through the Senate last 
summer in an atmosphere of fear and 
intimidation. We even saw a key mem-
ber of the administration make com-
mitments to numerous Senators, Re-
publicans and Democrats, on that bill 
and then break his word, first to us and 
then on national television. 

It was a bad bill that has provided 
sweeping new powers to the Govern-
ment. It imposes no checks on the Gov-
ernment and provides no oversight or 
protection for Americans’ privacy. 

The Intelligence Committee did im-
portant work last fall in crafting a bill 

that begins to walk back from the ex-
cesses of the Protect America Act. I 
commend both Senator ROCKEFELLER 
and Senator BOND for that. But two 
committees in the Senate have juris-
diction over FISA the Intelligence 
Committee and the Judiciary Com-
mittee. 

The Intelligence Committee acted 
first to establish a good structure for 
conducting critical overseas surveil-
lance. The Judiciary Committee’s 
amendment maintains that structure 
and the authority for surveillance. But 
in my view and in the view of many 
Senators, the Intelligence Committee 
bill does not do enough to protect the 
rights of Americans. Indeed, many 
members of the Intelligence Com-
mittee voted for that bill knowing that 
the Judiciary Committee would have 
an opportunity to improve it, and they 
expected us to do that. 

FISA is among the most important 
pieces of legislation this Congress has 
passed. It is there to provide a mecha-
nism to conduct surveillance, it is crit-
ical to our security, but also protect 
the privacy and civil liberties of all 
Americans. 

Let’s be clear, this new authority ex-
pands FISA to allow more flexibility to 
conduct surveillance. If we are going to 
expand surveillance, we have to take 
great care to protect American civil 
liberties, and that is what the Judici-
ary Committee adds. 

I praise the members who serve on 
both the Judiciary and Intelligence 
Committees—Senators FEINSTEIN, 
FEINGOLD, and WHITEHOUSE, who con-
tributed so much to the Judiciary 
Committee’s efforts to improve this 
legislation. These Senators and others 
on the Judiciary Committee worked 
hard to craft amendments that pre-
serve the basic structure and authority 
in the bill reported by the Select Com-
mittee on Intelligence, while adding 
crucial protections for Americans. 

The Judiciary Committee bill makes 
about 12 changes to the Intelligence 
Committee bill. Let me address a few 
of them. 

First, the Judiciary Committee bill 
contains a very strong exclusivity pro-
vision. This provision makes clear that 
the Government cannot claim author-
ity to operate outside the law—outside 
of FISA—from measures that were 
never intended to provide such excep-
tional authority. 

This administration argues that the 
Authorization for the Use of Military 
Force, passed after September 11, pro-
vided the justification for conducting 
warrantless surveillance of Americans 
for more than five years. No, what it 
did was authorize going into Afghani-
stan to get Osama bin Laden—the man 
who masterminded the attacks on 9/11. 
Not only did the administration fail to 
do that, it took our troops out of Af-
ghanistan—when they had bin Laden 
cornered—to invade Iraq. 

When we authorized going after 
Osama bin Laden, we did not authorize 
explicitly or implicitly the warrantless 
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wiretapping of Americans. Yet this ad-
ministration still clings to this phony 
legal argument. The Judiciary Com-
mittee bill would prevent that dan-
gerous contention with strong lan-
guage reaffirming that FISA is the ex-
clusive means for conducting elec-
tronic surveillance for foreign intel-
ligence purposes. The Senate Intel-
ligence Committee’s bill would do 
nothing to preclude the AUMF argu-
ment in the future. 

We also provide a more meaningful 
role for the FISA Court in this new 
surveillance. This court is a critical 
independent check on Government ex-
cess in the sensitive area of electronic 
surveillance. 

The fundamental purpose of many of 
the Judiciary Committee changes is to 
ensure that this important independent 
check remains meaningful, while main-
taining the flexibility of ‘‘blanket’’ or-
ders, which we all agree are necessary. 
The Intelligence Committee bill would 
give the FISA Court only a very lim-
ited role in overseeing surveillance. 

The Judiciary Committee bill would 
give the FISA Court the authority it 
needs to assess the Government’s com-
pliance with minimization procedures. 
It would allow the Court to request ad-
ditional information from the Govern-
ment, and allow the Court to enforce 
compliance with its orders. The amend-
ment would also give the court discre-
tion to impose restrictions on the use 
and dissemination of Americans’ infor-
mation if it is collected unlawfully. 

The Judiciary bill would make other 
important changes. It reduces the sun-
set for this new law from 6 years to 4 
years. This was Senator CARDIN’s 
amendment. There is too much here 
that is new and untested to allow the 
authorities go longer than even the 
next President’s term before requiring 
a thorough review. It clarifies that the 
bill does not allow bulk collection that 
would simply sweep up all calls into 
and out of the United States. It also 
clarifies that the Government may not 
use this new authority to target Amer-
icans indirectly if they are not allowed 
to do it directly. The administration 
says it would never do this. They have 
no credibility. The Judiciary Commit-
tee’s bill would make sure they keep 
their word. 

Finally, the Judiciary Committee 
bill includes a requirement that inspec-
tors general, including the Department 
of Justice inspector general, conduct a 
thorough review of the so-called Ter-
rorist Surveillance Program and report 
back to the Congress and, to the extent 
it can in an unclassified version, to the 
American people. 

The Department of Justice inspector 
general will have the responsibility to 
look at, among other things, the proc-
ess at the Department of Justice that 
limited knowledge and review of im-
portant legal decisions to a tiny group 
of like-minded individuals, at great 
cost to the rule of law and American 
values. This is a key measure that 
would finally require accountability 

for this administration. We have not 
yet had anything close to a comprehen-
sive examination of what happened and 
how it happened. We cannot expect to 
learn from mistakes if we refuse to 
allow them to be examined. 

I strongly oppose a provision in the 
Intelligence Committee bill that would 
grant blanket retroactive immunity to 
telecommunications carriers for their 
warrantless surveillance activities 
from 2001 through earlier this year. 
That provision goes even beyond the 
so-called Protect America Act. It 
would insulate this administration 
from accountability for its 
lawbreaking. The Judiciary Committee 
bill does not have that provision. I 
know that will be a separate debate on 
this floor. 

With the authority of a majority of 
the Judiciary Committee members, I 
made a few changes to the amendment 
as we reported it in November. There 
are no major additions or deletions. 
The original 12 changes are still there. 
The revised version makes some 
changes to address technical issues and 
concerns the administration raised 
about our substitute. We have consid-
ered the Statement of Administration 
Policy from last December and we have 
talked with the administration. We 
have listened and made changes that 
we think address some legitimate con-
cerns. 

For example, we have revised the ex-
clusivity provision. The provision in 
the earlier version of the Judiciary 
Committee amendment could have 
been read to extend the scope of FISA 
in a way that was not intended. We 
corrected that. 

Another concern we addressed was 
about the issue of staying FISA Court 
decisions pending appeal. The Intel-
ligence Committee bill would auto-
matically stay FISA Court decisions, 
thereby requiring possibly illegal sur-
veillance to continue throughout a 
lengthy appeal process. The original 
Judiciary Committee amendment left 
the decision about a stay to the discre-
tion of the FISA Court judges—which 
is how it is typically done in courts. 
The administration was concerned that 
this left too much power to stop sur-
veillance in the hands of a lone judge. 
We listened and made a change that 
would permit the stay decision to be 
made—promptly—by a panel of the 
FISA Court of Review. 

Another change we made to address 
an administration concern was the im-
portant IG audit provision. That provi-
sion now makes it clear that no depart-
ment inspector general has the author-
ity to conduct a review of another de-
partment. 

These revisions make the Judiciary 
Committee’s product stronger. I think 
overall the Judiciary Committee’s bill 
dramatically improves the Intelligence 
Committee bill. As the distinguished 
chairman of the Intelligence Com-
mittee said, we included a number of 
items he supports. If this gets voted 
down, these are changes that Senators 

will have to offer piece by piece, and 
will. Most of it will be germane after 
cloture. If we really want to conclude 
this FISA debate quickly, adopting 
this amendment will save the Senate 
countless hours of debate. I urge my 
colleagues to support this amendment. 
Now, Mr. President, what is the par-
liamentary situation? 

The PRESIDING OFFICER. The Sen-
ator from Vermont has 2 minutes 40 
seconds. 

Mr. LEAHY. Mr. President, let me 
just talk about this a little bit. 

Incidentally, I ask for the yeas and 
nays on my amendment. 

The PRESIDING OFFICER. Is there a 
sufficient second? 

Mr. BOND. I am going to offer a mo-
tion to table, but yes. 

The PRESIDING OFFICER. There 
appears to be a sufficient second. 

The yeas and nays were ordered. 
Mr. LEAHY. Mr. President, we all 

want to be able to collect intelligence 
on terrorists. When I came here, during 
the Cold War, we wanted to be sure we 
could collect on our adversaries. We 
still want to be sure we can do that. 
That is why I have voted for dozens of 
changes to FISA over the years, re-
quested by both Republican and Demo-
cratic administrations. I voted for 
them because the administrations 
made a clear and convincing case each 
time that we needed a change to keep 
up with the technology or to keep up 
with a changing threat. 

But let’s not be so frightened by ter-
rorists that we go back to the situation 
we had during the Watergate era, when 
we found our Government was spying 
on people who disagreed with it. The 
government spied on people who had le-
gitimate concerns about, for example, 
the war in Vietnam or the excesses of 
J. Edgar Hoover. The government 
could do that back then because there 
were no checks and there was no over-
sight. We do not want to go back to 
that time. We can do our intelligence 
gathering and protect Americans at 
the same time. 

Now, Mr. President, has my time ex-
pired? 

The PRESIDING OFFICER. The Sen-
ator from Vermont has 30 seconds. 

Mr. LEAHY. Is that the only time 
anybody has? 

The PRESIDING OFFICER. The Sen-
ator is correct. 

Mr. LEAHY. I yield back all time. 
The PRESIDING OFFICER. The Sen-

ator from Missouri. 
Mr. BOND. Mr. President, I move to 

table, and I ask for the yeas and nays. 
The PRESIDING OFFICER. Is there a 

sufficient second? 
There appears to be a sufficient sec-

ond. 
The question is on agreeing to the 

motion to table the Judiciary Com-
mittee substitute, as modified. The 
clerk will call the roll. 

The legislative clerk proceeded to 
call the roll. 

Mr. DURBIN. I announce that the 
Senator from New York (Mrs. CLINTON) 
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and the Senator from Illinois (Mr. 
OBAMA) are necessarily absent. 

Mr. KYL. The following Senators are 
necessarily absent: the Senator from 
South Carolina (Mr. GRAHAM) and the 
Senator from Arizona (Mr. MCCAIN). 

The PRESIDING OFFICER (Mr. 
WEBB). Are there any other Senators in 
the Chamber desiring to vote? 

The result was announced—yeas 60, 
nays 36, as follows: 

[Rollcall Vote No. 2 Leg.] 
YEAS—60 

Alexander 
Allard 
Barrasso 
Bayh 
Bennett 
Bond 
Brownback 
Bunning 
Burr 
Carper 
Chambliss 
Coburn 
Cochran 
Coleman 
Collins 
Corker 
Cornyn 
Craig 
Crapo 
DeMint 

Dole 
Domenici 
Ensign 
Enzi 
Grassley 
Gregg 
Hagel 
Hatch 
Hutchison 
Inhofe 
Inouye 
Isakson 
Johnson 
Kyl 
Landrieu 
Lieberman 
Lugar 
Martinez 
McCaskill 
McConnell 

Mikulski 
Murkowski 
Nelson (FL) 
Nelson (NE) 
Pryor 
Roberts 
Rockefeller 
Salazar 
Sessions 
Shelby 
Smith 
Snowe 
Specter 
Stevens 
Sununu 
Thune 
Vitter 
Voinovich 
Warner 
Wicker 

NAYS—36 

Akaka 
Baucus 
Biden 
Bingaman 
Boxer 
Brown 
Byrd 
Cantwell 
Cardin 
Casey 
Conrad 
Dodd 

Dorgan 
Durbin 
Feingold 
Feinstein 
Harkin 
Kennedy 
Kerry 
Klobuchar 
Kohl 
Lautenberg 
Leahy 
Levin 

Lincoln 
Menendez 
Murray 
Reed 
Reid 
Sanders 
Schumer 
Stabenow 
Tester 
Webb 
Whitehouse 
Wyden 

NOT VOTING—4 

Clinton 
Graham 

McCain 
Obama 

The motion was agreed to. 
Mr. BOND. I move to reconsider the 

vote and to lay that on the table. 
The motion to lay on the table was 

agreed to. 
The PRESIDING OFFICER. The ma-

jority leader. 
Mr. REID. Mr. President, there will 

be an amendment offered by Senators 
ROCKEFELLER and BOND. It is a sub-
stitute that will be pending for a while. 
What we are going to try to do over 
here, I have spoken to a number of 
Members who want to offer amend-
ments relating to title I. We are work-
ing out an order in which they will be 
offered. What we would like to do is 
have a number of them offered, de-
bated, and have a time this afternoon 
that we can vote on all of them in suc-
cession. We will try to finish all the 
title I amendments, and then we will 
move to title II. We hope there isn’t a 
lot of time spent on each amendment, 
but Members have a right to take 
whatever time they want. In an effort 
to make this more understandable, 
rather than jumping back and forth, 
title I and title II, on this side we will 
try to offer amendments as they relate 
to title I. 

We understand there is no require-
ment to do this. But if there are 
amendments the minority wants to 

offer, we will certainly be cooperative 
and make sure we have the ability to 
go back and forth. 

The PRESIDING OFFICER. The Sen-
ator from Wisconsin. 

Mr. FEINGOLD. Mr. President, I ask 
unanimous consent that the pending 
amendment be set aside and I call up 
amendment—— 

Mr. REID. Mr. President, the Senator 
from Wisconsin has been very patient. 
As soon as Senators ROCKEFELLER and 
BOND finish offering their substitute, I 
ask unanimous consent that Senator 
FEINGOLD have the floor. 

The PRESIDING OFFICER. Is there 
objection? 

Mr. MCCONNELL. I will object mo-
mentarily. I wish to discuss the matter 
with the majority leader. Let’s have 
Senator ROCKEFELLER and Senator 
BOND go ahead. 

The PRESIDING OFFICER. Objec-
tion is heard. 

Mrs. MURRAY. I suggest the absence 
of a quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The assistant legislative clerk pro-
ceeded to call the roll. 

Mr. REID. I ask unanimous consent 
that the order for the quorum call be 
rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The Senator from West Virginia is 
recognized. 

AMENDMENT NO. 3911 
Mr. ROCKEFELLER. Mr. President, I 

send an amendment to the desk on be-
half of myself and Senator BOND and 
ask for its immediate consideration. 

The PRESIDING OFFICER. The 
clerk will report. 

The assistant legislative clerk read 
as follows: 

The Senator from West Virginia [Mr. 
ROCKEFELLER], for himself and Mr. BOND, 
proposes an amendment numbered 3911. 

Mr. ROCKEFELLER. I ask unani-
mous consent that reading of the 
amendment be dispensed with. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

(The amendment is printed in today’s 
RECORD under ‘‘Text of Amendments.’’) 

Mr. ROCKEFELLER. Mr. President, 
the distinguished vice chairman, Sen-
ator BOND, and I have joined in a bipar-
tisan amendment to S. 2248, the FISA 
Amendments Act of 2008. The Rocke-
feller-Bond amendment perfects var-
ious details of the underlying bill but 
its main purpose is to provide explicit 
statutory protection, for the first time 
in the 30 years of FISA, for Americans 
who are outside the United States. 

The amendment stands for the simple 
proposition that Americans, whether 
they are working, studying, traveling 
or serving in our Armed Forces outside 
the United States, do not lose their 
rights as Americans when it comes to 
the actions of their own Government. 
In 1791, when the Bill of Rights was 
ratified, including, of course, the 
fourth amendment, which protects our 
people from unreasonable search and 

seizure, there were 4 million Ameri-
cans. That was it. Now that very num-
ber of Americans, 4 million, lives out-
side the United States and, of course, 
many millions more travel each year 
outside the United States. 

Because this amendment is so impor-
tant and because it has gone through 
so much development to reach the 
point at which we have now arrived, I 
would like to take, frankly, a few min-
utes to describe its origin and evo-
lution, with the forbearance of my col-
leagues. 

The protection of Americans outside 
the United States may have been the 
single most important piece of business 
left undone by the original FISA stat-
ute created in 1978. To fill that void, 
President Reagan issued an executive 
order, Executive Order 12333, that ad-
dresses the use of intelligence tech-
niques such as electronic surveillance 
or unconsented searches against Amer-
icans abroad. 

Executive Order 12333 requires that 
intelligence agencies have procedures 
and that those procedures protect the 
constitutional rights of Americans 
overseas. It also requires the Attorney 
General to determine that there is 
probable cause to conclude that the 
American overseas is an agent of a for-
eign power before the U.S. Government 
undertakes electronic surveillance or 
conducts searches abroad against that 
person. That was good but insufficient. 
In our country of laws, we do not usu-
ally leave it, outside of an emergency, 
to any Attorney General to decide 
alone whether there is probable cause 
for a search. That is a decision which 
we entrust to neutral judges. 

Our bipartisan amendment—Senator 
BOND’s and mine—makes sure Ameri-
cans do not lose that important protec-
tion by setting foot outside the United 
States. 

Vice Chairman BOND and I took the 
first step when we included, in our Oc-
tober Intelligence Committee mark, a 
provision concerning acquisition by the 
intelligence community of the commu-
nications of U.S. persons abroad. 

We focused our proposal on the cir-
cumstance when the Government is 
seeking those communications from 
electronic communication providers 
within the United States. We did not 
address the targeting of U.S. persons 
overseas by intelligence community 
collection methods that are employed 
outside the United States. 

The provision before the Intelligence 
Committee in its October markup 
would have allowed the Attorney Gen-
eral to determine that a U.S. person 
outside the United States was a foreign 
power, agent of a foreign power, or an 
officer or employee of a foreign power, 
and then target that person for collec-
tion. Under our proposal, the Attorney 
General would then have been required 
to submit that probable cause deter-
mination to the FISA Court for review. 

But as the chairmen and ranking 
members of committees sometimes 
learn from their full membership of 
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their committees, important ideas may 
require broad solutions. 

During our committee markup, Sen-
ator WYDEN offered an amendment on 
targeting U.S. persons abroad that sub-
stituted two new sections in place of 
the language described above on tar-
geting U.S. persons abroad. 

First, the Wyden amendment re-
quired the Government to obtain a 
standard FISA order for electronic sur-
veillance—known as a title I order—be-
fore the Government could target U.S. 
persons outside the United States by 
seeking their communications from 
providers in the United States. 

Thus, rather than the new procedure 
described in our chairman and vice 
chairman mark, the amendment re-
quired a title I FISA application and 
order whenever the collection against 
an American abroad occurred with the 
assistance of a provider in the United 
States. 

Second, the Wyden amendment re-
quired that the Government, when act-
ing outside the United States, obtain a 
FISA Court order before targeting the 
communications of U.S. persons lo-
cated outside the United States. 

Specifically, it required a FISA 
Court order that there was probable 
cause to believe that the U.S. person 
who was the target of surveillance was, 
in fact, a foreign power or an agent of 
a foreign power before the Government 
employed surveillance techniques out-
side the United States. This second 
part of the Wyden amendment imple-
mented an entirely new concept of law. 

A court order has never before been 
required for foreign intelligence collec-
tion that is conducted entirely outside 
the United States, even if that collec-
tion involves U.S. persons. But while 
new, it quickly became evident it was 
an idea whose time had come. The 
Wyden amendment passed the com-
mittee with a vote of 9 to 6. 

Yet, as often is the case for an initial 
amendment of such magnitude, it was 
also immediately clear that further 
work needed to be done before the pro-
posal became law to make sure it 
worked well in practice. 

During the markup, Senator 
WHITEHOUSE, who is a member of the 
Judiciary Committee—and in his first 
year in this body has already emerged 
as a leading legal voice among us— 
stated he would be willing to work on 
the language of the amendment in the 
Judiciary Committee, on which he also 
serves, during the sequential referral 
process to ensure that it achieved its 
desired goal and did not result in unin-
tended decreases in collection. 

Senator WHITEHOUSE, working with 
the Department of Justice, was largely 
responsible for the changes made to the 
provision on U.S. persons outside the 
United States that is included in the 
Judiciary Committee substitute 
amendment. It is a good amendment. 

He focused his efforts to changes on 
the second part of the section, the por-
tion relating to collection of electronic 
communications outside the United 

States. The provision requiring a tradi-
tional FISA electronic surveillance ap-
plication for collection inside the 
United States remained mostly un-
changed in the Judiciary Committee 
markup. 

The Judiciary Committee amend-
ment makes some necessary technical 
fixes to the section on collection out-
side the United States. It stressed that 
the FISA Court would only be per-
mitted to assess the question of prob-
able cause for collection outside the 
United States, not the methods of ac-
quisition of the information, as any 
such inquiry might delve into very sen-
sitive intelligence matters. 

The Judiciary Committee section on 
collection outside the United States 
also made three other important 
changes: 

First, the addition of emergency pro-
cedures, similar to those included in 
other parts of FISA, that would allow 
the Attorney General to acquire the in-
formation as long as a subsequent 
order is obtained; second, a more ex-
plicit, individualized review of mini-
mization procedures; and, third, the ad-
dition of procedures to transition cur-
rent acquisitions under Executive 
Order 12333 over to the new procedure. 

The managers’ amendment, offered 
by Senator BOND and myself, now seeks 
to complete this process by fully inte-
grating the new procedure into the 
overall reforms contained in the FISA 
Amendments Act of 2008 and does so in 
a manner that maintains an effective 
system of intelligence collection. 

In the course of doing that, we have 
sought to resolve, in conjunction with 
the Department of Justice and the in-
telligence community, several prob-
lems identified with the Judiciary 
Committee substitute. 

The most significant changes in the 
managers’ amendment have been made 
to the first part of the Wyden amend-
ment: the requirement that the Gov-
ernment obtain standard electronic 
surveillance—title I—orders for the 
targeting of U.S. persons abroad that 
occurs within the United States. 

That provision, as of this moment, 
remains a part of our base bill and will 
remain so until an amendment is 
adopted. As I will discuss in more de-
tail, our proposed changes are required 
because the language of this provision, 
as reported out of both the Intelligence 
and Judiciary Committees, would pre-
vent certain types of important foreign 
intelligence collection. 

First, the definition ‘‘agent of a for-
eign power’’ in FISA, which requires a 
U.S. person to have engaged in certain 
types of wrongdoing, is different than 
the definition of ‘‘agent of a foreign 
power’’ that has traditionally been 
used in overseas collection against 
Americans. 

The Director of National Intelligence 
has therefore proposed, and we agree, 
that collection against a U.S. person 
abroad should be expanded beyond 
‘‘agent of a foreign power’’ to ‘‘an offi-
cer or employee of a foreign power,’’ to 

cover the types of collection that have 
traditionally been allowed against U.S. 
persons overseas. 

For example, the notorious Charles 
Taylor, the former President of Libe-
ria, who is now charged with crimes 
against humanity, is an American who 
was an officer of a foreign power. 

Second, the Judiciary Committee 
provision did not deal with the issue of 
stored electronic communications or 
stored electronic data, the collection of 
which is dealt with under title III rath-
er than title I of FISA and which are 
an important part of the acquisition 
system that is established by the new 
title VII that S. 2248 will add to FISA. 

To address this issue, the managers’ 
amendment that Senator BOND and I 
are proposing, after extensive technical 
consultations with the intelligence 
community and the Department of Jus-
tice, adds two sections to the new title 
VII in our committee’s bill, and, in so 
doing, addresses the intelligence col-
lection concerns identified by the Di-
rector of National Intelligence. 

By placing all the relevant detail for 
collection against U.S. persons over-
seas in the same new title of FISA— 
title VII—that includes all other proce-
dures for persons outside the United 
States, the managers’ amendment pro-
vides a comprehensive, consolidated 
roadmap for all those in the intel-
ligence community, the Department of 
Justice, and the FISA Court who will 
have the responsibility to implement 
our amendment. 

In conclusion, I would like to under-
score some major points. 

As is evident from everything I have 
described, it is important to thank two 
members of our committee for their 
work on this issue of targeting Ameri-
cans overseas. 

Senator WYDEN, obviously, is one of 
those. I wish to recognize his leader-
ship at all times in this area. He recog-
nized the importance of the issue and 
successfully offered an amendment at 
the Intelligence Committee mark-up 
that broadened the protections con-
tained in our bill. 

Senator WHITEHOUSE has been indis-
pensable contributor to the effort on 
this provision as well, quietly working 
out problems and making things work 
better. His work goes a long way to-
ward ensuring that the provision can 
be successfully implemented by the in-
telligence community, which is key. 

By adopting this amendment on a bi-
partisan basis, the Intelligence Com-
mittee—and now the vice chairman and 
myself in our managers’ amendment— 
seek to ensure that Americans are pro-
tected from unwarranted surveillance, 
whether they are inside or outside the 
United States. 

This is a significant new protection 
for U.S. persons. When the United 
States conducts foreign intelligence 
collection overseas on a U.S. person lo-
cated outside the United States, cur-
rently only the Attorney General, not 
a court, makes a probable cause deter-
mination. I have said that. U.S. citi-
zens have never before been entitled by 
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statute to court protection in this 
area. Now, hopefully, they will be. 

Our bipartisan goal is clear: A court 
must be involved when U.S. persons are 
targeted for surveillance, no matter 
where those persons are located or how 
they are targeted. 

We are also in agreement that our 
original committee provision and the 
work of the Judiciary Committee need-
ed refinement to ensure it did not have 
unintended consequences that might 
limit the collection of foreign intel-
ligence information. The purpose of our 
amendment is to make sure we do not 
reduce the scope of any current intel-
ligence collection. 

Our managers’ amendment accom-
plishes this goal. Under the managers’ 
amendment, if a U.S. person is targeted 
overseas by using a communications 
provider within the United States, 
FISA will now require that the Govern-
ment submit an application to the 
FISA Court and obtain a FISA Court 
order. Although the process to obtain 
the order is tailored to address some of 
the operational concerns relevant to 
the issue of collection on U.S. persons 
located outside the United States, and 
consolidated in a new title of FISA, the 
procedures are as robust and protective 
of the privacy rights of U.S. persons as 
existing FISA procedures. 

If the acquisition occurs outside the 
United States, FISA will now require 
that the FISA Court issue an order 
finding that there is probable cause to 
believe the U.S. person who is the tar-
get of the acquisition is an agent, offi-
cer or employee of a foreign power, 
without involving the FISA Court in 
the methods of overseas collection. 

Those methods of overseas collection 
will continue to be governed by appli-
cable executive branch directives, such 
as Executive Order 12333, which impose 
limits on intelligence agencies in order 
to protect the constitutional rights 
and other legal rights of Americans. 

Mr. President, I urge the adoption of 
this amendment. 

The PRESIDING OFFICER. The Sen-
ator from Missouri. 

Mr. BOND. Mr. President, I thank the 
chairman for his extensive discussion 
of this measure. This is one of the sig-
nificant additions we are making to 
the preexisting FISA law. It is some-
thing that was brought up and dis-
cussed in the committee. There was 
general agreement that an American or 
a U.S. person who goes abroad ought to 
be provided some form of protection. 
We discussed it at length. 

The objective was provided in a very 
brief statement in the amendment that 
appeared before the committee. I was 
very concerned about it because I knew 
just enough about the FISA law to be 
thoroughly confused about how it 
would work. I voted against it but ex-
pressed my desire and willingness to 
work with the sponsor of this amend-
ment and the other members of the 
committee because it was a good idea. 

Well, we found out how complicated 
it is to amend and to change the FISA 

law because of the many working 
parts, not only within the law but 
within the actual means of intercep-
tion. 

Well, we worked for better than a 
month on a bipartisan basis with the 
proponents of this measure—and I con-
sider myself a proponent of this meas-
ure—with the intelligence community, 
lawyers for the Department of Justice, 
and we came up with a simple little 25- 
page statutory provision. It is now in-
cluded in the managers’ amendment. 

Should anyone think it is simple to 
amend FISA, I suggest you begin read-
ing at page 5 of the measure before us, 
and read through page 29, I believe it 
is, to show how it is accomplished. 
Nevertheless, this puts in a new layer 
of protection for U.S. persons. Obvi-
ously, we are concerned. Those are 
American citizens who are abroad. 

There were questions raised: Well, if 
I go abroad, can the intelligence com-
munity tap my phone without a court 
order? Well, first of all, the intel-
ligence community is not going to be 
tapping anybody’s phone or trying to 
listen in on any—intercept any con-
versations unless they have good, solid 
information that that phone is in a ter-
rorist’s hands. They have to have intel 
before they even look at that conversa-
tion. That intel could come in many 
forms which I won’t describe here, but 
that—first of all, if you are abroad, you 
would not have been targeted unless 
you had certain reasonable connections 
with a terrorist activity or a terrorist 
who would give the Attorney General 
and the intelligence community the 
basis for asserting that there was a ter-
rorist content to the phone conversa-
tion. 

Now, why do they do this? Because 
they have more communications than 
they can handle. They have more ter-
rorist communications almost than it 
is possible to keep up with. The last 
thing they want to do is target a con-
versation of a U.S. person or an Amer-
ican abroad who doesn’t have any con-
nection to terrorist activities. So pre-
viously, only if there was one of the 
connections that would give reasonable 
grounds to lead the Attorney General 
to say that there was valuable foreign 
intelligence collection would you col-
lect on it. But now, if that is an Amer-
ican citizen or, more broadly, a U.S. 
person, they have to go to the intel-
ligence court, the FISC, to get an 
order—two different kinds of orders de-
pending upon how the collection is 
going to occur—and get an order find-
ing that there is probable cause to be-
lieve, as the chairman has said, that 
this person is an agent, officer, em-
ployee of a foreign power and has for-
eign intelligence information that may 
be communicated. 

So this is a protection that I hope 
those concerned about the use of elec-
tronic surveillance will understand is a 
significant step we have taken toward 
protecting the rights of American citi-
zens. But I point out the fact that it 
took us a month and about 24 or 25 

pages to accomplish it. But with that 
being said, I urge my colleagues on 
both sides of the aisle to support it. 
This is a major new expansion of pro-
tection for American citizens, U.S. per-
sons, and this is one of the privacy con-
stitutional right protections added by 
this bill that was never there before. I 
urge my colleagues to support it. 

Mr. President, I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Wisconsin is recognized. 
AMENDMENT NO. 3909 TO NO. 3911 

Mr. FEINGOLD. Mr. President, I call 
up amendment No. 3909. 

The PRESIDING OFFICER. The 
clerk will report. 

The assistant legislative clerk read 
as follows: 

The Senator from Wisconsin [Mr. FEIN-
GOLD] proposes an amendment numbered 3909 
to amendment No. 3911. 

The amendment is as follows: 
(Purpose: To require that certain records be 

submitted to Congress) 
Strike subsection (b) of section 103, and in-

sert the following: 
(b) REPORTS BY ATTORNEY GENERAL ON CER-

TAIN OTHER ORDERS.—Such section 601 is fur-
ther amended by adding at the end the fol-
lowing new subsection: 

‘‘(c) SUBMISSIONS TO CONGRESS.—The Attor-
ney General shall submit to the committees 
of Congress referred to in subsection (a)— 

‘‘(1) a copy of any decision, order, or opin-
ion issued by the Foreign Intelligence Sur-
veillance Court or the Foreign Intelligence 
Surveillance Court of Review that includes 
significant construction or interpretation of 
any provision of this Act, and any pleadings 
associated with such decision, order, or opin-
ion, not later than 45 days after such deci-
sion, order, or opinion is issued; and 

‘‘(2) a copy of any such decision, order, or 
opinion, and the pleadings associated with 
such decision, order, or opinion, that was 
issued during the 5-year period ending on the 
date of the enactment of the FISA Amend-
ments Act of 2008 and not previously sub-
mitted in a report under subsection (a).’’. 

Mr. FEINGOLD. Mr. President, I ask 
unanimous consent that Senator DODD 
be added as a cosponsor. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. FEINGOLD. Mr. President, this 
amendment is a straightforward re-
porting requirement that is critical if 
Congress is to understand how the for-
eign intelligence surveillance laws it 
passes, including this one, are being in-
terpreted and applied. The issue is very 
simple. If the FISA Court makes a sig-
nificant interpretation of the law, I 
think Congress should know about it. 
Congress can’t conduct oversight of in-
telligence unless it knows what the 
court is and is not permitting the ad-
ministration to do. Congress can’t pass 
new legislation without knowing how 
the court has interpreted current law. 

This issue is absolutely fundamental 
to our constitutional system. Congress 
has a responsibility to understand the 
impact of the laws it is passing. The 
courts should have the assurance that 
when they interpret the law, those in-
terpretations will be communicated to 
the legislature. This isn’t some un-
usual idea; this is how our system of 
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government has operated from its in-
ception. 

Specifically, this amendment does 
two things. First, it requires that when 
the court issues an opinion that in-
cludes a significant legal interpreta-
tion, the Government must provide the 
Government’s pleadings associated 
with that decision to Congress. Now, 
these pleadings are often critical to un-
derstanding the legal interpretations of 
the court. This is in part because at 
times the court’s opinions merely ref-
erence and approve the Government’s 
arguments made in those pleadings. So 
it is really necessary to be able to re-
view the pleadings themselves if you 
are going to understand the court’s de-
cision. They are also necessary to un-
derstand how the Government inter-
prets and seeks to implement the law. 

Neither Congress’s oversight of the 
intelligence community nor any re-
sponsible legislating in the area of for-
eign intelligence surveillance can be ef-
fective without these documents. Yet, 
even today, as Congress considers this 
FISA legislation, the administration 
continues to refuse to provide Congress 
with important FISA Court pleadings. 

The other reason is this: The amend-
ment requires that the Government 
provide Congress with FISA Court or-
ders that include significant interpre-
tations of law over the last 5 years. 
Now, this is necessary because there 
was an enormous loophole in previous 
statutory reporting requirements that 
would be closed for the first time by 
this Intelligence Committee bill. 

The Government didn’t previously 
have to provide Congress with signifi-
cant interpretations of law if they were 
included in court orders rather than 
court decisions or opinions. But we 
know from the administration’s public 
announcement in January about the 
President’s wiretapping program that 
such legal interpretations are, in fact, 
found in orders. For Congress to have 
any sense of how the court has inter-
preted the FISA statute, therefore, it 
is critical to understand recent juris-
prudence. Congress needs to have ac-
cess to FISA Court orders not just 
going forward but for the past 5 years 
as well. 

This is not theoretical. The adminis-
tration has refused to provide to Con-
gress orders containing significant in-
terpretations of law, and that is just 
what we know of. Without this amend-
ment, we might never know what other 
important legal interpretations are out 
there. 

To be clear, I first offered an amend-
ment to require that FISA Court or-
ders and other documents be provided 
to Congress through the intelligence 
authorization bill. It was approved on a 
bipartisan basis. It was later removed 
from the authorization bill, and only a 
watered-down version was included in 
the Intelligence Committee FISA bill. 
What my amendment today does is 
merely put the language back that has 
already been given the support of a bi-
partisan majority of the Intelligence 
Committee. 

The most appropriate arrangement 
for Congress to obtain information re-
lated to the FISA Court would be for 
the court to provide it directly, with-
out the involvement of the executive 
branch. So granting the executive 
branch any role in an exchange be-
tween the two other branches of Gov-
ernment, which is what my amendment 
actually allows, is, in fact, already a 
compromise. 

But this amendment is a direct re-
sponse to the administration’s asser-
tion that it can withhold FISA Court 
opinions and documents that include 
significant interpretations of law from 
Congress—not letting us read these 
things. Imagine if the administration 
tried to keep Supreme Court decisions 
from Congress. Even worse, imagine if 
the administration tried to keep from 
Congress a decision like Hamdan v. 
Rumsfeld, which rejected the adminis-
tration’s military commissions, just as 
Congress was considering the Military 
Commissions Act. Congress wouldn’t 
stand for it. Yet that is exactly what is 
happening in the world of intelligence. 

There are really no serious, sub-
stantive reasons to oppose this amend-
ment. Orders and pleadings will be pro-
vided to the Intelligence Committee in 
a classified and, if necessary, redacted 
manner, just as FISA Court decisions 
are now. This is the furthest thing 
from an onerous reporting require-
ment. If there are FISA Court orders 
that include significant interpretations 
of law, Government lawyers certainly 
know what they are and where to find 
them. 

It is sometimes said that intelligence 
in technical terms ‘‘belongs’’ to the ex-
ecutive branch. I disagree. But in any 
case, such an argument simply doesn’t 
apply here. This amendment relates to 
the documents of an article III court. 
Just last month, that court confirmed 
in a rare public opinion that it has ‘‘in-
herent power’’ over its own records—in 
other words, they do not belong to the 
executive branch. 

Finally, let me stress the scope of the 
information Congress needs before it 
can conduct effective oversight and 
legislative responsibility. 

While the public is understandably 
focused on the FISA Court’s involve-
ment with regard to the President’s 
warrantless wiretapping program, the 
FISA Court is actually responsible for 
interpreting all of the FISA statutes. 
Now, that includes the electronic sur-
veillance issues we are considering 
here today but also physical searches 
of Americans’ homes and the collection 
of sensitive business records, including 
library and medical records. Just as 
Congress should know how the Protect 
America Act and this FISA bill will be 
interpreted, it should have similar in-
formation with regard to the FISA pro-
visions related to the PATRIOT Act 
and any other legislation that governs 
surveillance and affects the rights of 
Americans. 

This simple reporting requirement is 
critical to congressional oversight, and 
I urge my colleagues to support it. 

Mr. LEAHY. Mr. President, I support 
Senator FEINGOLD’s amendment to pro-
vide Congress with additional mate-
rials from the FISA Court to enable 
Congress to conduct more effective 
oversight. This amendment is one of 
the many improvements to the Senate 
Intelligence bill adopted by the Judici-
ary Committee and included in the Ju-
diciary Committee’s substitute amend-
ment. Regrettably, that substitute was 
tabled by the full Senate earlier today. 
But I urge Senators to reconsider their 
votes with respect to this simple but 
critically important reporting require-
ment. 

Under current law, semi-annual re-
porting requirements allow the govern-
ment to wait up to a year before in-
forming the Congress about important 
interpretations of law made by the 
FISA Court. The Senate Intelligence 
bill took a step in the right direction 
by requiring that Congress be provided 
with the orders, decisions and opinions 
of the FISA Court that include signifi-
cant interpretation of law within 45 
days after they are issued. 

Senator FEINGOLD’s amendment 
would go a step further to ensure sound 
oversight by Congress of the activities 
of the FISA Court. It would require 
that, when the FISA Court issues an 
opinion containing a significant legal 
interpretation, the government must 
provide Congress with the govern-
ment’s pleadings related to the case. 
This is critically important because, 
where the FISA Court simply adopts 
the government’s reasoning in one of 
its decision, Congress will have no way 
of knowing the true basis for the 
court’s ruling without access to the 
government’s pleadings. 

The Feingold amendment would also 
require that Congress now be provided 
with any significant interpretations of 
law by the FISA Court that were not 
provided to Congress over the past 5 
years. Access to past jurisprudence, as 
well as current decisions, is critical to 
Congress’s understanding of how FISA 
is being interpreted and implemented. 

Opponents of this amendment say 
that it may create additional ‘‘paper-
work.’’ But if Congress can be better 
informed about the workings of the 
FISA Court—a court Congress cre-
ated—and can more effectively oversee 
the government’s advocacy in that 
Court, then any incremental additional 
paperwork is clearly in the best inter-
ests of the American public. Opponents 
also say that the pleadings may reveal 
sources and methods, and therefore 
cannot be turned over to the Congress. 
This is a red herring. As Senator FEIN-
GOLD has stated repeatedly, this 
amendment is not intended to compel 
disclosure of this kind of information, 
and nothing in the amendment could 
be construed to change the time-tested 
practice of redacting information that 
could reveal sources and methods. 

I urge all Senators to support the 
Feingold amendment, and to reject any 
attempts to water down this important 
reporting requirement by way of sec-
ond-degree amendments. 
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I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Missouri is recognized. 
Mr. BOND. Mr. President, this meas-

ure has been considered in the Intel-
ligence Committee. I believed it was 
not necessary to require additional pa-
perwork, but also I think it is impor-
tant to note that some of the charges 
made about the powers given to the in-
telligence community are way out of 
bounds. 

This measure before us does, in fact, 
put further constraints on the intel-
ligence community. There are powers 
that exist in both the intelligence com-
munity and in law enforcement agen-
cies which may not be affected here. 
But to say this offers broad new means 
of getting into business records and 
other personal effects of individuals— 
this is a bill devoted to electronic sur-
veillance. The reason we needed to do 
the bill on electronic surveillance was 
the fact that the means of electronic 
surveillance have changed, and the old 
FISA law did not permit the kind of 
collection that previously was per-
mitted when communications outside 
the United States were by radio rather 
than by cable. 

The whole purpose of this bill is to 
ensure that there are procedures in 
place to permit surveillance targeting 
people reasonably believed to be out-
side the United States who have con-
nections with terrorist activities, so 
that they are an agent or an employee 
or an officer of a foreign power and 
have legitimate foreign intelligence in-
formation. That is the test. That is 
what this does. Arguments about the 
nature of foreign intelligence surveil-
lance should be limited to this bill. 

Mr. President, I yield the floor. 
Mr. KYL. Mr. President, might I in-

quire of the Senator from Wisconsin a 
question. As I read the amendment, it 
is silent with respect to the ability of 
the administration to—or the appro-
priate authorities to redact material in 
the interests of protecting their 
sources and methods. Is it assumed in 
the amendment that the authority to 
redact would exist? 

Mr. FEINGOLD. Not only is it as-
sumed, but I just stated specifically on 
the floor a few minutes ago that it 
would exist. 

Mr. KYL. I thought I had heard the 
Senator indicate that redaction would 
be permitted, and that is the intent of 
the amendment; is that correct? 

Mr. FEINGOLD. Correct. 
Mr. KYL. Mr. President, I suggest the 

absence of a quorum. 
The PRESIDING OFFICER. The 

clerk will call the roll. 
The assistant legislative clerk pro-

ceeded to call the roll. 
Mr. BOND. Mr. President, I ask unan-

imous consent that the order for the 
quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

AMENDMENT NO. 3916 TO AMENDMENT NO. 3909 
Mr. BOND. Mr. President, I send a 

second-degree amendment to the desk 

and ask for its immediate consider-
ation. 

The PRESIDING OFFICER. The 
clerk will report. 

The legislative clerk read as follows: 
The Senator from Missouri [Mr. BOND] pro-

poses an amendment numbered 3916 to 
amendment No. 3909. 

Mr. BOND. Mr. President, I ask unan-
imous consent that the reading of the 
amendment be dispensed with. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The amendment is as follows: 
On page 1, line 8, strike all after ‘‘sub-

section (a)’’ through page 2, line 14, and in-
sert the following: ‘‘, with due regard to the 
protection of the national security of the 
United States— 

‘‘(1) a copy of any decision, order, or opin-
ion issued by the Foreign Intelligence Sur-
veillance Court or the Foreign Intelligence 
Surveillance Court of review that includes 
significant construction or interpretation of 
any provision of this Act, not later than 45 
days after such decision, order, or opinion is 
issued; and 

‘‘(2) a copy of any such decision, order, or 
opinion that was issued during the 5-year pe-
riod ending on the date of the enactment of 
the FISA Amendments Act of 2008 and not 
previously submitted in a report under sub-
section (a).’’. 

Mr. BOND. Mr. President, as the 
sponsor of the first-degree amendment 
has noted, this was debated and it was 
adopted on I believe a 10-to-5 or 9-to-6 
vote in the committee, but we found 
out there were substantial problems 
with this amendment to which the in-
telligence community objected. We 
modified it to the provisions that are 
now in the current managers’ amend-
ment and the underlying bill. 

The major problem with this amend-
ment is the pleadings. Pleadings have 
historically been protected during any 
litigation involving FISA. Congress has 
only received limited access to certain 
pleadings, certain actions for audit 
purposes in controlled circumstances. 

This amendment I have offered incor-
porates the national security protec-
tion, which the author of the under-
lying amendment suggested, and it 
does provide for the 5 years of back 
opinions from the FISC. This gives the 
5 years. We have had semiannual re-
ports from the FISC on all of the opin-
ions handed down in the previous 6 
months. 

It is somewhat burdensome, but I 
have been negotiating with the Depart-
ment of Justice lawyers. They say 
while it is burdensome, this is not ob-
jectionable. They prefer not to have it, 
but the one thing on which they are 
standing firm and believe they cannot 
accept is to require turning over the 
pleadings. 

The pleadings are actually some of 
the most sensitive intelligence infor-
mation we have because in those plead-
ings the Government has to describe 
the facilities to be used, the targets of 
the collection, the information, and 
how the information is going to be col-
lected, who gave them the information, 
how they got it. This is the ultimate 
description of sources and methods. 

Any time the sources and methods or 
the assets are disclosed, it is possibly a 
death sentence to someone who is 
working with us undercover or as an 
agent. The Department of Justice be-
lieves this information is so sensitive 
that it has to be kept extremely close-
ly held within the court and the people 
who must see it to issue the order. 
Without that protection, they believe 
that our most sensitive assets, our 
means of collection, where the facili-
ties are, the whole framework of our 
intelligence system could be brought 
down. The opinions themselves go into 
legal reasoning; they give the justifica-
tions. They are the end product of the 
work of the FISC. 

What the Department of Justice says 
the intelligence community is unwill-
ing to give is to lay out and submit to 
Congress the whole list of information 
of sources, methods, facilities, targets, 
the names of assets, or the identifica-
tion of assets that could result in death 
for the informant, the agents, or the 
assets. 

We have accepted a portion of the 
amendment proposed by the Senator 
from Wisconsin. This accepts another 
portion, but that final portion is objec-
tionable and is a red line. I urge my 
colleagues not to support the amend-
ment which turns over the very most 
secret sources and methods which the 
intelligence community cannot afford 
to share. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Wisconsin. 
Mr. FEINGOLD. Mr. President, I rise 

to oppose the second-degree amend-
ment. This is a classic example of peo-
ple hiding behind a tragedy in this 
country to make arguments that have 
no merit. This argument, that the pro-
vision of pleadings, legal arguments by 
the Government, will somehow com-
promise sources and methods and bring 
down the intelligence system, has no 
merit. 

When the Senator from Arizona 
asked me specifically whether my 
amendment allows for certain sensitive 
information to be redacted, my answer 
was yes, and he didn’t respond. In fact, 
I had already stated that in my open-
ing statement. Everything the Senator 
from Missouri referred to—confidential 
information, sensitive information 
about individuals we are going after, 
critical intelligence—all of that can be 
redacted. What the Senator wants to 
help the administration do is prevent 
Members of Congress—and by the way, 
these are kept classified; it is only peo-
ple who have certain clearances who 
can see them—from seeing the plead-
ings provided to an article III court. 
That is the basis for their arguments. 

As I pointed out in my statement, a 
lot of times the court just refers to the 
pleadings in its orders. So if we don’t 
have the pleadings, we have no idea 
what the order is about. 

Listen very carefully because this 
kind of argument is going to be used 
with regard to every aspect of this bill. 

VerDate Aug 31 2005 03:28 Jan 25, 2008 Jkt 069060 PO 00000 Frm 00036 Fmt 4637 Sfmt 0634 E:\CR\FM\G24JA6.055 S24JAPT1w
w

oo
ds

2 
on

 P
R

O
D

P
C

68
 w

ith
 S

E
N

A
T

E



CONGRESSIONAL RECORD — SENATE S261 January 24, 2008 
Everything is a red line. I want to tell 
you something, Mr. President, it is not 
a red line for the duly elected rep-
resentatives of the people of this coun-
try in a classified setting to be able to 
review documents from a court pro-
ceeding. That is a ridiculous notion 
and disrespectful to the United States 
Congress that has an oversight role. 

I was involved in the debate, as the 
Senator from Missouri knows, in the 
Intelligence Committee. We won fair 
and square on this vote by a majority 
bipartisan vote when it was first of-
fered to the Intelligence Authorization 
bill. Because of various issues and pres-
sures relating to other matters, we 
later had to compromise, and ulti-
mately they said, why don’t you do it 
on the FISA bill, which is exactly what 
I am doing. But the idea that somehow 
this endangers America to allow cer-
tain Members of Congress and a few 
staff members who have been cleared 
to look at the pleadings of the Govern-
ment in a court proceeding takes this 
way too far. 

There are no substantive arguments 
against doing this, and I urge Senators 
to reject the second-degree amendment 
and adopt the underlying amendment. 

Mr. ROCKEFELLER. Mr. President, I 
suggest the absence of a quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The legislative clerk proceeded to 
call the roll. 

Mr. WYDEN. Mr. President, I ask 
unanimous consent that the order for 
the quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. WYDEN. Mr. President, I ask 
unanimous consent to speak on the 
managers’ amendment, as offered ear-
lier by the distinguished chairman and 
vice chairman. 

The PRESIDING OFFICER. The Sen-
ator has that right. 

Mr. WYDEN. Mr. President, I wish to 
commend the distinguished chairman 
of the committee and the distinguished 
vice chairman because they have 
worked with me many hours on this 
issue. It is an extraordinarily impor-
tant issue as it relates to the rights of 
Americans in the digital age, and I ap-
preciate the involvement the chairman 
and vice chairman have had with me on 
this matter. 

What this debate is all about, and I 
know it is very hard to follow the com-
plicated legal language that is associ-
ated with this discussion, is the propo-
sition that Americans ought to have 
the same rights overseas that they 
have inside the United States. Now, the 
chairman and the vice chairman have 
worked with me through the last few 
weeks to ensure that we can embed 
this basic proposition in this FISA leg-
islation and do it in a way that is not 
going to have any unintended con-
sequences or any impact on our na-
tional security. 

I have long felt, literally for decades, 
that the FISA law has represented the 
ultimate balance between America’s 

need to fight terrorism ferociously and 
to protect the constitutional rights of 
our people, and it is a balance that 
should not be eliminated because an 
American leaves U.S. soil. It ought to 
always mean something to be an Amer-
ican, and that ought to apply even out-
side the United States. Now, under cur-
rent law, before conducting surveil-
lance on an American citizen within 
the United States, the Government 
must establish probable cause before a 
criminal court for law enforcement 
cases or before the FISA Court for in-
telligence cases. 

So what this means is the U.S. Gov-
ernment needs a court-approved war-
rant to deliberately tap the phone con-
versations of a person living in Med-
ford, OR; or Kansas City, MO; or Ar-
lington, VA; or anywhere else. This 
protection, however, is not extended to 
Americans who are outside the United 
States. So if the U.S. Government 
wants to deliberately tap the phone 
conversations of the same Americans 
on business in India or serving their 
country in Iraq, the Attorney General 
can personally approve the surveil-
lance by making his own unilateral de-
termination of probable cause. 

During the Senate Intelligence Com-
mittee’s consideration of legislation 
that would revise FISA, I offered the 
amendment that has been discussed by 
the distinguished chairman and the 
vice chairman to require the Govern-
ment to secure a warrant from the 
FISA Court before targeting an Amer-
ican overseas. 

This amendment was cosponsored by 
our colleagues, the Senator from Wis-
consin, Mr. FEINGOLD, and the Senator 
from Rhode Island, Mr. WHITEHOUSE. It 
was, as the chairman of the committee 
has noted, approved on a bipartisan 
basis. It has largely been incorporated 
into the Senate Judiciary Committee 
approach as well. 

Since then the administration has 
raised concerns about this issue. There 
have been concerns raised by several 
others. And we have sought to address 
those through many hours of negotia-
tions so that we can make sure in the 
digital age, when Americans travel so 
frequently, we are not seeing their 
rights go in the trash can when they 
travel outside U.S. soil. 

We have almost reached a final 
agreement on this important issue, but 
I wanted to take just a minute. I see 
the distinguished chairman on the Sen-
ate floor and the distinguished vice 
chairman. I would like to just outline 
very briefly for them what my remain-
ing concern is because my hope is we 
can work this out. 

I would also like to say that through-
out this day the Justice Department, 
as we have been looking at it, has been 
talking to our staffs as well. I think 
they have been very cooperative also. 

The issue that is outstanding, I 
would say to my colleagues, is the 
managers’ amendment does not require 
the Government to specify what facili-
ties it is targeting, even in situations 

where the Government has historically 
been required to do so. So one auto-
matically thinks of a hypothetical 
kind of situation that goes something 
like this: Under current law, the Gov-
ernment has to specify, for example, 
that it is going to do surveillance on an 
apartment dweller on a military base 
overseas. That is something that has to 
be approved with specificity, and that 
is required under current law. 

What I am troubled about is the hy-
pothetical possibility. That is what we 
are dealing with now, hypothetical pos-
sibilities. And if the language is not 
written carefully with respect to facili-
ties—and my concern is that it has not 
yet been dealt with adequately—the 
Government could, in effect, do sur-
veillance on that military base for all 
of the apartment dwellers in the build-
ing or conceivably all of the people on 
the military base at large. 

Now, my friend, the distinguished 
vice chairman of the committee, clear-
ly does not want to see that happen, 
nor does the chairman of the full com-
mittee. So what I have been trying to 
do, and had some discussion with the 
Justice Department about, is to try to 
persuade the Justice Department to 
take the precise language they have 
found acceptable in title I and move it 
over to the title VII that we have all 
been working on in a cooperative kind 
of fashion. It deals with what is called 
the after acquisition issue, to again 
make sure we are able to stay on top of 
the serious threats our country faces 
but not at the same time overreach and 
sweep all kinds of individuals like, say, 
an apartment dweller on a military 
base oversees into a surveillance pro-
gram. 

So I am going to continue, and I 
want to make this clear to the vice 
chairman who is on the Senate floor, 
and the chairman who has had to leave 
the floor for a few minutes, that I want 
to continue to work with them. This is 
an important issue. In the digital age, 
it makes no sense for Americans’ 
rights and freedoms to be limited by 
physical geography. That is what we 
got bipartisan support for in the Intel-
ligence Committee. Suffice it to say, 
there is a history of support for this 
kind of approach. During the initial 
consideration of the first FISA Act 
back in 1978, many Members of Con-
gress argued for the inclusion of pro-
tections for Americans overseas. 

All of the committees that debated 
the bill noted the significance of the 
issue. But at that time there was a 
judgment made that it was best to deal 
with this matter by separate legisla-
tion. 

For example, the Senate Intelligence 
Committee in the 1978 report on FISA 
stated: 

Further legislation may be necessary to 
protect the rights of Americans abroad from 
the improper electronic surveillance by their 
Government. 

It seems to me, 30 years later, it is 
time to take action. So we are going to 
continue these discussions. I want to 
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express my appreciation to the vice 
chairman of the Intelligence Com-
mittee and his staff. They have put 
many hours into this matter working 
with us and clearly have sought to 
make sure that we can modernize this 
particular part of the FISA statute, 
and do it without what all of us have 
said are the unintended consequences 
or potential impact on national secu-
rity. 

I think we are there once we deal 
with this remaining issue. I think it 
would be very hard for any of us to ex-
plain how it is that current law has to 
specify what facilities are being tar-
geted and then, now, in the name of the 
so-called reform approach, adopt some-
thing that hypothetically—again, I 
talk only hypothetically about it— 
might sweep some, for example, sol-
diers on a military base overseas into a 
surveillance program. I do not want 
that. The distinguished vice chairman 
of our committee, Senator BOND, does 
not want that. 

So we are going to keep working on 
this matter. I see my friend from Mis-
souri has indicated his desire to speak. 
As always, I am anxious to hear his 
thoughts on it and to work with him. 

I ask unanimous consent to have a 
few, perhaps up to 10 additional min-
utes after the vice chairman has had a 
chance to address us. 

The PRESIDING OFFICER (Mrs. 
MCCASKILL). Without objection, it is so 
ordered. 

The Senator from Missouri. 
Mr. BOND. Madam President, I thank 

my colleague from Oregon. As usual, he 
states objectives that he and I agree 
with. We both have the same desire, to 
protect American citizens, U.S. per-
sons, certainly military men and 
women and their families on military 
bases. 

I would say to my friend, under the 
clear provisions of section 703 and 704, 
if they are an American military per-
son overseas, the first test would be: 
Are you an officer or an employee of a 
foreign government? 

Obviously, they are employees of our 
Government. But you would have to be 
acting as an agent of a foreign power, 
and, furthermore, there would have to 
be intelligence information provided 
showing that there was reasonable 
grounds to believe there was intel-
ligence information. 

Now, there could be the situation, as 
there has been in the past—it has hap-
pened within the CIA; it has happened 
within the military—that some person 
may turn into an agent of a foreign 
power even though they are wearing 
our uniform. That is a very rare situa-
tion. But in that instance, then, you 
would be able, if you had intelligence 
information, to suggest this person was 
acting as an agent and had the appro-
priate foreign intelligence. 

Absent that, nobody is going to 
sweep them up, nobody is going to lis-
ten in, nobody is going to listen in to 
their phone calls back home to their 
families or their families’ calls to 
them. 

Now, my colleague mentioned some 
other questions about collection. And 
this is a very important discussion, a 
complicated discussion, but regret-
tably a classified discussion. So let me 
suggest to him that we understand. He 
has talked to the Department of Jus-
tice. I believe they have had some con-
fidential discussions. We would be 
happy to have more with him. I regret 
we cannot have them on the floor of 
the Senate because they go into mat-
ters which are classified. 

But he and I share the same objec-
tive. We have slightly different ways of 
getting there. There are certain items I 
think have to be discussed off the Sen-
ate floor. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Oregon. 
Mr. WYDEN. Madam President, I will 

be very brief in terms of responding to 
the distinguished vice chair. I also note 
the person we look to for counsel on 
these matters, Senator WHITEHOUSE, is 
here. I want to express my appreciation 
to him for all of his assistance. If any-
one is capable of, once again, stepping 
in and bringing together all of the par-
ties—Senator BOND, the Bush adminis-
tration, Senator ROCKEFELLER, my-
self—Senator WHITEHOUSE is that per-
son. He has done it repeatedly, and we 
thank him for all of his help. 

On the one remaining issue, just to 
be very brief in terms of responding to 
the vice chairman, the vice chairman 
is spot on with respect to the fact that 
in most respects, the language of our 
joint efforts does seek to zero in only 
on the legitimate targets. And that is 
all to the good. 

What we are concerned about, and 
again, steering clear of anything classi-
fied, is some of the technical issues 
with respect to the definition of ‘‘fa-
cilities,’’ which lead us to be concerned 
that others could be swept in. That is 
what we still need to resolve. 

So let’s do this. The distinguished 
Senator from Rhode Island wants to 
have a chance to speak on this issue. 
This is not going to be the last word on 
the subject. But I would say this is an 
opportunity, after months and months 
of discussion, to get it right in terms of 
modernizing the Foreign Intelligence 
Surveillance Act. 

Thirty years ago, it was a big issue. 
It is an even bigger issue today. I think 
a business person, for example, in Kan-
sas City, MO, or Portland, OR, or any-
where else, when they travel the globe 
and are doing business, speaking to 
loved ones, they have an expectation 
that their rights are not thrown into 
the trash can when they leave the soil 
of the United States. 

We have taken steps to ensure, under 
the efforts of Senator ROCKEFELLER, 
Senator BOND, myself and others, we 
have gone a long way to extending the 
overseas protections for our people 
that they have here. We are not quite 
there yet. We have one issue left to 
deal with, and it is an important issue. 

We are going to continue to have 
these discussions, and they will cer-

tainly be good-faith discussions. I hope 
we can persuade all parties, and par-
ticularly those in the administration, 
to support our efforts to deal with this 
one remaining matter, which literally 
is a question—we have staff on the 
floor—of importing language that the 
administration says works in other 
parts of this legislation, into this area 
which we think is substantially the 
same. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Rhode Island is recognized. 
Mr. WHITEHOUSE. Madam Presi-

dent, first, let me thank the Senator 
from Oregon for his very kind words, 
probably too kind words, but that is 
one of the glorious conventions of this 
body. 

I salute his leadership in this area be-
cause perhaps the most significant 
thing that has been accomplished so 
far in this FISA dispute, that has been 
accomplished in a bipartisan fashion, 
in a manner in which great credit re-
flects on Vice Chairman BOND who is 
here on the Senate floor, is consensus 
has been reached that when an Amer-
ican travels overseas, the rights they 
believe they enjoy here in these United 
States, the rights the Constitution 
guarantees them here in these United 
States, travel with them and cannot be 
overruled at the whim of the very same 
branch of Government that seeks the 
surveillance. And the reason that was 
able to take place is because the Sen-
ator from Oregon had the foresight to 
put together the amendment that he 
and Senator FEINGOLD and I argued for 
in the Intelligence Committee. I ex-
press my personal appreciation to him 
for his wisdom in that regard. 

I ask unanimous consent that the 
pending amendment be set aside in 
order that I might call up amendment 
No. 3908. 

Mr. BOND. Madam President, I must 
object to that. I do commend the Sen-
ator from Rhode Island and the Sen-
ator from Oregon for their leadership 
on the issues which they have ad-
dressed. They have made a strong push, 
and they worked with us through the 
20-plus pages of construction to get a 
workable means of achieving the goal 
they so eloquently champion. We will 
continue to work with them on those 
efforts dealing with the items the Sen-
ator from Oregon addressed. However, I 
must object to setting aside the pend-
ing amendment. 

The PRESIDING OFFICER. Objec-
tion is heard. 

Mr. WHITEHOUSE. Madam Presi-
dent, I am disappointed to hear that. 
The Senator, of course, clearly has 
that right. As everyone in this body 
knows, we are facing a deadline of Feb-
ruary 1 to conclude this legislation. 
There is considerable other business re-
lated to the stimulus package, given 
our economic concerns in this country, 
and I would hope now that the FISA 
bill has been called up, that we are on 
this bill here on the floor, that amend-
ments to the title I provisions we are 
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working on now could be called up and 
considered. It would certainly move 
things along in the process if they 
could be called up and debated so that 
when it came time for a vote, we could 
move more expeditiously through the 
process. I hope very much this is not a 
signal that it is anyone’s intention to 
slow down this process. 

We saw in August how unfortunate 
the result can be when this body’s time 
to give a major issue such as this sig-
nificant attention is compressed. In-
deed, I refer to that unfortunate Au-
gust situation as ‘‘the August stam-
pede.’’ I don’t think we reflected great 
credit on this institution when we did 
what we did back then. 

The effort we are undertaking now is 
an effort, in fact, to remedy some of 
those concerns. There has been signifi-
cant bipartisan effort to get us to this 
point. While there are clearly remain-
ing points of disagreement, I would 
think it would be in everyone’s interest 
to work through those issues and to 
give these different amendments a 
chance to be voted on. For instance, 
the amendment I had hoped to call up 
is one that is supported not only by 
myself but Chairman ROCKEFELLER, 
the distinguished chairman of the In-
telligence Committee. It is supported 
by Chairman LEAHY, the distinguished 
chairman of the Judiciary Committee. 
It is supported by Senator SCHUMER, 
the distinguished Senator from New 
York. It is supported by Senator FEIN-
GOLD, the distinguished Senator from 
Wisconsin who serves, like myself, on 
both the Intelligence and Judiciary 
Committees. It addresses a very impor-
tant issue to this body which is the 
terms on which we will allow this ad-
ministration to spy on Americans. 

It is an amendment that a lot of 
work has gone into. It reflects a con-
vergence of ideas that was developed by 
Senator SCHUMER and Senator FEIN-
GOLD in the Judiciary Committee, that 
we developed in the Intelligence Com-
mittee, again, through an often bipar-
tisan process. Senator FEINGOLD played 
a critical role in both committees in 
advancing this issue. We have worked 
very carefully with the Department of 
Justice to incorporate changes that 
they have recommended as technical 
assistance. It is a meaningful, worthy, 
well-thought-out amendment that mer-
its consideration and discussion on the 
floor. It relates to an issue that is a 
fairly simple one but in order to under-
stand it, you have to have a basic un-
derstanding, at least, of wiretap sur-
veillance. 

As United States Attorney and as 
Rhode Island’s Attorney General, I 
oversaw wiretap and surveillance in-
vestigations, and I am familiar with 
the procedures. With any electronic 
surveillance, whether it is in a domes-
tic law enforcement context or intel-
ligence gathering on international ter-
rorism, what you find is that informa-
tion about Americans is intercepted in-
cidentally. You have, as all the pros-
ecutors in this body well know, includ-

ing the distinguished Presiding Officer, 
the target of your investigation. The 
target has certain rights; a warrant re-
quirement under the Constitution, for 
instance. But what you find is that 
once you have surveillance up on your 
target, they obviously talk to other 
people. Those other people who are in-
cidentally intercepted in the surveil-
lance also have rights as well. 

In domestic law enforcement, there 
are clear and established procedures for 
what is called minimizing the intercep-
tion of the conversations to the extent 
that they touch on the incidentally 
intercepted person who is not the tar-
get of the surveillance. The minimiza-
tion procedures govern the collection 
and the retention of this information 
to ensure that the privacy of innocent 
Americans is protected. These are sen-
sible measures. I have been in the trail-
ers with the FBI agents as they are 
switching on and off to honor the mini-
mization procedures. But one of the 
key elements of these minimization 
procedures is the knowledge on the 
part of the surveilling agency that 
they are subject to court oversight. 
That is natural in the domestic law en-
forcement context. You are operating 
under a court order to begin with. In 
the domestic context, it happens as a 
simple consequence of there being a 
court order in the first place. 

When you are dealing with Ameri-
cans abroad and when they are swept 
up in international surveillance for na-
tional security purposes, the situation 
can be different. We have had to pro-
vide for these minimization proce-
dures. Under the Senate Intelligence 
bill, the court, the Foreign Intelligence 
Surveillance Court, is now being given 
the authority to approve the minimiza-
tion procedures when an American is 
listened to incidentally in surveillance 
that targets another individual. The 
court has the authority to approve the 
procedures. But what was missing is 
that the court did not have the author-
ity to determine whether the proce-
dures it has approved are actually 
being followed. You would think that 
would be obvious. If you are going to 
set it up so that the court can approve 
minimization procedures, should it not 
follow as a matter of simple logic that 
the court should have the authority to 
see whether the procedures the court 
approved are in fact being followed? 

We have worked very carefully with 
Vice Chairman BOND, with Chairman 
ROCKEFELLER, with the technical folks 
at the Director of National Intelligence 
Office, and at the Department of Jus-
tice. At present, we have a situation in 
which it has been agreed that the court 
will have the power to determine 
whether its rules are being followed if 
the target of the surveillance is an 
American in the United States. We 
have also reached agreement that the 
Foreign Intelligence Surveillance 
Court will have the authority to deter-
mine whether its rules are being fol-
lowed if the target is an American 
overseas. The issue that remains in-

volves those cases in which the target 
is a foreign person but they are in 
touch with a U.S. person, an American, 
who is being incidentally intercepted 
because they are in touch with a for-
eign target—because the foreign target 
has called them, because the foreign 
target is discussing them, because they 
have called the foreign target, what-
ever. 

I cannot for the life of me understand 
why this is a difference that we are 
obliged to come to the Senate floor to 
decide. It would seem to me that when 
the purpose of the exercise is enforcing 
minimization procedures that benefit 
the U.S. person who is incidentally 
intercepted, it should not matter 
whether the target is an American in 
the United States or an American over-
seas or a foreign person. The person we 
are trying to protect is the U.S. person 
incidentally swept into the surveil-
lance. So the purpose of this amend-
ment, if I were to be permitted to call 
it up, would be to see to it that the 
court, which has the authority to de-
termine the minimization procedures 
when there is a foreign target who 
talks to a United States person, should 
have what would seem to me obviously 
consequent authority to determine 
whether those rules it has approved are 
being followed. 

It may even be that it is so inherent 
in the nature of a court that subse-
quent litigation would determine that 
in fact the court does have that right. 
It comes, in its very nature as an arti-
cle III court, to have the authority to 
determine whether its rules and wheth-
er its orders are being followed. But 
rather than force it to that point, it 
would be better if we simply cleared up 
the matter here. 

Again, I regret that merely calling 
up the amendment at this point is 
being objected to. I hope this is not a 
signal that we are trying to recreate, 
to put it mildly, the hectic atmosphere 
of the August stampede. I would like as 
quickly as possible to work through 
the amendments that relate to title I. 
There are a number of them. I expect 
we will be staying rather late if we 
can’t start working through them now. 
But when the time comes, I will come 
back to the floor and again seek per-
mission to call up this amendment; I 
hope at that time with more success. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Missouri. 
Mr. BOND. Madam President, we too 

want to move through this bill. This 
amendment, sponsored by the Senator 
from Rhode Island, was included in the 
Judiciary Committee substitute for the 
Intelligence Committee bill. We de-
feated that. 

The chairman of the Judiciary Com-
mittee has said we are going to come 
back and vote on all of these amend-
ments one by one. At this point I think 
it is appropriate that the leaders are 
discussing or will discuss how we are 
going to proceed. In the meantime, we 
are not going to set aside amendments 
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until we have some direction from the 
leadership on how they wish to handle 
these amendments. 

On the substance of the amendment, 
earlier today in discussing the Judici-
ary Committee substitute, I pointed 
out that the FISA Court, or the FISC 
as it is called, has said: We are not 
going to get into this area. We don’t 
want to get into the business of trying 
to oversee how foreign intelligence is 
collected. That means whether it is 
collected or whether there is incidental 
collection, those challenges are signifi-
cantly different from the challenges 
that the FBI would face in carrying out 
their court order. 

But it should be noted, as I believe 
the Senator from Rhode Island has, 
that the FISA court order, the FISC, 
will set out the requirement that mini-
mization procedures be followed. There 
will be significant review and oversight 
of those because the person conducting 
the surveillance has a supervisor who 
will look over their shoulder. That su-
pervisor knows there will be a rep-
resentative of the inspector general 
who is watching, who is looking for 
any problems. That inspector general 
knows there will be a lawyer from the 
Department of Justice overseeing it to 
assure there is compliance. 

We have an Intelligence Committee 
with a very able staff, some of whom 
understand very well how the NSA pro-
grams work, whether it is under the 
FISC or under the previous time. It is 
our job, under our challenge, our char-
ter, as an oversight committee of the 
intelligence community, to make sure 
these laws are followed. So I will say 
that when the FISC was challenged to 
take on a broader role in handling for-
eign intelligence, they stated in the 
December 17 released opinion, In re 
Motion for Release of Court Records, at 
the very bottom of page 19, footnote 31, 
the appellant claimed that the court 
could conduct a review because it is a 
‘‘specialized body with considerable ex-
pertise in the area of national secu-
rity.’’ The FISC itself said that this 
overstates the FISC’s expertise: 

Although the FISC handles a great deal of 
classified material, FISC judges do not make 
classification decisions and are not intended 
to become national security experts. . . . 
(FISC judges are not expected or desired to 
become experts in foreign policy matters or 
foreign intelligence activities, and do not 
make substantive judgments on the pro-
priety or need for a particular surveillance). 
Furthermore, even if a typical FISC judge 
had more expertise in national security mat-
ters than a typical district court judge, that 
expertise would still not equal that of the 
Executive Branch, which is constitutionally 
entrusted with protecting the national secu-
rity. 

They cite a case, which says: 
. . . (‘‘a reviewing court must recognize 

that the Executive departments responsible 
for national defense and foreign policy mat-
ters have unique insights’’ into national se-
curity harms that might follow from disclo-
sure). . . . 

At the end it says: 
For these reasons, the more searching re-

view requested by the [appellant in that 
case] would be inappropriate. 

So while there are court orders that 
the minimization procedures be fol-
lowed, there is an existing framework 
for significant oversight, and there is 
the oversight not only by the executive 
branch but by the legislative branch, 
and the FISC says that is not the busi-
ness they are to get into. 

We will have an opportunity to re-
visit this when the matter is brought 
up. But I wanted to advise my good 
friend, a diligent worker on the Intel-
ligence Committee, why we had argued 
against that provision in the amend-
ment or the substitute that the Judici-
ary Committee proposed. 

I thank the Chair and yield the floor. 
The PRESIDING OFFICER (Mr. 

SANDERS). The Senator from Rhode Is-
land. 

Mr. WHITEHOUSE. Mr. President, I 
thank the very distinguished vice 
chairman of the committee for his de-
scription of his views on this matter. I 
know they are honestly held and found-
ed in his beliefs. 

I do take some issue with his recol-
lection of the travel of this in the In-
telligence Committee. I thought I 
heard the distinguished vice chairman 
say this amendment had been voted 
down in the Intelligence Committee. It 
is my recollection that I withdrew it 
because there were technical concerns 
that were described by some of the offi-
cials from the Office of National Intel-
ligence and from the Department of 
Justice who were present. 

Indeed, it was that withdrawal and 
willingness to work to try to find a 
better amendment that resulted in the 
very commendable process by which 
the distinguished vice chairman agreed 
to allow the court to oversee compli-
ance with its own rule in those two cir-
cumstances I mentioned earlier: where 
the target is an American, either over-
seas or at home. 

Other than that, the only other point 
I would add is that I think it is prob-
ably a situation unique in the annals of 
American law that an American court 
would be provided the authority to ap-
prove a rule or make an order but de-
nied the authority to determine wheth-
er it was complied with. I can certainly 
think of no situation in our law or in 
our history where that has ever been 
the case. 

I know the distinguished Senator 
from Maryland seeks the floor. I yield 
the floor, and I thank the Presiding Of-
ficer. 

The PRESIDING OFFICER. The Sen-
ator from Maryland. 

Mr. CARDIN. Thank you, Mr. Presi-
dent. 

Mr. President, I ask unanimous con-
sent that the pending amendment be 
set aside so I can offer amendment No. 
3859. 

Mr. BOND. I object, Mr. President. 
The PRESIDING OFFICER. Objec-

tion is heard. 
Mr. BOND. Mr. President, if I may re-

spond to the Senator from Rhode Is-
land—I apologize to the Senator from 
Maryland—I say to the Senator from 

Rhode Island, what I said was his pro-
vision was in the Judiciary substitute 
that we defeated. We did not deal with 
his amendment in the Intelligence 
Committee. We discussed it. He offered 
it, and it was accepted in the Judiciary 
substitute. That amendment was de-
feated. 

What I raised was the concern that 
our leadership has about going back 
and revisiting all the elements of the 
Judiciary substitute. 

I thank the Chair, and my apologies 
and thanks to my colleague from 
Maryland. 

The PRESIDING OFFICER. The Sen-
ator from Maryland. 

Mr. CARDIN. Mr. President, let me 
point out to the cochair of the Intel-
ligence Committee and the distin-
guished Republican whip on the floor 
why I asked for this amendment to be 
called up. I hope there will be a time 
when we will have a chance to vote on 
this amendment. It is one I hope would 
gain some broad support in this body. 

What this amendment would do is to 
change the automatic termination date 
that is in the statute, the bill now— 
which is at 6 years—to 4 years. I know 
there are some Members of this body 
who are opposed to any termination 
date. The administration is opposed to 
a termination date. 

I applaud the Intelligence Committee 
for including a termination date, a sun-
set in the legislation, recognizing it is 
our responsibility to make sure we are 
included in the appropriate oversight 
with the executive branch. Knowing 
the history of this legislation, knowing 
how quickly technology changes, it is 
important that Congress be intimately 
involved in reviewing the operations of 
this statute, the changing technology, 
and that we have the full attention and 
cooperation not only of the intel-
ligence community but also the White 
House and the executive branch of Gov-
ernment. 

The reason why I believe the 4 years 
is much more preferable than 6—I urge 
my colleagues to please follow this de-
bate—with a 4-year sunset, it will be a 
requirement of the next administration 
to be involved in this FISA statute. 
They are not going to be able to sit 
back for their entire term and say: 
Gee, we have this authority; there is no 
need to make the information readily 
available to Congress. 

Let me remind my colleagues, it was 
not easy to get information from the 
executive branch on the use of their 
authority, of which for some we re-
cently found out the full extent of the 
use of their authority. So if we keep a 
6-year sunset, there will be no legal 
need for the next administration to 
work with Congress to make sure there 
is broad support for what the adminis-
tration is doing, to make sure we do 
not have another situation where there 
was the use of power by the executive 
branch that, quite frankly, we did not 
know about, and that we will at least 
know whether the technology is the 
right technology. We will have much 
better attention. 
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So for the purposes of our oversight, 

our responsibility as the legislative 
branch of Government, we should make 
it clear to the next administration: 
Sure, you have plenty of time under 
this authority. You do not have to 
worry about this authority termi-
nating. You have almost your entire 
term in office. But we want you to 
focus on it, and make sure we are not 
only protecting the rights of Ameri-
cans, that we are not only making sure 
the intelligence community has the 
tools it needs, but we are making sure 
that as technology changes during the 
next years—and technology is changing 
very quickly—we are all engaged in the 
subject. 

We are ready to take action as the 
legislative branch of Government to 
make sure we are working with the ex-
ecutive branch to give the intelligence 
community the tools it needs to gather 
the information on foreign targets, and 
that they are also doing it in ways, as 
the chairman and vice chairman of the 
committee and the committee have 
said, that respect the rights of Ameri-
cans and the civil liberties of the peo-
ple of our Nation. 

It is for that reason that I urge we 
find a time to take this up. I took this 
few moments now in the hopes that 
when we come back to this amendment 
we will not quite need as much time. I 
do hope the Members will understand 
this is being offered so we in the Con-
gress can carry out our responsibility. 

It is interesting that there were sev-
eral debates on the floor of this body 
when the original PATRIOT Act was 
passed and the Protect America Act 
was passed to make sure there were 
sunsets in it. We are now amending the 
bill today. The chairman and vice 
chairman of the Intelligence Com-
mittee just brought forward a set of 
amendments, and as I listened to the 
chairman and vice chairman talk, they 
said: We want to make sure we get it 
right. 

There were a lot of technical changes 
made as of today. I do not think any-
one here feels totally comfortable that 
we got it right. We are going to have to 
stay engaged on this subject. I think it 
is critically important we have the at-
tention of the next administration to 
make sure we can do the right thing 
for the people of this Nation to keep 
them safe and to protect their civil lib-
erties. 

So that is the reason I intend to offer 
this amendment. It was in the Judici-
ary Committee substitute. We debated 
it in the committee. We had a good de-
bate in the Judiciary Committee. Sen-
ator KENNEDY had offered a 2-year sun-
set. We talked about that also. There 
are others who have been interested in 
this. I am not alone in this request. I 
know I am joined by Senator MIKULSKI 
as a cosponsor of this amendment, who 
serves on the Intelligence Committee, 
and was part of getting that bill to-
gether. I know Senator ROCKEFELLER is 
sympathetic and supportive of this 
issue, as is Senator LEAHY. 

I urge my colleagues on both sides of 
the aisle to take a careful look at this 
amendment when we come back to it. 
Hopefully, I will have your support. 

With that, Mr. President, I yield the 
floor. 

The PRESIDING OFFICER. The Sen-
ator from Oklahoma. 

Mr. INHOFE. Mr. President, I ask 
unanimous consent that I be recog-
nized for up to 15 minutes as in morn-
ing business. 

Mrs. FEINSTEIN. Mr. President, re-
serving the right to object, if I may, I 
ask unanimous consent that I be recog-
nized following the remarks of Senator 
INHOFE. 

The PRESIDING OFFICER. Is there 
objection? 

Without objection, it is so ordered. 
The Senator from Oklahoma. 
Mr. INHOFE. Thank you very much, 

Mr. President. 
(The remarks of Mr. INHOFE per-

taining to the introduction of S. 2551 
are printed in today’s RECORD under 
‘‘Statements on Introduced Bills and 
Joint Resolutions.’’) 

Mr. LEAHY. Mr. President, Senator 
KENNEDY and I have offered an impor-
tant amendment to ensure that there 
will be some measure of accountability 
for the unlawful actions of this admin-
istration in the years following 9/11. 
Regrettably, those opposing this com-
monsense review have so far succeeded 
in stopping the full Senate from even 
considering its merits. 

It is a sad day for the American pub-
lic when its elected officials stonewall 
a measure designed to shed light on the 
Government’s efforts to unlawfully spy 
on its own citizens. I urge Senators 
across the aisle to allow this amend-
ment to be called up, debated, and 
given an up-or-down vote. 

As we all now know from press ac-
counts, in the years after 9/11, the Gov-
ernment secretly conducted surveil-
lance on its own citizens on a massive 
scale through what has become known 
as the Terrorist Surveillance Program, 
TSP. It was done completely outside of 
FISA, the law specifically drafted to 
regulate such conduct. And it was done 
without the consent or even the knowl-
edge of the Congress. It is crucial that 
Congress and the American people un-
derstand why and how these decisions 
were made, both in the months after 9/ 
11, and in the several years following 
that difficult time. This inspector gen-
eral review amendment will provide 
that accountability. 

This review would be conducted 
jointly by the Offices of Inspectors 
General of each component of the in-
telligence community that may have 
played any role in the TSP, including 
the inspector general of the Depart-
ment of Justice. It will examine the 
circumstances that led to the approval 
of the TSP, as well as any procedural 
irregularities that may have taken 
place within the Department of Justice 
Office of Legal Counsel—the part of the 
Justice Department that is supposed to 
give unvarnished legal advice to the 

President. It will result in a final re-
port to be submitted to the Intel-
ligence and Judiciary Committees in 
the House and Senate within 180 days, 
containing recommendations and a 
classified annex. There has been no 
such comprehensive review to date. 

This amendment is particularly im-
portant because the administration 
and some of its allies in Congress are 
relentlessly arguing for retroactive im-
munity for the 40 or so lawsuits against 
those telecommunications companies 
that may have assisted in conducting 
this secret surveillance. They are try-
ing to shut down avenues for inves-
tigating and determining whether their 
actions were lawful. This amendment 
will ensure that there will be an objec-
tive assessment of the lawfulness of the 
secret spying program and the manner 
in which the Government approved and 
carried out the program. 

Critics of the amendment claim that 
Congress has already conducted suffi-
cient oversight of the TSP, and that no 
further review is warranted. That is 
simply not true. Only a small number 
of Senators and Representatives have 
been granted access to classified docu-
ments related to the TSP. Those of us 
who have been granted access can pro-
vide a measure of oversight by reading 
through documents to try to piece to-
gether how the Government decided to 
spy on its own citizens, for years, and 
how the Justice Department came to 
bless this unlawful conduct. But the 
documents don’t tell the full story. As 
we learned from Jack Goldsmith, the 
former head of the Office of Legal 
Counsel, the President’s program was a 
‘‘legal mess’’ when he took over. It is 
crucial to understand how this ‘‘legal 
mess’’ got approved in the first place. 
Who was responsible? Were the normal 
procedures followed at the Office of 
Legal Counsel? And, perhaps most im-
portantly, how can we stop something 
like this from ever happening again? 

This amendment is one of the many 
improvements to the Senate Intel-
ligence bill that were adopted by the 
Judiciary Committee and included in 
the Judiciary Committee’s substitute 
amendment. Regrettably, that sub-
stitute was tabled by the Senate ear-
lier today. I urge Senators to recon-
sider their votes with respect to this 
simple but critically important ac-
countability measure. 

If the critics succeed in quashing not 
only the outstanding lawsuits seeking 
accountability, but also congressional 
efforts to arrive at the truth through a 
comprehensive review of the TSP, the 
American public will never forgive us. 
This administration is hoping it will 
end its time in office without any 
meaningful review of its more than 5 
years of illegal surveillance. We must 
not let this happen. I urge all Senators 
to support this commonsense amend-
ment to ensure accountability. 

The PRESIDING OFFICER. The ma-
jority leader is recognized. 

Mr. REID. I note the absence of a 
quorum. 
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The PRESIDING OFFICER. The 

clerk will call the roll. 
The bill clerk proceeded to call the 

roll. 
Mr. REID. Mr. President, I ask unan-

imous consent that the order for the 
quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. REID. Mr. President, is one of 
the managers on the floor? Yes. I have 
been in contact with the distinguished 
Republican leader. I ask unanimous 
consent that Senator KENNEDY be rec-
ognized for 5 minutes for purposes of 
offering an amendment, and following 
his 5 minutes, that Senator FEINSTEIN 
be recognized for 5 minutes, and fol-
lowing their statements and their at-
tempt to offer amendments, that I then 
be recognized. 

The PRESIDING OFFICER. Is there 
objection? 

Mr. KYL. I didn’t hear the last half. 
Mr. REID. Following their 5-minute 

statements, I be recognized. 
Mr. KYL. Mr. President, as pro-

pounded, I object to the request, but I 
have no objection to Members each 
asking consent to which there would be 
no objection and certainly not to their 
speaking for whatever length of time 
or whatever order the leader would de-
sire. 

Mr. REID. So you have no objection 
to Senator KENNEDY being recognized 
for 5 minutes and Senator FEINSTEIN 
being recognized for 5 minutes? 

Mr. KYL. Absolutely no objection to 
that. 

Mr. REID. And then following their 
statement, that I be recognized? 

Mr. KYL. I have no objection to that. 
The PRESIDING OFFICER. Without 

objection, it is so ordered. 
The Senator from Massachusetts is 

recognized. 
Mr. KENNEDY. Mr. President, at the 

appropriate time, I hope the Senate 
will permit us to take action on an 
amendment I will offer on behalf of 
myself and Senator LEAHY and others. 
This amendment we have prepared is 
very simple, but it is absolutely crit-
ical to this bill. 

The amendment would require the in-
spectors general of the Department of 
Justice and the National Security 
Agency and other relevant offices to 
work together to review the Bush ad-
ministration’s warrantless wiretapping 
program. The inspectors general will 
analyze this program and then issue a 
report on what they find. Members of 
Congress will receive a classified 
version of the report. The public will 
receive an unclassified version of the 
report. 

Simply put, there is no other way to 
put this episode behind us. Court cases 
looking into the administration’s 
warrantless wiretapping have been sty-
mied by concerns about standing, 
mootness, and the state secrets privi-
lege. If Congress grants retroactive im-
munity, some of these cases will be 
eliminated altogether. 

But either way, court cases are no 
substitute for an inspector general re-

view when it comes to finding and re-
porting the facts. Traditional rulings 
will tell us whether any laws were bro-
ken and which ones. The inspector gen-
eral review will tell us why and how 
this happened, and it will help us avoid 
a similar lapse in the future. 

The administration has decided to 
share documents with the Senate Judi-
ciary Committee but not with the 
House Intelligence Committee, or the 
Judiciary Committee whose FISA bill 
it doesn’t like. It has refused to share 
any documents with other Members of 
the House and Senate who are now ex-
pected to vote on this legislation. So 
where are we now? 

We know that for 5 years the Bush 
administration conducted a massive 
program of warrantless surveillance 
that may have violated the rights of 
literally millions of innocent Ameri-
cans. What we do not know is how this 
program was started, why it was start-
ed, what it covered, how many Ameri-
cans were spied on, or what happened 
to the information it collected. We are 
being kept in the dark about one of the 
most significant and outrageous con-
stitutional violations by the executive 
branch in modern history. 

An inspector general review is the 
only way to shed light on this abuse, 
the only way to document and assess 
the administration’s warrantless sur-
veillance activities over the past 6 
years. The review will help bring clar-
ity, closure, and accountability to this 
episode. It will help us draw lessons 
and move on from it. 

Millions of Americans have been se-
cretly spied on for years. They at least 
deserve to know the reason. The Sen-
ate also deserves to know. Senators 
who vote to pass this amendment will 
be not only honoring their constitu-
ents’ right to learn what was done to 
them, they will also be enabling them-
selves to serve their constituents bet-
ter in the future. 

The inspector general report will 
produce information that will assist us 
in our legislative duties. When Con-
gress takes up FISA in the future, the 
results of this report will be enor-
mously valuable in helping us to enact 
legislation to meet the genuine na-
tional security and civil liberty needs 
of the Nation. 

It is revealing in how quiet the White 
House has been in opposing the inspec-
tor general review. Make no mistake, 
they have been clear they don’t want 
any kind of investigation into what 
they did. But their arguments against 
the inspector general review have been 
very quiet, indeed, perhaps because 
they know how transparently weak and 
self-serving their arguments are. They 
said we should not have an inspector 
general review because it might reveal 
classified information or help our en-
emies. This argument is nothing more 
than a scare tactic. 

The inspectors general public report 
will contain only unclassified material. 
Any classified material will go into a 
classified appendix. It has been said an 

inspector generals’ review might fuel a 
partisan witch hunt. Senator LEAHY 
and I have drafted this amendment to 
be tightly limited to the warrantless 
wiretapping program. The inspectors 
general will have a very specific man-
date, and they will do their work with-
out any political influence whatever. 

Understanding what happened to the 
rights of Americans over the past 6 
years is not a partisan effort. All Mem-
bers of Congress should want to learn 
about the activities in which the ad-
ministration has engaged. The Amer-
ican people are concerned about what 
their Government has been up to. They 
need an independent review to restore 
trust in the Government and to feel 
confident that both their security and 
their liberty are being protected. 

Finally, I have heard it said the in-
spectors general are not the appro-
priate entity to conduct this review. 
The question is, if not the inspectors 
general, then who? The inspectors gen-
eral are experienced and independent; 
they are trusted by Congress and the 
American people. They frequently con-
duct confidential investigations and 
have procedures in place to protect 
classified information. It is precisely 
for situations such as this that we cre-
ated the inspector general. 

It has been reported that the Justice 
Department recently reopened the Of-
fice of Professional Responsibility’s in-
vestigation into the warrantless sur-
veillance program. That is a positive 
step, but it is not relevant to this 
amendment. The scope of the OPR in-
vestigation is severely limited. It deals 
with attorney misconduct, and it is 
confined to the Justice Department. By 
contrast, the inspector general review 
will cover all of the relevant agencies, 
including the National Security Agen-
cy, and it will examine the use of 
warrantless surveillance much more 
fully. 

Moreover, the inspectors general are 
more independent than OPR, and for 
investigating a warrantless surveil-
lance program authorized by the Presi-
dent, independence is of critical impor-
tance. 

Inspectors general also have a proven 
track record that gives them unique 
credibility. For example, the inspector 
general report on national security let-
ters showed widespread abuse by the 
FBI, and it helped Congress understand 
what needs to be done. 

There is one reason, and only one 
reason, to oppose this amendment, and 
that is to cover up the administration’s 
actions. A vote against the inspector 
general review is a vote for silence and 
secrecy, for stonewalling and denial. It 
is a vote to erase the past. 

Many of the issues we have been de-
bating on FISA are difficult and com-
plicated, and there is room for reason-
able people to disagree. But there is no 
such room on this amendment. It is 
simple and straightforward. Its poten-
tial benefits are great, and its costs are 
negligible. 

No matter where one stands on the 
issues of retroactive immunity for the 
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phone companies, this amendment 
should be a no-brainer. In fact, for my 
colleagues who want to eliminate the 
court cases against the phone compa-
nies, this should be even more critical 
because it will at least preserve some 
measure of accountability. It will give 
the Senate critical information to ful-
fill its constitutional duty to protect 
the rights of Americans, the separation 
of powers, and our national security. 

Many Senators who have been de-
fending retroactive immunity have 
done so by emphasizing that the phone 
companies were just following White 
House orders. If you believe that argu-
ment, you should be especially in favor 
of this amendment because it places 
the inquiry exclusively on the White 
House. Here is what the amendment 
says: 

The unclassified report shall not disclose 
the name or identity of any individual or en-
tity of the private sector that partici-
pated in the program or with whom 
there was communication about the 
program. 

Even though we oppose retroactive 
immunity, Senator LEAHY and I in-
cluded that provision because we want 
to make this amendment as 
uncontroversial as possible. We want to 
make it crystal clear that all Senators 
who take their constitutional duties 
seriously, whether they are Democrats 
or Republicans, need to support this 
amendment. 

I urge all of my colleagues to pass 
this amendment and take a vital step 
toward restoring honesty and the rule 
of law in America’s surveillance policy. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from California is recognized. 
Mrs. FEINSTEIN. Mr. President, I 

wish to speak for a short period of time 
on an amendment that I would like to 
offer, in the event I am given the op-
portunity to do so. 

The Terrorist Surveillance Program 
began in mid-October of 2001, and it op-
erated until January of 2007. It oper-
ated outside of the jurisdiction of the 
FISA Court during that period of time. 
That is 5 years and 2 months, when a 
program operated with no court review 
or no court approval. 

Now, I must regretfully say the 
United States—long before this Presi-
dent and the prior President, but for 
decades—has had a rather sordid his-
tory of misusing foreign intelligence 
for domestic political purposes. This 
was well outlined in the Church Com-
mittee’s report, which led to the devel-
opment of the Foreign Intelligence 
Surveillance Act—which is the bill we 
are talking about—in 1978. 

If you go back and read the record, 
you will see that President Carter 
signed the bill. In his signing state-
ment, as well as the record of the delib-
erations of the Congress at that time, 
he tried to overcome this sordid his-
tory by making the Foreign Intel-
ligence Surveillance Act—this bill—the 
exclusive authority for electronic sur-
veillance of Americans for the purpose 

of foreign intelligence. That was the 
bottom line, so that never again could 
foreign intelligence be used politically 
against American citizens domesti-
cally. 

FISA has continued over the decades, 
and I think it has served this Nation 
well. 

What we have seen develop now is a 
Presidency and a President who be-
lieves very strongly in his executive 
authority and has tried, through many 
different ways, to enhance that execu-
tive authority. One of those ways has 
been signing statements—more signing 
statements by this President, saying 
what part of the law he would follow 
and what part he would not follow; the 
concept of the unitary Executive, 
which has been espoused, whereby all 
commissions, even the FCC, would be 
subject to the will of the Presidency 
and by his use of article II authority— 
asserting that authority under the 
Constitution as supreme to any stat-
ute. 

The battle over FISA going back to 
1978—was to give FISA statutory au-
thority that would be supreme in this 
one particular area. The President 
strove to do it at the time, and the 
Congress strove to do it at the time. 
The Judiciary Committee bill has this 
strong statement of exclusivity in it, 
which I will propose in an amendment 
to this bill. The amendment is cospon-
sored by the chairmen of both commit-
tees, Intelligence and Judiciary, Sen-
ators ROCKEFELLER and LEAHY; Senator 
NELSON, who serves on the Intelligence 
Committee; Senator WHITEHOUSE, who 
serves on both committees along with 
myself; Senator WYDEN from the Intel-
ligence Committee; Senator HAGEL 
from Intelligence; Senator MENENDEZ; 
Senator SNOWE from the Intelligence 
Committee; and Senator SPECTER, the 
ranking member of the Judiciary Com-
mittee. 

All of us together believe there 
should be strong exclusivity language 
that reinforces the intent of the Con-
gress, that the Foreign Intelligence 
Surveillance Act be the exclusive au-
thority for the wiretapping of Ameri-
cans for the purpose of foreign intel-
ligence. It makes sense and should be 
the case. 

Finally, the administration said in 
January of last year: OK, we will try to 
put the program under the FISA Court. 
In fact, the program today is under the 
FISA Court through the Protect Amer-
ica Act. So there is a court review and, 
where warranted, court warrants are 
granted for the collection of content. 
That is the way it should be. As we 
move to this bill, minimization stric-
tures will be spelled out, approved by 
the court prior, and that is the way it 
should be. 

We would like to add to this bill the 
exclusivity language contained in the 
Judiciary Committee bill. All of us are 
in agreement, whether we are Intel-
ligence Committee members or Judici-
ary Committee members, that FISA 
should become the exclusive authority, 

and we should try to reinforce it so 
that in 2 years, 10 years, or 20 years we 
will not be right back to where we are 
today. 

Let me quickly describe the amend-
ment, and shortly I will try to send a 
modification of the amendment that is 
at the desk now, which has some tech-
nical corrections in it. 

Let me describe this amendment 
briefly. We add language to reinforce 
the existing FISA exclusivity language 
in title 18 by making it part of the 
FISA language, which is codified in 
title 50. 

The second provision addresses the 
so-called AUMF loophole. The adminis-
tration has also argued that the au-
thorization for the use of military 
force against al-Qaida implicitly au-
thorized warrantless electronic surveil-
lance. 

The amendment we would offer 
states that only an express statutory 
authorization for electronic surveil-
lance in future legislation shall con-
stitute an additional authority outside 
of FISA. This makes clear that only a 
specific future law that provides an ex-
ception to FISA can supersede FISA. 
Only another statute specific can su-
persede FISA. 

Third, the amendment makes a simi-
lar change to the penalty section of 
FISA. Currently, FISA says it is a 
criminal penalty to conduct electronic 
surveillance, except as authorized by 
statute. The amendment replaces that 
general language with a prohibition on 
any electronic surveillance except as 
authorized by FISA, by the cor-
responding parts of title 18 that govern 
domestic criminal wiretapping, or any 
future express statutory authorization 
for surveillance. 

Finally, the amendment requires 
more clarity in any certification that 
the Government provides to a com-
pany—in this case, a telecom com-
pany—when it requests assistance for 
surveillance and there is no court 
order. 

The FISA law provides only two ways 
to do electronic surveillance. One of 
the ways is a court order. That is clear, 
that is distinct, that is understandable. 

The second way provides that if as-
sistance is based on statutory author-
ization, a certification is sent to the 
company, in writing, requesting assist-
ance and saying that all statutory re-
quirements have been met. 

Under this amendment, the certifi-
cation must specify what provision in 
law provides that authority and that 
the conditions of that provision have 
been met. This adds specificity to the 
certification process which today is 
called for by the FISA law. I believe 
this is something that is necessary to 
have in law. 

In good conscience, I could not vote 
for any law that did not make the test 
case that we need to make, which is 
our legislative intent that FISA is in-
tended to be the exclusive authority 
for the collection of electronic surveil-
lance, foreign intelligence involving a 
U.S. person. 

VerDate Aug 31 2005 03:28 Jan 25, 2008 Jkt 069060 PO 00000 Frm 00043 Fmt 4637 Sfmt 0634 E:\CR\FM\G24JA6.068 S24JAPT1w
w

oo
ds

2 
on

 P
R

O
D

P
C

68
 w

ith
 S

E
N

A
T

E



CONGRESSIONAL RECORD — SENATES268 January 24, 2008 
It should be subject to FISA law. I 

don’t think any one of us would want 
to vote to prevent that from hap-
pening. 

I believe this amendment could be 
adopted given a chance. We have vetted 
it. It will not interfere with the collec-
tion of intelligence. We have vetted it 
with the Department of Justice and 
with the intelligence agencies. As I 
say, it is bipartisan. 

What I would like to do at this time 
is call up the amendment. It is No. 
3857, and I ask unanimous consent to 
send a modification to the desk to that 
amendment. 

The PRESIDING OFFICER. Is there 
objection to setting aside the pending 
amendments? 

Mr. KYL. For the reasons Senator 
BOND explained earlier, I object. 

The PRESIDING OFFICER. Objec-
tion is heard. 

The majority leader. 
Mr. REID. Mr. President, yesterday 

our Vice President gave a speech at the 
Heritage Foundation talking about the 
need to pass the Foreign Intelligence 
Surveillance Act. Today, the President 
gave a statement; it was a brief state-
ment. The President gave a statement 
following up on the Vice President’s 
speech yesterday. The Vice President 
gave a speech; the President gave a 
statement today. 

Among other things, he said: 
If Congress does not act quickly, our na-

tional security professionals will not be able 
to count on critical tools they need to pro-
tect our nation, and our ability to respond to 
new threats and circumstances will be weak-
ened. That means it will be harder to figure 
out what our enemies are doing to recruit 
terrorists and infiltrate them into our coun-
try. . . . 

So I ask congressional leaders to follow the 
course set by their colleagues in the Senate 
Intelligence Committee, bring this legisla-
tion to a prompt vote in both houses. . . . 

Congress’ action—or lack of action—on 
this important issue will directly affect our 
ability to keep Americans safe. 

Let the record be spread with the 
fact that all 51 Democrats joined with 
49 Republicans in that we want to do 
everything we can to make our home-
land safe. We want, if necessary, within 
the confines of the law, to do wire-
tapping of these bad people. But having 
said that, we want to do it within the 
confines of the law and our Constitu-
tion. We want to make sure this wire-
tapping does not include innocent 
Americans who happen to be part of 
what they are collecting. That is what 
the American people expect us to do. 

So I again say, no one can question 
our patriotism, our willingness to keep 
our homeland safe. We have tried to 
move forward on this legislation. We 
have tried in many different ways. 
What we have been doing today and 
yesterday is moving forward on this 
legislation. As the distinguished Sen-
ator from California said, there are 
amendments that will make this legis-
lation better. That is in the eye of the 
beholder, and we all understand that. 
But shouldn’t the Senate have the abil-

ity to vote on those amendments be-
cause no matter what we do as a Sen-
ate, it has to have a conference with 
the House. They have already passed 
their legislation. We have been stalled 
every step of the way—every step of 
the way. 

The Feingold amendment, for exam-
ple, was offered. It certainly is ger-
mane. But we are being told he cannot 
get a vote on this amendment because 
it concerns FISA’s court orders. His 
amendment was discussed at length 
previously. Half of it was accepted on a 
bipartisan basis, the other half was 
not. But certainly he is entitled to a 
vote. 

Senator FEINGOLD and I do not mean 
to embarrass him—is a legal scholar. 
He is a graduate of one of our finest 
law schools in the world. He is a 
Rhodes Scholar. Senator WHITEHOUSE 
has been attorney general of the State 
of Rhode Island and is certainly known 
all over the country as someone who 
understands the law. He has been a tre-
mendously good person as a Member of 
the Senate. He serves on both commit-
tees, the Intelligence Committee and 
on the Judiciary Committee, and he is 
a thoughtful person. 

He thought the legislation that came 
out of the Intelligence Committee 
should be improved, and as a member 
of the Judiciary Committee, he worked 
to have it improved. He sought to offer 
a germane amendment a short time 
ago concerning minimization. What 
does that mean? That means if you 
pick up by mistake an American, that 
you drop it. You push that out of the 
way, that isn’t going to be made public 
in any manner. We want to vote on 
that amendment. It seems everyone 
would vote for it. I certainly hope so. 
But there is an objection to even hav-
ing a vote on that amendment. 

Senator CARDIN, a long-time Member 
of Congress, a relatively new Member 
of the Senate, but a long-time, experi-
enced Member of the Congress of the 
United States sought to offer a ger-
mane amendment shortening the sun-
set provision. The bill that is before us 
that came out of the Intelligence Com-
mittee is for 6 years. Things are chang-
ing rapidly in our country and in the 
world as it relates to electronics. We 
don’t know what is going to take place 
in regard to terrorism, violence or 
what is going to take place with our 
ability to do a better job electronically 
to uncover some of what we believe 
should be uncovered. He wants this leg-
islation to be for not 6 years but 4 
years. That is a pretty simple amend-
ment. I support it. I think it is a good 
amendment. But he has been unable to 
offer that simple amendment. 

Senator FEINSTEIN has given a very 
fine statement seeking consent to offer 
a germane amendment on exclusivity, 
meaning that FISA is the only basis 
for the President’s eavesdropping. 
There have been editorials written vir-
tually in every State of the Union in 
the newspapers saying that should be 
the law, but she has not been able to 
offer that amendment. 

Senator KENNEDY wanted to offer an 
amendment that is so rational, so im-
portant. He says: Let’s have the inspec-
tor general do an investigation about 
the whole wiretapping program to find 
out what has taken place, who has been 
involved in it, and report back to Con-
gress, not tomorrow; he sets a reason-
able time that be done. But guess what. 
We cannot even vote on that amend-
ment. He cannot even offer the amend-
ment. 

I say to my friends it does not matter 
what we try to do, we cannot do it. It 
appears the President and the Repub-
licans want failure. They don’t want a 
bill. So that is why they are jamming 
this forward. 

I am going to vote against cloture. It 
is not fair that we have a major piece 
of legislation such as this and we are 
not allowed to offer an amendment as 
to whether the bill should be 4 years or 
6 years, and we are not allowed to offer 
an amendment as to minimization, 
that is whether Americans picked up 
by mistake are going to be brought out 
in the public eye, or Senator FEIN-
GOLD’s germane amendment dealing 
with how court orders are issued, a real 
good amendment, an important amend-
ment. 

If there were ever a Catch-22, this is 
it because what we are being asked to 
do is irrational, irresponsible, and 
wrong. From where does this ‘‘Catch- 
22’’ come? We all know it was a best-
seller. Joseph Heller wrote this book. 
He was a pilot during World War II. Jo-
seph Heller thought he was crazy. He 
was a bomber pilot. We all know how 
difficult it was to fly those big air-
planes in World War II. The casualty 
rate was high. If you were crazy and 
you said so, you would be grounded 
from flying these big bombers. But the 
officials of the military would say: We 
are not going to let you not fly air-
planes because you have to be crazy to 
fly one of these in the first place. That 
is what Joseph Heller was stuck with 
because it was crazy to fly bomber mis-
sions, and they would immediately 
make you fly more bomber missions. 

That is what we have today. We are 
trying everything we can do, but no 
matter what we do, we step on each 
other in the process. 

I suggest we were doing this the right 
way. We were looking at title I, which 
deals with procedures of this FISA leg-
islation, and then we were going to 
come later and offer amendments to 
title II. For example, one of the dif-
ficult issues is whether there should be 
retroactive immunity for the phone 
companies. Senators DODD and FEIN-
GOLD want to offer an amendment to 
strike from the provisions of the bill 
retroactive immunity. That is some-
thing on which we should be able to 
vote. 

Senator LEVIN came up with the idea, 
and there are others—I believe Senator 
WHITEHOUSE also wanted to offer an 
amendment dealing with substitution, 
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saying: OK, if there is going to be ret-
roactive immunity, have the Govern-
ment pay for it, not the phone compa-
nies, because if, in fact, they were enti-
tled to immunity, that means they 
were forced into something they 
shouldn’t have been forced into. That 
is something I think is reasonable and 
logical to vote on, but we will not be 
able to vote on it. 

I asked unanimous consent that we 
extend this matter for 30 days because 
it is very apparent, unless cloture is in-
voked—and I say to my Democratic 
colleagues I think this is an example of 
something on which we should not in-
voke cloture—if cloture is not invoked, 
this bill is not going to be finished by 
February 1 and this program will ex-
pire. 

So we say to the President, who gave 
this statement today saying he wants 
the program to continue, he needs to 
talk with his Republicans in the Sen-
ate and say: OK, let’s get an extension; 
let’s see if we can work something out. 
Two weeks, a month, we are willing, if 
the President wants, to continue this 
awful program for a year, 15 months, 
wait until the next President comes 
along. We are willing to do that, and he 
will still have his authority. 

We know one of his counsel, Mr. Yu, 
says he doesn’t need this anyway; he 
can do what he wants without this leg-
islation. But we are willing to do what-
ever is within the realm of possibility. 

I said we will take a 30-day exten-
sion. We will take a 2-week extension. 
We will take a 12-month extension. We 
will take an 18-month extension. I tell 
all my friends, I have been told—and I 
appreciate very much my distinguished 
counterpart, Senator MCCONNELL, who 
has told me he has a cloture motion, it 
is all signed, and he is going to file it 
as soon as I yield the floor to him—I 
say to all my friends, under the regular 
order, we will have this vote Monday. 
If, in fact, cloture is invoked, we will 
have to have the vote early Monday be-
cause the 30 hours begins running, and 
we will have to finish it because we 
have so much to do before the final 
week. I explained all this to the distin-
guished Republican leader. 

If cloture is going to be filed, and I 
know it is going to be, and if cloture is 
invoked, we have to have a vote no 
later than 1 p.m. on Monday, so the 30 
hours runs out at a reasonable time on 
Tuesday so we can do other things. If 
cloture is not invoked—and I am not 
going to vote for cloture—unless the 
President agrees to some extension of 
time, the program will fail. I don’t 
know any way out of that. But I, in 
good conscience, cannot support this 
legislation, at least unless we have a 
vote on retroactivity of immunity. I 
can’t vote for cloture unless some of 
the very basic amendments that people 
want to offer are allowed. They all 
have asked for very short time limits. 
No one is questioning spending a lot of 
time. We Democrats are not in any way 
trying to stall this bill. We have been 
trying to expedite it for a long time 
now. 

For purposes of making the record 
clear, and for my distinguished coun-
terpart, I ask unanimous consent that 
the Judiciary Committee be discharged 
from further consideration of S. 2541, 
which is a 30-day extension of FISA, 
and that the Senate then proceed to its 
consideration; that the bill be consid-
ered read a third time, passed, and the 
motion to reconsider be laid on the 
table. 

The PRESIDING OFFICER (Mr. 
WHITEHOUSE). Is there objection? 

Mr. MCCONNELL. Reserving the 
right to object, I ask unanimous con-
sent to modify the request so that in-
stead of passing the House bill, we will 
now pass the bill we know the Presi-
dent will sign. So, therefore, I would 
ask the pending amendments to the 
substitute be withdrawn and the sub-
stitute offered by Senator ROCKE-
FELLER and Senator BOND be agreed to; 
that the bill be read a third time, and 
passed. 

Mr. REID. Mr. President, we have, 
Republicans and Democrats—I ac-
knowledge more Democrats than Re-
publicans—who believe this Intel-
ligence Committee bill can be im-
proved upon, and I so appreciate the 
Judiciary Committee working in good 
faith with the Intelligence Committee. 
We think there are some tuneups that 
can be done to this bill to make it 
much better, and it is not fair, I say re-
spectfully to my friend from Kentucky, 
it is really not fair that we be asked to 
just accept this without the ability to 
have a vote on a single amendment. 

So I respectfully object to my col-
league’s request to modify the unani-
mous consent request. 

The PRESIDING OFFICER. Objec-
tion is heard. Is there objection to the 
majority leader’s request? 

Mr. MCCONNELL. I object. 
The PRESIDING OFFICER. Objec-

tion is heard. 
Mr. REID. Mr. President, I am now 

going to ask unanimous consent to 
pass the House bill, which was passed 
by the House last November. 

I ask unanimous consent that the 
Senate proceed to the immediate con-
sideration of Calendar No. 517, H.R. 
3773, which is the House-passed FISA 
bill; that the bill be read three times, 
passed, and the motion to reconsider be 
laid upon the table. 

The PRESIDING OFFICER. Is there 
objection? 

Mr. MCCONNELL. Mr. President, I 
object. 

The PRESIDING OFFICER. Objec-
tion is heard. The Republican leader. 

Mr. MCCONNELL. Mr. President, I 
am sure those watching C–SPAN 2 are 
probably thoroughly confused with all 
of the parliamentary discussion back 
and forth and the parliamentary nu-
ances attached thereto. Obviously, 
there are two sides to every story. 

In fact, in April of 2007, the DNI—the 
Director of National Intelligence— 
asked for this FISA bill to be passed. 
Our good friends on the other side of 
the aisle delayed it. In June and July 

of 2007, the DNI actually pleaded— 
pleaded—for help. Our friends on the 
other side delayed right up until the 
August recess, at which time we did 
pass the Protect America Act, which 
was a 6-month authorization. 

Now, during September and October, 
the Permanent Select Committee on 
Intelligence, in a bipartisan way, pro-
duced the Bond-Rockefeller com-
promise, which is the pending proposal 
before the Senate. It was, I gather, a 
painful series of compromises that 
brought the two sides together 13 to 2 
on this extraordinarily important piece 
of legislation to protect our homeland. 
And that is the pending issue before us. 

Now, we all know on an issue as im-
portant as protecting the homeland we 
don’t get the job done unless we get a 
Presidential signature, and we do know 
the President of the United States will 
sign the Rockefeller-Bond proposal 
that is before us. So my strong rec-
ommendation to our colleagues is that 
we avail ourselves of the opportunity 
to pass this measure, which is already 
the product of substantial bipartisan 
compromise between the chairman and 
vice chairman of the Permanent Select 
Committee on Intelligence and also the 
members, who approved it 13 to 2. 

A way to do that, obviously, would be 
to invoke cloture on that proposal, in-
dicating that 60 or more Members of 
the Senate believed this bipartisan 
compromise, which we know will get a 
signature by the President of the 
United States and go into effect, would 
be a good bipartisan accomplishment 
for the Senate, and ultimately for the 
House and for America. 

CLOTURE MOTION 
Bearing that in mind, Mr. President, 

I send a cloture motion on the sub-
stitute amendment; that is, the Rocke-
feller-Bond proposal, to the desk. 

The PRESIDING OFFICER. The clo-
ture motion having been presented 
under rule XXII, the Chair directs the 
clerk to read the motion. 

The legislative clerk read as follows: 
CLOTURE MOTION 

We, the undersigned Senators, in accord-
ance with the provisions of rule XXII of the 
Standing Rules of the Senate, do hereby 
move to bring to a close debate on the pend-
ing substitute amendment to S. 2248, Foreign 
Intelligence Surveillance Act of 1978 Amend-
ments Act of 2007. 

Mitch McConnell, Christopher S. Bond, 
Kay Bailey Hutchison, Wayne Allard, 
Jon Kyl, Robert F. Bennett, Sam 
Brownback, John Thune, Pat Roberts, 
John Barrasso, Chuck Grassley, John-
ny Isakson, Lamar Alexander, Gordon 
H. Smith, Tom Coburn, Jim DeMint, 
Richard Burr. 

The PRESIDING OFFICER. The ma-
jority leader. 

Mr. REID. Mr. President, I suggest 
the absence of a quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The legislative clerk proceeded to 
call the roll. 

Mr. REID. Mr. President, I ask unan-
imous consent that the order for the 
quorum call be rescinded. 
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The PRESIDING OFFICER. Without 

objection, it is so ordered. 
Mr. REID. Mr. President, I am, of 

course, disappointed we are where we 
are, but that is where we are. I have 
had a conference just now with the dis-
tinguished Republican leader, and what 
we are going to do is to vote on this 
cloture motion at 4:30 on Monday. I 
have gotten agreement, and we will 
formalize that in just a bit. I have 
agreement that the vote will be as if it 
occurred at noon that day, so if in fact 
cloture is invoked, we can start some-
thing at 6 o’clock on Tuesday because 
we have a lot to do. 

So having said that, Mr. President, 
we have one call to make, which I 
think will be fine, and I will make the 
request at a later time when we do 
have agreement of what we want to do. 
I will formalize that as soon as we 
make a phone call. 

Mr. President, I suggest the absence 
of a quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The legislative clerk proceeded to 
call the roll. 

Ms. CANTWELL. Mr. President, I ask 
unanimous consent that the order for 
the quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

THE STIMULUS PACKAGE 
Ms. CANTWELL. Mr. President, as 

my colleagues are trying to sort out 
issues related to scheduling votes, and 
I certainly do care about the pending 
issue and making sure that we come to 
a resolution that will protect a variety 
of interests, I rise now to speak specifi-
cally about the economic stimulus 
package which the Senate is going to 
take up next week. 

We all know there has been a down-
turn in the economy caused by per-
sistent high energy costs and an ongo-
ing mortgage crisis, and we know we 
are seeing damages to both individual 
households and to businesses. We know 
that layoffs are accelerating, gas and 
home heating prices are skyrocketing, 
making us face some of the biggest 
economic challenges we have seen in 
years. So I think it is very important, 
Mr. President, that we continue on this 
rapid pace to get a stimulus package. 
And that is the good news; that in a bi-
partisan effort we have been working 
diligently along with the White House 
to immediately get some stimulus into 
the economy and help working people 
and businesses that are struggling. 

I think our goal should be that we 
identify measures that are timely, tar-
geted, and, when possible, address the 
underlying causes of our economic 
problems—that is getting money in 
people’s pockets, I believe, must be a 
key component of this package. I have 
been following what the other side of 
the Capitol has been doing, the House 
of Representatives is working on a for-
midable package, and I know we are 
discussing a variety of issues here. But 
I believe any package should take the 
opportunity to invest in critical busi-

ness stimulus measures that can allevi-
ate some of the underlying problems 
that are causing Americans economic 
heartburn. 

We are seeing oil prices in recent 
weeks hovering around $100 a barrel 
and natural gas prices remaining at ex-
ceedingly historic highs, which I think 
is adding great impact to what Ameri-
cans are doing in trying to deal with 
this economy. In fact, a Los Angeles 
Times article in December cited econo-
mists’ fear that high energy costs 
could ignite inflation. This would just 
aggravate our economic problems fur-
ther. 

High energy costs make it much 
more difficult for our manufacturing 
and agricultural sectors to make ends 
meet. Today the National Farmers 
Union came out in favor of a proposal 
that I think we should put into our 
stimulus package, and one that I am 
about to describe. It is an opportunity 
to include in the stimulus package in-
centives that both dramatically boost 
economic activity in 2008 and take an 
important step toward reducing energy 
costs. 

I believe we should consider an exten-
sion of the clean energy tax incentives 
in the stimulus package. They meet 
the definition of short-term stimulus, 
targeted and timely. They have the 
benefit of getting immediate short- 
term results—that is, significant eco-
nomic activity and new jobs in 2008. 
And they also result in long-term bene-
fits which will help us deal with the 
underlying problem that is causing so 
much havoc with our economy, and 
that is high energy costs. 

Mr. President, the American Wind 
Energy Association estimates that ex-
tending the production tax credit will 
result in as many as 75,000 new jobs in 
2008 and $7 billion of capital spending 
over the next 12 months. All by Con-
gress making the right decisions about 
tax incentives for the wind industry. 

I think that would be a big boost to 
our economy. Wind generation alone 
has accounted for over 30 percent of 
our new generation placed in service 
last year. This industry is well beyond 
what some might consider a pilot phase 
and has significant sources of job diver-
sity for the United States. 

Likewise, the solar industry esti-
mates that up to 40,000 new jobs could 
actually be lost in the next 12 months 
if we do not extend the investment tax 
credit. That is right; not only do those 
tax credits add stimulus to the econ-
omy, we should understand that by not 
doing them, by not passing them, we 
are actually taking away economic op-
portunity and investment plans that 
people would be making this year. 

Included in this package are also four 
energy efficiency incentives for con-
sumers. As a Deutsche Bank report re-
leased last November said: 

Gains in efficiency will have the effect of 
muting the effect of expensive oil. 

If we want to get consumers to go 
shopping, why not encourage them to 
buy items that will reduce their energy 

costs? Everybody wins when this hap-
pens. Consumers get lower bills, retail-
ers get more economic activity, and it 
reduces the upward pressure on prices 
by mitigating demand. All of which 
helps the overall economy rebound 
faster. 

This is the kind of economic stimulus 
we need. It helps with jobs, it helps di-
versify the energy industry. The clean 
energy industry is one of the few bright 
spots in an otherwise slumping econ-
omy. Unless those incentives are ex-
tended in this quarter, we are taking a 
risk at an even steeper downturn in an 
industry that saw remarkable results 
in 2007. 

Mr. President, that’s why we need to 
make sure we extend these critical 
clean energy tax incentives. I will re-
mind my colleagues that the three 
times Congress let the clean energy tax 
incentives lapse, the wind industry saw 
a 75- to 93-percent decline the following 
year, because we were not giving them 
the predictability in tax incentives. So 
while I am very happy to make sure 
the public is getting the incentives in 
the form of rebate checks, I also want 
to say to my constituents that we are 
also putting a variety of solutions on 
the table, that we are trying to deal 
with problems that will help them not 
just in the near term, but also to solve 
the underlying problem of high energy 
costs that is a drag on our economy. 

I know some of my colleagues will 
probably talk about lots of different 
ways we can stimulate infrastructure 
development, but I will say that this is 
about a business tax investment strat-
egy. These clean energy incentives will 
stimulate billions of dollars of capital 
outlay now in the next 12 months, and 
be a huge source of new job creation. 

An immediate cash infusion into the 
economy is necessary, but we should 
not lose sight of the fact that this has 
the additional benefit of helping us 
with our long-term problem. 

I look forward to working with my 
colleagues on an extension of these 
clean energy incentives as part of the 
stimulus package, and to demonstrate 
the leadership and foresight that we 
have here in the Senate to make the 
right decisions about a package that 
will simultaneously provide us near 
term economic boost, prevent job loss, 
and help solve high energy costs. 

The PRESIDING OFFICER. The ma-
jority leader. 

Mr. REID. Mr. President, I ask unan-
imous consent that the vote on the clo-
ture motion just filed occur on Mon-
day, January 28, at 4:30 p.m.; that the 
requirements of rule XXII be waived; 
that if cloture is invoked, all 
postcloture time during a recess or ad-
journment would be counted. 

The PRESIDING OFFICER. Is there 
objection? 

Mr. REID. Also, Mr. President, when 
we get the vote, the vote be deemed as 
having occurred at 12 noon on Monday, 
January 28. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 
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The PRESIDING OFFICER. The as-

sistant majority leader. 
Mr. DURBIN. Mr. President, at the 

direction of the majority leader, I an-
nounce there will be no further votes 
today. The next vote is scheduled for 
4:30 on Monday. It will be a cloture mo-
tion filed by Senator MCCONNELL rel-
ative to the bill on the Foreign Intel-
ligence Surveillance Act. 

The Senate will be in session tomor-
row at 9:30 for morning business and 
debate. Members who care to may 
come to the floor to discuss issues of 
their choosing. I would say on behalf of 
the majority leader as well our frustra-
tion that we have reached this point. 
We have a deadline of February 1 to 
enact this new FISA act. The President 
has argued he needs this to keep Amer-
ica safe. We have offered to the Repub-
lican side an extension of the current 
law so that the President would be able 
to continue this policy and program 
uninterrupted for a month, several 
months, as long as a year and a half, 
and we have been rejected. The Repub-
lican leadership on the floor has argued 
they do not want to extend this pro-
gram as we try to work out differences 
on the issue of the liability of tele-
phone companies that provided infor-
mation to the Federal Government. 
That is unfortunate. 

It is also unfortunate that we had 
Members of the Senate come to the 
floor in good faith to offer amendments 
to this bill. I can tell you, having spo-
ken to those on our side of the aisle, 
each of the amendments was prepared 
and offered to the Republican side for 
their review, no surprises. We under-
stood that they would offer their own 
amendments in response. That is cer-
tainly proper. It would engage the Sen-
ate in debate on some very important 
issues relative to national security. 
But it was the decision of the Repub-
lican leadership they wanted no 
amendments, they wanted no debate. 
They wanted the President’s version of 
this bill, take it or leave it. They 
would rather run the risk of closing 
down this program of surveillance of 
terrorists than perhaps give us a 
chance for a few amendments to be de-
bated and voted on in the next 24 
hours. That is an unfortunate start to 
the 2008 Senate session. 

In the last year of the Senate, the 
Republicans were responsible for some 
62 efforts to stop debate on the floor, 62 
efforts at filibusters, which is a modern 
record; in fact, it is an all-time record 
for the Senate; 62 different occasions 
the Republicans engaged in filibusters 
to stop debate. 

We were hopeful as we talked about 
the stimulus package and bipartisan-
ship, working together, that things had 
changed. And then within a matter of 
hours, the Republican leadership came 
to the floor to stop us from having any 
amendments, any debate in a timely 
fashion on this important bill, and also 
to stop us from extending this bill, this 
law, so the President can use this pro-
gram, and that America would never 
have its security at risk. 

I think the Republicans have taken 
an untenable, indefensible position. 
They do not want the law extended so 
the President can use it. They do not 
want us to enact any revision to the 
law or even debate it on the off chance 
that there might be a change. They 
have taken the position it is their way 
or the highway. 

Well, we will have a vote on Monday, 
an unfortunate vote that would have 
been avoided with a modicum of co-
operation here in the Senate. 

So there will be no further votes 
today; the first vote will be at 4:30 on 
Monday. 

f 

MORNING BUSINESS 

Mr. DURBIN. Mr. President, I ask 
unanimous consent that the Senate 
now proceed to a period of morning 
business, with Senators permitted to 
speak therein for up to 10 minutes 
each. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. DURBIN. Mr. President, I sug-
gest the absence of a quorum. 

The PRESIDING OFFICER (Mr. NEL-
SON of Florida). The clerk will call the 
roll. 

The legislative clerk proceeded to 
call the roll. 

Mr. HARKIN. Mr. President, I ask 
unanimous consent that the order for 
the quorum call be rescinded. 

The PRESIDING OFFICER (Mr. 
WHITEHOUSE). Without objection, it is 
so ordered. 

f 

THE STIMULUS 

Mr. HARKIN. Mr. President, I wish to 
take the floor for a few minutes before 
we adjourn today to talk about the 
economy and about this stimulus pack-
age we are hearing the House is devel-
oping and will send over here some 
time in the next few weeks. 

I must say, first, it is clear that there 
is a downturn in the economy that is 
causing a lot of anxiety among all 
Americans. It is clear we need to do 
something. Over the last 6 years, I 
must admit, I have been disturbed by 
the lack of fiscal discipline by this 
White House and by this Congress, as 
the deficits have piled up. 

Think about this: In 2001, when Presi-
dent Clinton left office, we had sur-
pluses. We were going to have surpluses 
as far as the eye could see. We were 
talking about paying down the na-
tional debt, saving our Social Security 
system. That all changed. It all 
changed because the new President 
came in and said: What is more impor-
tant than paying down the debt, paying 
our bills, putting us on a sound fiscal 
basis? What is more important than 
that is tax cuts for the wealthiest peo-
ple in our country. Oh, sure, everybody 
got a little bit, but a lion’s share of it 
went to the wealthiest in our country. 

I guess I shouldn’t have been too sur-
prised. The President’s philosophy has 
always been one of trickle down, trick-

le-down economics. How many times do 
we have to keep enduring trickle-down 
economics when time after time we 
know it does not work? It may give you 
a little bit of a good feeling for awhile, 
but it always leads to disastrous con-
sequences. 

So that is what we had in 2001. We 
had trickle down, give the most to the 
wealthiest in the country; it will trick-
le down to everybody. It didn’t trickle 
down. What it did was widen the gap 
between the rich and the poor. The 
very highest income earners in our 
country have gotten wealthy beyond 
Midas’ imagination and the rest are 
down here, and the poor have gotten 
poorer and they have gotten to be a 
bigger part of our population. Children 
in poverty have gone up since 2001. 

I suppose it was a nice dinner party 
for those who were at the top of the 
ladder for the last 5, 6 years, a wonder-
ful ride, but look what it has led to. 
Now we have these huge deficits. The 
debt has piled up. We are now stuck in 
a war in Iraq that is costing us $10 bil-
lion to $12 billion a month, with no end 
in sight. Still we have these big tax 
cuts for the very wealthy going on and 
on. 

Again, here we are. And, now we have 
a downturn. What do we do? We have to 
do something. There are times when 
deficit spending in the short term is 
prudent and necessary. That is when 
there is an economic downturn. But 
during the times when the economy is 
sound, that is when you ought to be 
paying down your debts. When the 
economy was sound for the last few 
years, we gave it all away. We gave it 
away, again, mostly to the wealthiest 
in our country. Now we are in a situa-
tion in which we want to ward off a 
deep recession. 

Recessions always hurt those at the 
bottom worst. And now we are going to 
have to, because we don’t have any 
money, do it with deficit spending, 
which I don’t like, but we are going to 
have to do it. 

I think it behooves us if, in fact, we 
are going to have to ask our grandkids 
and great-grandkids to pay the bill— 
that is what the national debt is; they 
have to pay it—if we are going to bor-
row from them for right now to get us 
through a recession, then we ought to 
be prudent about what we do with that 
money and how we do it. 

I guess from my standpoint, taking a 
bunch of money and throwing it out 
there is not the way to do it. Don’t 
throw money at the problem. That is 
why I have very serious reservations 
about what I hear coming from the 
other body. We haven’t seen anything. 
All I know is what I read in the paper 
and see on the news and what I hear 
about what the White House is doing. 

I have no doubt the House is acting 
in good faith. I am all for a bipartisan 
solution. But I remind both the Presi-
dent and my colleagues that we in the 
Senate are going to have some say-so 
in shaping the final stimulus package. 
Any bill that comes from the House is 
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